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Preface

Audience

This preface contains these topics:

e Audience
e Documentation Accessibility
* Related Documentation

e Conventions

Backup and Recovery Reference is intended for database administrators who perform the
following tasks:

* Use Recovery Manager (RMAN) to back up, restore, and recover Oracle databases
*  Perform maintenance on RMAN backups of database files

To use this document, you must know the following:

* Relational database concepts and basic database administration as described in Oracle
Database Concepts and the Oracle Database Administrator's Guide

*  RMAN concepts and tasks as described in Oracle Database Backup and Recovery
User's Guide

e The operating system environment under which you run Oracle Database

Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle Accessibility
Program website at http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc.

Access to Oracle Support

Oracle customers that have purchased support have access to electronic support through My
Oracle Support. For information, visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info
or visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are hearing impaired.

Related Documentation

ORACLE

For more information, see these Oracle resources:
*  Oracle Database Backup and Recovery User's Guide
e Oracle Database Reference

e Oracle Database Utilities


http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc
http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info
http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs

Preface

Many of the examples in this book use the sample schemas of the seed database,
which is installed by default when you install Oracle. Refer to Oracle Database Sample
Schemas for information on how these schemas were created and how you can use
them yourself.

Conventions

The text in this reference adheres to the following conventions:
e UPPERCASE monospace

RMAN keywords, SQL keywords, column headings in tables and views, and
initialization parameters.

° lowercase monospace
Variable text in RMAN examples.
e italics

RMAN or SQL placeholders, that is, text that should not be entered as is, but
represents a value to be entered by the user.

" See Also:

About RMAN Commands for more information about RMAN conventions

ORACLE X



Changes in This Release for Backup and
Recovery Reference

This preface contains:

e Changes in Oracle Database Release 19c

e Changes in Oracle Database Release 18c, Version 18.1

Changes in Oracle Database Release 19¢

The following are changes in Oracle Database Backup and Recovery Reference for Oracle
Database release 19c.

New Features
* PLUGGABLE DATABASE clause in GRANT and REVOKE commands

You can grant and revoke privileges on a specific PDB to a database user. See GRANT
and REVOKE.

e Recovery catalog support for PDBs
You can connect to the recovery catalog when you are connected to a target PDB.
See CONNECT.

Deprecated Features

Starting in Oracle Database 19c, the Data Recovery Advisor (DRA) feature is deprecated.

The deprecation of DRA includes deprecation of the following Oracle Recovery Manager
(RMAN) commands: LIST FAILURE, ADVISE FAILURE, REPAIR FAILURE, and CHANGE
FAILURE. Database administrators will no longer have access to these commands. There is
no replacement feature for DRA.

Changes in Oracle Database Release 18c, Version 18.1

ORACLE

The following are changes in Oracle Database Backup and Recovery Reference for Oracle
Database release 18c, version 18.1.

New Features

e Duplicate PDBs to an existing CDB

The DUPLICATE PLUGGABLE DATABASE command is used to duplicate a PDB to an existing
CDB.

Xi



ORACLE

Changes in This Release for Backup and Recovery Reference

" See Also:
DUPLICATE

Duplicate databases to Oracle Cloud

An on-premises database can be duplicated to Oracle Cloud. Similarly, you can
duplicate a database in Oracle Cloud as an on-premises database.

¢ See Also:

AS ENCRYPTED and AS DECRYPTED clauses in DUPLICATE

RMAN backups usable after migration

RMAN backups of a non-CDB or PDB that were created before the non-CDB or
PDB was migrated and plugged in to a different target CDB can be used for
recovery operations in the target CDB.

¢ See Also:

— BACKUP
— RESTORE
— RECOVER

Xii



About RMAN Commands

This chapter includes the following topics:

RMAN Syntax Diagrams
Format of RMAN Commands
RMAN Reserved Words
Summary of RMAN Commands

Summary of RMAN Subclauses

1.1 RMAN Syntax Diagrams

Syntax descriptions are provided in this book for RMAN command-line constructs in graphic
form or Backus Naur Form (BNF).

This section explains RMAN conventions exclusively. See Oracle Database SQL Language
Reference for general information about how to interpret syntax diagrams and BNF notation.

Recovery Manager syntax diagrams use lines and arrows to show syntactic structure, as
shown in the following example for the CATALOG command.

catalog::=
ARCHIVELOG | -
PREPLUGIN : i}
E ||~ DEVICE TYPE }x(deviceSpecifier
ﬁl i al BACKUPPIECE | L (]
CONTROLFILECOPY

{CATALOG b m ey th "h b
TAFILECOPY filename )y '
| RECOVERY AREA|

DA

RECOVERY AREA

DB_RECOVERY_FILE_DEST NOPROMPT
START WITH |>|I|>(string,panern);|jj

This section describes the components of syntax diagrams and gives examples of how to
write RMAN commands. Syntax diagrams are made up of these items:

Keywords in RMAN Syntax
Placeholders in RMAN Syntax
Quotes in RMAN Syntax

1.1.1 Keywords in RMAN Syntax

Keywords have special meanings in Recovery Manager syntax.

ORACLE
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Chapter 1
RMAN Syntax Diagrams

In the syntax diagrams, keywords appear in rectangular boxes and an uppercase font,
like the word CATALOG in the example diagram. When used in text and code examples,
RMAN keywords appear in uppercase, monospace font, for example, CATALOG
DATAFILECOPY. You must use keywords in RMAN statements exactly as they appear in
the syntax diagram, except that they can be either uppercase or lowercase.

1.1.2 Placeholders in RMAN Syntax

Placeholders in syntax diagrams indicate non-keywords.

In the syntax diagrams, placeholders appear in ovals, as in the word integer in the
example diagram. When described in text, RMAN placeholders appear in lowercase
italic, for example, ' filename'.

Placeholders are usually:

* Names of database objects (tablespace_name)
e Oracle data type names (date_string)
e Subclauses (datafileSpec)

When you see a placeholder in a syntax diagram, substitute an object or expression of
the appropriate type in the RMAN statement. For example, to write a DUPLICATE
TARGET DATABASE TO ‘database_name' command, use the name of the duplicate
database you want to create, such as dupdb, for the database name placeholder in
the diagram.

The only system-independent, valid environment variables in RMAN quoted strings are
a question mark (?) for the Oracle home and an at-sign (@) for the SID. However, you
can use operating system-specific environment variables on the target system within
guoted strings. The environment variables are interpreted by the database server and
not the RMAN client.

The following table shows placeholders that appear in the syntax diagrams and
provides examples of the values you might substitute for them in your statements.

Placeholder Description Examples
Quoted strings such as A string of characters contained in "?/dbs/cf.f"
'filename', either single or double quotes. A quoted "devl!
'tablespace name', string may contain white space,

'channel name', punctuation, and RMAN and SQL

'channel parms' keywords.

Nonquoted strings such A sequence of characters containing no chl
as channel 1id, white space and no punctuation
tag name, date string cCharacters and starting with an

B N alphabetic character.

integer Any sequence of only numeric 67843
characters.

1.1.3 Quotes in RMAN Syntax

RMAN syntax diagrams contain some placeholder values that are enclosed in required
or optional quotes.

ORACLE 1-2



Chapter 1
Format of RMAN Commands

The syntax diagrams show single quotes, though in all cases double quotes are also valid in
RMAN syntax. For example, you may specify either ' filename' or "filename".

1.2 Format of RMAN Commands

The RMAN language is free-form. Keywords must be separated by at least one white space
character (such as a space, tab, or line break).

An RMAN command starts with a keyword corresponding to a command described in RMAN
Commands: @ (at sign) to QUIT, followed by arguments and ending with a semicolon, as
shown in the syntax diagrams.

The following example shows an RMAN backup command:

BACKUP DATABASE;

A command can span multiple lines. For example, you can rewrite each keyword in the
preceding command on a separate line as follows:

BACKUP
DATABASE

’

The maximum length for an RMAN command in a single line is 4000 characters. When a
command exceeds this length, you can either split the command into multiple commands or
use multiple lines for the command (use the Enter key to make the command span multiple
lines). For example, if a BACKUP command that backs up multiple data files exceeds 4000
characters, then you can either split this command into two separate BACKUP commands or
make the single BACKUP command span multiple lines.

You can insert a comment by using a pound (#) character at any point in a line. After the
character, the remainder of the line is ignored. For example:

# run this command once each day
BACKUP INCREMENTAL LEVEL 1

FOR RECOVER OF COPY # using incrementally updated backups
WITH TAG "DAILY BACKUP" # daily backup routine
DATABASE;

1.3 About RMAN Reserved Words

ORACLE

The RMAN language contains reserved words, which are or have been used in RMAN
commands. In general, avoid using reserved words in ways that conflict with their primary
meaning in the RMAN command language.

If you must use a reserved word as an argument to an RMAN command (for example, as a
file name, tablespace name, tag name, and so on), then surround it with single or double
guotes. Otherwise, RMAN cannot parse your command correctly and generates an error.
Example 1-1 shows correct and incorrect usage of RMAN reserved words in RMAN
commands.

Example 1-1 Using Reserved Words as Arguments to RMAN Commands

ALLOCATE CHANNEL backup DEVICE TYPE DISK; # incorrect
ALLOCATE CHANNEL "backup" DEVICE TYPE DISK; # correct
BACKUP DATABASE TAG full; # incorrect
BACKUP DATABASE TAG 'full'; # correct

1-3



Chapter 1
Summary of RMAN Commands

¢ See Also:

RMAN Reserved Words for a list of all the current reserved words

1.4 Summary of RMAN Commands

RMAN commands can be executed at the RMAN prompt, within a RUN command, or

both.

All commands from previous RMAN releases work with the current release, although
some commands and options are now deprecated (see Deprecated RMAN Syntax).
For command-line options for the RMAN client, refer to RMAN. Table 1-1 provides a
functional summary of the RMAN commands.

Table 1-1 Recovery Manager Commands

Command

Purpose

@ (at sign)

ADVISE FAILURE

MAINTENANCE
BACKUP
CATALOG
CHANGE

CONFIGURE
CONNECT
CONVERT

CREATE CATALOG
CREATE SCRIPT
CROSSCHECK

DELETE

DELETE SCRIPT
DESCRIBE

ORACLE

@@ (double at sign)

ALLOCATE CHANNEL

ALLOCATE CHANNEL FOR

Run a command file.

Run a command file in the same directory as another command file that is
currently running. The @@ command differs from the @ command only when run
from within a command file.

Display repair options.

Establish a channel, which is a connection between RMAN and a database
instance.

Allocate a channel in preparation for issuing maintenance commands such as
DELETE.

Back up database files, copies of database files, archived logs, or backup sets.
Add information about file copies and user-managed backups to the repository.

Mark a backup piece, image copy, or archived redo log as having the status

UNAVAILABLE or AVAILABLE; remove the repository record for a backup or

copy; override the retention policy for a backup or copy; update the recovery
catalog with the DB_UNIQUE NAME for the target database.

Configure persistent RMAN settings. These settings apply to all RMAN sessions
until explicitly changed or disabled.

Establish a connection between RMAN and a target, auxiliary, or recovery
catalog database.

Convert data file formats for transporting tablespaces and databases across
platforms.

Create the schema for the recovery catalog.
Create a stored script and store it in the recovery catalog.

Determine whether files managed by RMAN, such as archived logs, data file
copies, and backup pieces, still exist on disk or tape.

Delete backups and copies, remove references to them from the recovery
catalog, and update their control file records to status DELETED.

Delete a stored script from the recovery catalog.

List the column definitions of a table or view.

1-4



Chapter 1
Summary of RMAN Commands

Table 1-1 (Cont.) Recovery Manager Commands

EXECUTE SCRIPT

EXIT

FLASHBACK DATABASE
GRANT

HOST

IMPORT CATALOG

LIST

PRINT SCRIPT
QUIT
RECOVER

REGISTER DATABASE
RELEASE CHANNEL

REPAIR FAILURE
REPLACE SCRIPT

REPORT
RESET DATABASE

RESTORE

RESYNC CATALOG

REVOKE

RMAN
RUN

SEND
SET

SHOW

ORACLE

Command Purpose

DROP CATALOG Remove the schema from the recovery catalog.

DROP DATABASE Delete the target database from disk and unregisters it.

DUPLICATE Use backups of the target database to create a duplicate database that you can

use for testing purposes or to create a standby database.
Run an RMAN stored script.

Quit the RMAN executable.

Return the database to its state at a previous time or SCN.
Grant privileges to a recovery catalog user.

Invoke an operating system command-line subshell from within RMAN or run a
specific operating system command.

Imports the metadata from one recovery catalog into a different recovery
catalog.

Produce a detailed listing of backup sets or copies.
Display a stored script.
Exit the RMAN executable.

Apply redo log files and incremental backups to data files or data blocks
restored from backup or data file copies, to update them to a specified time.

Register the target database in the recovery catalog.

Release a channel that was allocated with an ALLOCATE CHANNEL command
or ALLOCATE CHANNEL FOR MAINTENANCE command.

Repair one or more failures recorded in the automated diagnostic repository.

Replace an existing script stored in the recovery catalog. If the script does not
exist, then REPLACE SCRIPT creates it.

Perform detailed analyses of the content of the recovery catalog.

Inform RMAN that the SQL statement ALTER DATABASE OPEN RESETLOGS
has been executed and that a new incarnation of the target database has been
created, or reset the target database to a prior incarnation.

Restore files from backup sets or from disk copies to the default or a new
location.

Perform a full resynchronization, which creates a snapshot control file and then
copies any new or changed information from that snapshot control file to the
recovery catalog.

Revoke privileges from a recovery catalog user.
Start RMAN from the operating system command line.

Execute a sequence of one or more RMAN commands, which are one or more
statements executed within the braces of RUN.

Send a vendor-specific quoted string to one or more specific channels.

Set the value of various attributes that affect RMAN behavior for the duration of
a RUN block or a session.

Display the current CONFIGURE settings.

1-5



Chapter 1
Summary of RMAN Subclauses

Table 1-1 (Cont.) Recovery Manager Commands

Command Purpose

SHUTDOWN Shut down the target database. This command is equivalent to the SQL*Plus
SHUTDOWN command.

SPOOL Write RMAN output to a log file.

SQL Execute a SQL statement or PL/SQL procedures from within Recovery
Manager.

SQL (Quoted) Execute a SQL statement from within Recovery Manager. See the SQL
command for improved syntax.

STARTUP Start the target database. This command is equivalent to the SQL*Plus
STARTUP command.

SWITCH Specify that a data file copy is now the current data file, that is, the data file
pointed to by the control file.

TRANSPORT TABLESPACE Create transportable tablespace sets from backup for one or more tablespaces.

UNREGISTER Unregister a database from the recovery catalog.

UPGRADE CATALOG Upgrade the recovery catalog schema from an older version to the version
required by the RMAN executable.

VALIDATE Examine a backup set and report whether its data is intact. RMAN scans all of

the backup pieces in the specified backup sets and looks at the checksums to
verify that the contents can be successfully restored.

1.5 Summary of RMAN Subclauses

RMAN subclauses are used in multiple commands.

Subclauses are documented in a separate chapter to avoid unnecessary duplication.
The descriptions of commands that use these subclauses include a cross-reference to
the subclause entry in RMAN Subclauses. Table 1-2 summarizes the RMAN

subclauses.

Table 1-2 Recovery Manager Subclauses

Subclause

Specifies . . .

allocOperandList
archivelogRecordSpecifier
completedTimeSpec
connectStringSpec

datafileSpec

dbObject

deviceSpecifier
fileNameConversionSpec

ORACLE

Channel control options such as PARMS and FORMAT
A range of archived redo log files
A time range during which the backup or copy completed

The user name, password, and net service name for connecting to a target,
recovery catalog, or auxiliary database. The connection is necessary to
authenticate the user and identify the database

A data file by file name or absolute file number
A database or part of a database.
The type of storage device for a backup or copy

Patterns to transform source to target file names during BACKUP AS COPY,
CONVERT and DUPLICATE
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Summary of RMAN Subclauses

Table 1-2 (Cont.) Recovery Manager Subclauses

Subclause

Specifies . . .

forDbUniqueNameOption
foreignFileSpec

foreignlogRecordSpecifier
formatSpec

keepOption

listObjList

maintQualifier

maintSpec

obsOperandList
recordSpec
sizeSpec
tempfileSpec
untilClause

All databases in a Data Guard environment or a database with the specified
DB UNIQUE NAME

Names of database objects to be recovered and the backup sets that
contain these objects

A range of foreign archived redo log files

A file name format for a backup or copy

A backup or copy is or is not exempt from the current retention policy
Items to be displayed by the LIST command

Additional options for maintenance commands such as DELETE and
CHANGE

Files operated on by maintenance commands such as CHANGE,
CROSSCHECK, and DELETE

Backups that are obsolete according to specified criteria
Objects that the maintenance commands operate on
Size of the data

A temp file by path or by file number

An upper limit by time, SCN, or log sequence number. This clause is usually
used to specify the desired point in time for an incomplete recovery

ORACLE

1-7



RMAN Commands: @ (at sign) to QUIT

ORACLE

This chapter describes RMAN commands in alphabetical order. For a summary of the RMAN

commands and command-line options, refer to "Summary of RMAN Commands".

@ (at sign)
@@ (double at sign)
ADVISE FAILURE

ALLOCATE CHANNEL
ALLOCATE CHANNEL FOR MAINTENANCE

BACKUP
CATALOG
CHANGE
CONFIGURE
CONNECT
CONVERT
CREATE CATALOG
CREATE SCRIPT
CROSSCHECK
DELETE

DELETE SCRIPT
DESCRIBE

DROP CATALOG
DROP DATABASE
DUPLICATE
EXECUTE SCRIPT
EXIT

FLASHBACK DATABASE

GRANT

HOST

IMPORT CATALOG
LIST

PRINT SCRIPT
QuUIT
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2.1 @ (at sign)

Purpose

Use the @ command to execute a series of RMAN commands stored in an operating
system file with the specified path name.

# Note:

The file must contain complete RMAN commands. Partial commands
generate syntax errors.

Prerequisites
The command file must contain complete RMAN commands.

If you use the ¢ command within a RUN command, then the @ command must be on its
own line (see Example 2-2).

Usage Notes

RMAN processes the file as though its contents were entered instead of the @
command. As shown in Example 2-3, you can specify substitution variables in a
command file and then pass values to the command file during execution.

# See Also:

RMAN to learn more about using substitution variables in RMAN

Syntax
@::=

Semantics

Syntax Element

Description

filename

Specifies the name of a command file, for example, @/oracle/dbs/cmd/
cmdl . rman. If you do not specify the absolute path name, then the current
working directory is assumed, for example, @cmdl . rman.

Any file extension (or no file extension) is valid. Do not use quotes around the
string or leave whitespace between the @ keyword and the file name.

ORACLE
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Examples
Example 2-1 Running a Command File from the Operating System Command Line

This example creates an RMAN command file and then executes it from the operating
system command line.

% echo "BACKUP DATABASE;" > backup db.rman
% rman TARGET / @backup_db.rman

Example 2-2 Running a Command File Within RMAN

This example shows how you can execute a command file from the RMAN prompt and from
within a RUN command. User-entered text appears in bold.

RMAN> @backup_db.rman
RMAN> RUN {

2> @backup_db.rman

3> backup database;
4> **end-of-file**

5> }

Example 2-3 Specifying Substitution Variables

Suppose that you use a text editor to create command file whole db.rman with the following
contents:

# name: whole db.rman
BACKUP TAG &1 COPIES &2 DATABASE;
EXIT;

The following example starts RMAN from the operating system prompt and connects to the
target database. The example then runs the @ command, passing variables to the command
file to create two database backups with tag 0106:

% rman TARGET /
RMAN> @/tmp/whole db.rman Q106 2

2.2 @@ (double at sign)

ORACLE

Purpose

Use the @@ command to execute a series of RMAN commands stored in an operating system
file with the specified file name.

If @@ is contained in a command file, then @e £1ilename directs RMAN to look for the specified
file name in the same directory as the command file from which it was called. If not used
within a command file, the @@ command is identical to the @ (at sign) command.

Prerequisites

The command file must contain complete RMAN commands.

Usage Notes

The command file is local to the RMAN client. The name resolution of the file is dependent on
the operating system. For example, ¢tmp/cmdl.rman in UNIX or Windows means that tmp is a
subdirectory of the current directory and that the file cmdl . rman is in this subdirectory.
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To illustrate the differences between the @ and @¢ commands, assume that you invoke
RMAN as follows:

% rman TARGET /
RMAN> @/tmp/cmdl.rman

Assume that the command €@cmd2 . rman appears inside the cmdl. rman script. In this
case, the @@ command directs RMAN to search for the file cmd2. rman in the directory /
tmp.

As with the @ command, you can specify substitution variables in a command file and
then pass values to the command file during execution of @e (see Example 2-4).

Syntax
@@::=

Semantics

Syntax Element

Description

filename

Specifies the name of a command file, for example, @@cmd2 . rman.

Example
Example 2-4 Calling a Command File Within Another Command File

The following operating system commands create command files backup logs.rman
and backup_db.rman:

oe

echo "BACKUP ARCHIVELOG ALL;" > /tmp/bkup logs.rman
echo "BACKUP TAG &1 DATABASE;" > /tmp/bkup db.rman
% echo "@@bkup logs.rman" >> /tmp/bkup db.rman

oe

The following example starts RMAN from the command line and connects to the target
database with operating system authentication. The @ command executes

bkup db.rman, which contains the command ¢ebkup logs.rman. The ¢@ command
looks for the bkup logs.rman Script in the same directory in which bkup db.rman is
located. The example uses a substitution variable to specify the tag WHOLE DB for the
database backup.

% rman TARGET /
RMAN> @/tmp/bkup db.rman whole db

2.3 ADVISE FAILURE

ORACLE

Purpose

Use the ADVISE FAILURE command to display repair options for the specified failures.
This command prints a summary of the failures identified by the Data Recovery
Advisor and implicitly closes all open failures that are fixed.
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The recommended workflow is to run the following commands in an RMAN session: LIST
FAILURE to display failures, ADVISE FAILURE to display repair options, and REPAIR FAILURE to
fix the failures.

Starting in Oracle Database 19c, the Data Recovery Advisor (DRA) feature is deprecated.

The deprecation of DRA includes deprecation of the following Oracle Recovery Manager
(RMAN) commands: LIST FAILURE, ADVISE FAILURE, REPAIR FAILURE, and CHANGE
FAILURE. Database administrators will no longer have access to these commands. There is
no replacement feature for DRA.

Prerequisites

RMAN must be connected to a target database. See the CONNECT and RMAN commands to
learn how to connect to a database as TARGET.

The target database instance must be started. The target database must be a single-instance
database and must not be a physical standby database, although it can be a logical standby
database.

In the current release, Data Recovery Advisor only supports single-instance databases.
Oracle Real Application Clusters (Oracle RAC) databases are not supported.

Usage Notes

Data Recovery Advisor verifies repair feasibility before proposing a repair strategy. For
example, Data Recovery Advisor checks that all backups and archived redo log files needed
for media recovery are available. The ADVISE FAILURE output indicates the repair strategy
that Data Recovery Advisor considers optimal for a given set of failures. The ADVISE FAILURE
command can generate both manual and automated repair options.

Manual Repair Options

Manual repair options are either mandatory or optional. The optional actions may fix the
failures more quickly or easily than automated repairs. For example, Data Recovery Advisor
may recommend a failover to a standby database as an alternative to a primary database
repair.

In other cases, the only options are manual because automated repairs are not feasible. For
example, I/O failures often cannot be repaired automatically. Also, it is sometimes impossible
to diagnose a failure because insufficient data is returned by the operating system or the disk
subsystem.

Automated Repair Options

Each automated repair option is either a single repair or a set of repair steps (see Table 2-1
for a description of command output). When a repair option has a script that contains multiple
repair steps, ADVISE FAILURE generates the script so that the repair steps are in the correct
order. A single repair always fixes critical failures together. You must repair critical failures,
but you can also repair noncritical failures at the same time. You can repair noncritical failures
in a random order, one by one, or in groups.

Oracle RAC and Data Recovery Advisor

If a data failure brings down all instances of an Oracle RAC database, then you can mount
the database in single-instance mode and use Data Recovery Advisor to detect and repair
control file, SYSTEM data file, and dictionary failures. You can also initiate health checks to test
other database components for data failures. This approach does not detect data failures that
are local to other cluster instances, for example, an inaccessible data file.
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Syntax

advise::=

Low

UNKNOWN
' failureNumber l

{ EXCLUDE FAILURE p-QfailureNumberQﬁ
[ ADVISE FAILURE {:}

Semantics

advise

Syntax Element Description

ADVISE FAILURE Displays information for all CRITICAL and HIGH priority failures recorded in the
automatic diagnostic repository.
You can only use ADVISE FAILURE with no options when a LIST FAILURE
command was previously executed in the current session.
Note: If a new failure has been recorded in the diagnostic repository since the
last LIST FAILURE command in the current RMAN session, then RMAN issues a
warning before advising on CRITICAL and HIGH failures.

ALL Lists options that repair all open failures together.
CRITICAL Lists options that repair only critical failures.
HIGH Lists options that repair only failures with HIGH priority.
LOW Lists options that repair only failures with LOW priority.
UNKNOWN Lists options that repair only failures whose priority cannot be determined until
the database is mounted.
failureNumber Lists options that repair only the specified failures.
EXCLUDE FAILURE Excludes the specified failures from the list.
failureNumber

ADVISE FAILURE Command Output

The ADVISE FAILURE output includes the LIST FAILURE output, which is described in
Table 2-27. See Example 2-5 for sample output.

RMAN presents mandatory and optional manual actions in an unordered list. If manual
options exist, then they appear before automated options. Table 2-1 describes the
output for automated repair options.
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Table 2-1 Automated Repair Options

Repair Description

Repair Script

Column Indicates
Option The identifier for the automated repair option.
Strategy A strategy to fix the failure with the REPAIR FAILURE command.

The Data Recovery Advisor always presents an automated repair option with no data
loss when possible. Automated repair options fall into the following basic categories:

«  Repair with no data loss

. Repair with data loss, for example, Flashback Database

Note: The ADVISE command maps a set of failures to the set of repair steps that
Data Recovery Advisor considers to be optimal. When possible, Data Recovery
Advisor consolidates multiple repair steps into a single repair. For example, if the
database has corrupted data file, missing control file, and lost current redo log group,
then Data Recovery Advisor would recommend a single, consolidated repair plan to
restore the database and perform point-in-time recovery.

A description of the proposed repair. For example, the proposed repair could be to
restore and recover data file 17.

The location of an editable script with all repair actions and comments. If you do not
choose an automated repair, then you can review this script and edit it for use in a
manual recovery strategy.

Examples

Example 2-5 Displaying Repair Options for All Failures

This example shows repair options for all failures known to the Recovery Data Advisor. The
example indicates two failures: missing data files and a data file with corrupt blocks.

RMAN> LIST FAILURE;

List of Database Failures

Failure ID Priority Status Time Detected Summary
142 HIGH OPEN 23-APR-13 One or more non-system datafiles are missing
101 HIGH OPEN 23-APR-13 Datafile 1: '/diskl/oradata/prod/system0l.dbf"'

contains one or more corrupt blocks

RMAN> ADVISE FAILURE;

List of Database Failures

Failure ID Priority Status Time Detected Summary
142 HIGH OPEN 23-APR-13 One or more non-system datafiles
are missing
101 HIGH OPEN 23-APR-13 Datafile 1: '/diskl/oradata/prod/system0l.dbf"'

contains one or more corrupt blocks

analyzing automatic repair options; this may take some time
using channel ORA DISK 1
analyzing automatic repair options complete

Mandatory Manual Actions

no manual actions available

ORACLE
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Optional Manual Actions

1. If file /diskl/oradata/prod/users0l.dbf was unintentionally renamed or moved, restore it

Automated Repair Options

Option Repair Description
1 Restore and recover datafile 28; Perform block media recovery of
block 56416 in file 1
Strategy: The repair includes complete media recovery with no data loss
Repair script: /diskl/oracle/log/diag/rdbms/prod/prod/hm/reco 660500184 .hm

2.4 ALLOCATE CHANNEL

ORACLE

Purpose

ALLOCATE CHANNEL manually allocates a channel, which is a connection between
RMAN and a database instance. The ALLOCATE CHANNEL command must be issued
within a RUN block. It allocates a channel only in the block where the command is
issued.

Prerequisites

The target instance must be started.

Usage Notes

Manually allocated channels are distinct from automatically allocated channels
specified with CONFIGURE. Automatic channels apply to any RMAN job in which you do
not manually allocate channels. You can override automatic channel configurations by
manually allocating channels within a RUN command, but you cannot use BACKUP
DEVICE TYPE or RESTORE DEVICE TYPE to use automatic channels after specifying
manual channels with ALLOCATE CHANNEL.

Multiple Channels

You can allocate up to 255 channels; each channel can read up to 64 files in parallel.
You can control the degree of parallelism within a job by the number of channels that
you allocate. Allocating multiple channels simultaneously allows a single job to read or
write multiple backup sets or disk copies in parallel, with each channel operating on a
separate backup set or copy.

When making backups to disk, the guideline is to allocate one channel for each output
device (see Example 2-7). If RMAN is writing to a striped file system or an ASM disk
group, however, then multiple channels can improve performance. When backing up to
tape, the guideline is that the number of tape channels equals the number of tape
devices divided by the number of duplexed copies (see Example 2-8).

Channels in an Oracle RAC Environment

If the password for the sys and SYSBACKUP users all Oracle RAC instances is the same,
then you do not need to put passwords in the CONNECT option of the ALLOCATE or
CONFIGURE command. If you use a connect string of the form user@database, then
RMAN automatically uses the same password that was used for the TARGET
connection when the RMAN session was started.
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Syntax

allocate::=

AUXILIARY
retth rth rth

allocOperandList
-{ DEVICE TYPE }(deviceSpecifier) B

(deviceSpecifier::=, allocOperandList::=)

Semantics

Syntax Element Description

AUXILIARY Specifies a connection between RMAN and an auxiliary database instance.

An auxiliary instance is used when executing the DUPLICATE or TRANSPORT
TABLESPACE command, and when performing TSPITR with RECOVER
TABLESPACE (see Example 2-9). When specifying this option, the auxiliary
instance must be started but not mounted.

See Also: DUPLICATE to learn how to duplicate a database, and CONNECT to
learn how to connect to a duplicate database instance

CHANNEL channel id Specifies a connection between RMAN and the target database instance. The
channel idis the case-sensitive name of the channel. The database uses the
channel idto report I/O errors.

Each connection initiates a database server session on the target or auxiliary
instance: this session performs the work of backing up, restoring, or recovering
RMAN backups. You cannot make a connection to a shared server session.
Whether ALLOCATE CHANNEL allocates operating system resources immediately
depends on the operating system. On some platforms, operating system resources
are allocated at the time the command is issued. On other platforms, operating
system resources are not allocated until you open a file for reading or writing.
Each channel operates on one backup set or image copy at a time. RMAN
automatically releases the channel at the end of the job.

Note: You cannot prefix ORA to a channel name. RMAN reserves channel names
beginning with the ORA _ prefix for its own use.

DEVICE TYPE deviceSpecifier Specifies the type of storage for a backup. Query the VSBACKUP DEVICE view for
information about available device types and names.

Note: When you specify DEVICE TYPE DISK, no operating system resources are
allocated other than for the creation of the server session.

See Also: deviceSpecifier

allocOperandList Specifies control options for the allocated channel. The channel parameters for
sequential 1/O devices are platform-specific (see Example 2-6).
See Also: allocOperandList
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Examples
Example 2-6 Manually Allocating a Channel for a Backup

This example allocates a single tape channel for a whole database and archived redo
log backup. The PARMS parameter specifies the Oracle Secure Backup media family
named wholedb mf.

RUN
{
ALLOCATE CHANNEL cl DEVICE TYPE sbt
PARMS 'ENV=(0OB MEDIA FAMILY=wholedb mf)';
BACKUP DATABASE;
BACKUP ARCHIVELOG ALL NOT BACKED UP;
}

Example 2-7 Distributing a Backup Across Multiple Disks

When backing up to disk, you can spread the backup across several disk drives.
Allocate one DEVICE TYPE DISK channel for each disk drive and specify the format
string so that the output files are on different disks.

RUN

{
ALLOCATE CHANNEL diskl DEVICE TYPE DISK FORMAT '/disk1l/%U';
ALLOCATE CHANNEL disk2 DEVICE TYPE DISK FORMAT '/disk2/%U';
BACKUP DATABASE PLUS ARCHIVELOG;

}

Example 2-8 Creating Multiple Copies of a Backup on Tape

In this example, four tape drives are available for writing: stapel, stape2, stape3, and
stape4. You use the SET BACKUP COPIES command to instruct RMAN to create two
identical copies of the database backup. Because the guideline is that the number of
tape channels equals the number of tape devices divided by the number of duplexed
copies, you allocate two channels. In this case the BACKUP_TAPE IO SLAVES
initialization parameter must be set to TRUE.

In the OB DEVICE n parameter for Oracle Secure Backup, the n specifies the copy
number of the backup piece. RMAN writes copy 1 of each backup piece to tape drives
stapel and stape2 and writes copy 2 of each backup piece to drives stape3 and
staped. Thus, each copy of the database backup is distributed between two tape
drives, so that part of the data is on each drive.

RUN
{
ALLOCATE CHANNEL tl DEVICE TYPE sbt
PARMS 'ENV=(OB_DEVICE l=stapel,OB DEVICE 2=stape3)';
ALLOCATE CHANNEL t2 DEVICE TYPE sbt
PARMS 'ENV=(0B_DEVICE l=stape2,0B DEVICE 2=staped)';
SET BACKUP COPIES 2;
BACKUP DATABASE;
}

Example 2-9 Allocating an Auxiliary Channel for Database Duplication

This example creates a duplicate database from backups. RMAN can use configured
channels for duplication even if they do not specify the AUXILIARY option. In this
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example, no SBT channel is preconfigured, so an auxiliary SBT channel is manually
allocated.

RUN

{
ALLOCATE AUXILIARY CHANNEL cl DEVICE TYPE sbt;
DUPLICATE TARGET DATABASE

TO dupdb
DB_FILE_NAME CONVERT '/disk2/dbs/','/diskl/'
SPFILE
PARAMETER VALUE CONVERT  '/disk2/dbs/',
'/diskl/"
SET LOG_FILE NAME CONVERT '/disk2/dbs/',
'/diskl/';
}
¢ See Also:

Oracle Database Reference for more information on the parameter
DB FILE NAME CONVERT

2.5 ALLOCATE CHANNEL FOR MAINTENANCE

ORACLE

Purpose

Use the ALLOCATE CHANNEL FOR MAINTENANCE command to manually allocate a channel in
preparation for issuing a CHANGE, DELETE, or CROSSCHECK command. You can use the
RELEASE CHANNEL command to unallocate the channel.

< Note:

If you CONFIGURE at least one channel for each device type in your configuration,
then you do not need to use ALLOCATE CHANNEL FOR MAINTENANCE. Oracle
recommends that you use configured channels instead of maintenance channels.
You can use configured channels for all RMAN I/O to the specified device, not just
the maintenance tasks supported by maintenance channels. The configured
channels persist across RMAN sessions.

Prerequisites

Execute this command only at the RMAN prompt, not within a RUN block. The target instance
must be started. You cannot allocate a maintenance channel to a shared session.

Usage Notes

As arule, allocate one maintenance channel for each device. Manually allocated channels
and automatic channels are never mixed. In general, allocate multiple maintenance channels
for a single job only in these situations:

» To enable cross-checking or deletion of all backup pieces both on disk and tape, with a
single command (see Example 2-11)
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* To make cross-checking and deleting work correctly in an Oracle Real Application
Clusters (Oracle RAC) configuration in which each backup piece exists only on
one node (see Example 2-12)

RMAN uses the following convention for naming of maintenance channels:

ORA MAINT devicetype n, Where devicetype refers to DISK or sbt and n refers to the
channel number. For example, RMAN uses these names for two manually allocated
disk channels:

ORA_MAINT DISK 1
ORA_MAINT DISK 2

¢ See Also:

Oracle Database Backup and Recovery User’s Guideto learn how to cross-
check and delete on multiple channels

Syntax

allocateForMaint::=

—>| ALLOCATE CHANNEL FOR MAINTENANCE |>

allocOperandList
-{ DEVICE TYPE }(deviceSpecifier) ;b

(deviceSpecifier::=, allocOperandList::=)

Semantics

allocateForMaint

Syntax Element

Description

DEVICE TYPE deviceSpecifier Specifies the type of storage for a backup. Query the V$BACKUP DEVICE view for

information about available device types and names.
See Also: deviceSpecifier

allocOperandList Specifies control options for the allocated channel. The channel parameters for

sequential 1/O devices are platform-specific.
See Also: allocOperandList

ORACLE

Examples
Example 2-10 Deleting Backup Sets

Assume that you want to recycle a set of tapes by deleting all RMAN backups. In this
example, only a disk channel is configured by default. The example manually allocates
an SBT channel, deletes all backups from tape, and then releases the channel.

RMAN> ALLOCATE CHANNEL FOR MAINTENANCE DEVICE TYPE sbt;

allocated channel: ORA MAINT SBT TAPE 1
channel ORA MAINT SBT TAPE 1: SID=135 device type=SBT TAPE
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channel ORA MAINT SBT TAPE 1: Oracle Secure Backup
RMAN> DELETE NOPROMPT BACKUP;

List of Backup Pieces

BP Key BS Key Pc# Cp# Status Device Type Piece Name

9957 9954 1 1 AVAILABLE SBT TAPE  8oicdlad 1 1

9974 9972 1 1 AVAILABLE SBT_ TAPE c-28014364-20130308-17
10024 10021 1 1 AVAILABLE SBT_ TAPE 8gic4lc3 1 1

10045 10042 1 1 AVAILABLE SBT_ TAPE c-28014364-20130308-18
10446 10443 1 1 AVAILABLE SBT_ TAPE Buicd7fg 1 1

10487 10482 1 1 AVAILABLE SBT_ TAPE 90ic47ih 1 1

10488 10483 1 1 AVAILABLE SBT_ TAPE 91lic4731 1 1

10524 10514 1 1 AVAILABLE SBT_ TAPE 92ic47q4 1 1

10540 10538 1 1 AVAILABLE SBT_ TAPE c-28014364-20130308-1a

deleted backup piece

backup piece handle=8oic4lad 1 1 RECID=198 STAMP=616695118

deleted backup piece

backup piece handle=c-28014364-20130308-17 RECID=199 STAMP=616695145
deleted backup piece

backup piece handle=8qgic4lc3 1 1 RECID=200 STAMP=616695171

deleted backup piece

backup piece handle=c-28014364-20130308-18 RECID=201 STAMP=616695188
deleted backup piece

backup piece handle=8uic47fg 1 1 RECID=204 STAMP=616701424

deleted backup piece

backup piece handle=90ic47ih 1 1 RECID=205 STAMP=616701521

deleted backup piece

backup piece handle=91ic47jl1 1 1 RECID=206 STAMP=616701538

deleted backup piece

backup piece handle=92ic47g4 1 1 RECID=207 STAMP=616701764

deleted backup piece

backup piece handle=c-28014364-20130308-1a RECID=208 STAMP=616701783
Deleted 11 objects

RMAN> RELEASE CHANNEL;

released channel: ORA MAINT SBT TAPE 1

Example 2-11 Cross-Checking Backups on Multiple Devices

Assume that you want to cross-check backups of archived redo log files on disk and tape.
Assume also that you have the default device type configured to disk, and also have an SBT
channel configured, but you want to use different channel settings for both disk and tape. In
this case, you can manually allocate maintenance channels with the desired settings.

RMAN> SHOW DEFAULT DEVICE TYPE;

RMAN configuration parameters for database with db_unique name PROD are:
CONFIGURE DEFAULT DEVICE TYPE TO DISK;

RMAN> SHOW CHANNEL;
RMAN configuration parameters for database with db unique name PROD are:
CONFIGURE CHANNEL DEVICE TYPE 'SBT TAPE' PARMS 'SBT LIBRARY=/usr/local/oracle/

backup/1lib/libobk.so, ENV=(OB DEVICE l=stapel)';

RMAN> ALLOCATE CHANNEL FOR MAINTENANCE DEVICE TYPE sbt PARMS 'SBT LIBRARY=/usr/local/
oracle/backup/lib/libobk.so, ENV=(OB DEVICE l=stape2)';
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allocated channel: ORA MAINT SBT TAPE 1
channel ORA MAINT SBT TAPE 1: SID=135 device type=SBT TAPE
channel ORA MAINT SBT TAPE 1: Oracle Secure Backup

RMAN> ALLOCATE CHANNEL FOR MAINTENANCE DEVICE TYPE DISK FORMAT "/disk2/%U";

allocated channel: ORA MAINT DISK 2
channel ORA MAINT DISK 2: SID=101 device type=DISK

Finished Control File and SPFILE Autobackup at 09-MAR-13
RMAN> CROSSCHECK BACKUP OF ARCHIVELOG ALL;

crosschecked backup piece: found to be 'AVAILABLE'

backup piece handle=/disk2/95ic69jc 1 1 RECID=210 STAMP=616769132
crosschecked backup piece: found to be 'EXPIRED'

backup piece handle=/disk2/96ic693jf 1 1 RECID=211 STAMP=616769135
Crosschecked 2 objects

crosschecked backup piece: found to be 'AVAILABLE'
backup piece handle=/disk2/96ic693jf 1 1 RECID=211 STAMP=616769135
Crosschecked 1 objects

RMAN> RELEASE CHANNEL;

released channel: ORA MAINT SBT TAPE 1
released channel: ORA MAINT DISK 2

Example 2-12 Cross-Checking in an Oracle Real Application Clusters (Oracle
RAC) Configuration

All nodes in an Oracle RAC configuration should have the same access to all backups
on all storage devices, but this is not a requirement. Assume that you want to cross-
check backups on two nodes of an Oracle RAC configuration, where each node has
access to a subset of disk backups. It is assumed that all backups are accessible by at
least a two nodes used in the cross-check. Any backup not accessible from at least
one node is marked EXPIRED after the cross-check.

The following example illustrates channel connections to Oracle RAC instances inst1
and inst2. For both channel connections, RMAN uses the same user name and
password that were entered for the target database connection.

ALLOCATE CHANNEL FOR MAINTENANCE DEVICE TYPE DISK
CONNECT '@instl';

ALLOCATE CHANNEL FOR MAINTENANCE DEVICE TYPE DISK
CONNECT '@inst2';

CROSSCHECK BACKUP;

2.6 BACKUP

Purpose

Use the BACKUP command to back up a primary or standby database, tablespace, data
file (current or copy), control file (current or copy), server parameter file, archived redo
log file, or backup set.
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Additional Topics

* Prerequisites
* Usage Notes
¢ Syntax

*  Semantics

*  Examples

Prerequisites

RMAN must be connected to a target database. See the CONNECT and RMAN commands to
learn how to connect to a database as TARGET.

Database Archiving Modes

If the target database is in ARCHIVELOG mode, then the database must be mounted or open
with a current control file. Backups made while the database is open are inconsistent. You
must apply redo log files after restoring an inconsistent backup to make the database
consistent.

If the target database is in NOARCHIVELOG mode, then the database must be mounted after a
consistent shutdown when you make the backup. The shutdown is only consistent if you
successfully execute the SHUTDOWN command with the NORMAL, IMMEDIATE, Of TRANSACTIONAL
options. You cannot use RMAN to back up a NOARCHIVELOG database after an instance failure
Or SHUTDOWN ABORT.

Backing Up Data for Cross-Platform Transport

To create backup sets that transport data to another platform, the COMPATIBLE parameter in
the target database must be 12.0.0 or higher.

To back up the entire database for cross-platform transport, the source and destination
platform must use the same endian format. The source database must be open in read-only
mode.

While backing up tablespaces for cross-platform transport, if the ALLOW INCONSISTENT clause
is not used, the tablespaces must be in read-only mode.

Preplugin Backups

e The COMPATIBLE initialization parameter must be set to 18.0.0 or higher on both the
source and destination CDB.

e The source database must be in ARCHIVELOG mode.
e The source database must be in read-write mode.

*  The backup location containing the preplugin backups must be accessible to the
destination database.

Backup Media

RMAN can only back up files onto valid media. If you specify DEVICE TYPE DISK, then RMAN
makes backups to random access disks. You can make a backup on any device that can
store a data file. If the statement CREATE TABLESPACE tablespace name DATAFILE 'filename'
works, then ' filename' is a valid backup path name. If you specify DEVICE TYPE sbt, then
you can back up files to any media supported by the media manager.
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When backing up Oracle Database files to disk, the logical block size of the files must
be an even multiple of the physical block size of the destination device. For example, a
disk device with a block size of 2 KB can only be used as a destination for backups of
Oracle files with logical block sizes of 2 KB, 4 KB, 6 KB and so on. In practice, most
disk drives have physical block sizes of 512 bytes, so this limitation rarely affects
backup. However, you can encounter this limitation when using BACKUP ... DEVICE
TYPE DISK to back your database up to a writeable CD or DVD, or some other device
that has a larger physical block size.

Channels

If no automatic channel is configured for the specified device type, then you must
manually allocate a channel for each BACKUP execution. If no manual channel is
allocated, then RMAN uses the default channels set with the CONFIGURE command.
RMAN has a DISK channel preconfigured but no preconfigured sbt channels.

# Note:

Backups that use the disk test APl are not supported for production backups.
Instead, use the preconfigured DISK channel or manually allocate a DISK
channel.

Usage Notes

RMAN can only back up data files, control files, server parameter files, archived redo
log files, and RMAN backups of these files. RMAN cannot make backups of other
database-related files such as network configuration files, password files, the block
change tracking file, and the contents of the Oracle home directory. Likewise, some
features of Oracle Database, such as external tables or the BFILE data type, store data
in files other than those in the preceding list. RMAN cannot back up these files.

RMAN decomposes a BACKUP command into multiple independent backup steps.
RMAN can execute each independent step on any channel allocated for a specific
device. If multiple channels are allocated, and if one channel fails or encounters a
problem during a backup step, then RMAN attempts to complete the work on another
channel. RMAN reports a message in VSRMAN OUTPUT and in the output to the
interactive session or log file when channel failover occurs.

RMAN backups made on one platform can be transported to a different platform only if
you use either the FOR TRANSPORT or TO PLATFORM clause while creating the backup.

RMAN backups made in a previous release of Oracle Database are usable after a
database migration or upgrade. See My Oracle Support Note 790559.1 at https://
support.oracle.com/rs?type=doc&id=790559.1 for information about this procedure.

If you change the DB_NAME for a database, but not its DBID, then RMAN considers
backups made of the database with the previous DB_NAME as eligible to be restored.

Incremental Backups

An INCREMENTAL backup at level O backs up all data blocks in data files being backed
up. An incremental backup at level O is identical in content to a FULL backup, but unlike
a full backup the level 0 backup is a part of the incremental backup strategy.
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A level 1 backup copies only changed blocks. A level 1 incremental backup is either
differential or CUMULATIVE. If cumulative, RMAN backs up all blocks changed since the most
recent level 0 backup. If differential, RMAN backs up blocks updated since the most recent
level O or level 1 incremental backup. You can apply a level 1 backup of a standby database
to a level 0 backup of a primary database, and also apply a level 1 backup of a primary
database to a level 0 backup of a standby database.

Incremental backups at level 0 can be either backup sets or image copies, but incremental
backups at level 1 can only be backup sets.

The database performs checks when attempting to create a level 1 incremental backup to
ensure that the incremental backup is usable by a subsequent RECOVER command. Among
the checks performed are:

* Alevel 0 backup must exist for each data file in the BACKUP command as the base backup
for an incremental strategy. Level 0 backups must not have status UNAVAILABLE. If no
level 0 backup exists, then RMAN makes a level 0 backup automatically.

«  Sufficient incremental backups taken since level 0 must exist and be available such that
the incremental backup to be created is usable.

# Note:

When creating an incremental backup, RMAN considers backups from parent
incarnations as valid. For example, assume you make a level 0 backup and then
OPEN RESETLOGS. If you make a level 1 incremental backup, then RMAN backs up
all blocks changed since the pre-RESETLOGS level 0 backup. When making a level 1
backup, RMAN only makes a new level 0 backup if no level 0 is available in either
the current or parent database incarnation.

You can improve incremental backup performance by enabling block change tracking on a
primary or standby database. In this case, RMAN keeps a record of which blocks have
changed in the block change tracking file.

The change tracking file maintains bitmaps that mark changes in the data files between
backups. The database performs a bitmap switch before each backup. Oracle Database
automatically manages space in the change tracking file to retain block change data that
covers the 8 most recent backups. After the maximum of 8 bitmaps is reached, the most
recent bitmap is overwritten by the bitmap that tracks the current changes.

The first level 0 incremental backup scans the entire data file. Subsequent incremental
backups use the block change tracking file to scan only the blocks that have been marked as
changed since the last backup. An incremental backup can be optimized only when it is
based on a parent backup that was made after the start of the oldest bitmap in the block
change tracking file.

Consider the 8-bitmap limit when developing your incremental backup strategy. For example,
if you make a level 0 database backup followed by 7 differential incremental backups, then
the block change tracking file now includes 8 bitmaps. If you then make a cumulative level 1
incremental backup, RMAN cannot optimize the backup because the bitmap corresponding to
the parent level 0 backup is overwritten with the bitmap that tracks the current changes.
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¢ See Also:

Oracle Database Backup and Recovery User's Guide for details about block
change tracking

Backups of CDBs and PDBs

RMAN enables you to back up a whole CDB, the root, one or more PDBs, and one or
more tablespaces in a PDB. Backups can be in the form of image copies or backup
sets. You can also create backup sets for cross-platform data transport by using the
BACKUP command.

See "Connecting to CDBs and PDBs" for information about how to connect to CDB
and PDBs before you perform backup operations.

¢ See Also:

Oracle Database Backup and Recovery User's Guide for information about
backing up CDBs, PDBs, and sparse databases

Backups of Sparse Databases

RMAN enables you to back up sparse databases. This could include backing up a
sparse data file, a tablespace containing some sparse data files, a PDB containing
some sparse data files, and a CDB containing some sparse PDBs in the backup set or
image copy format. A sparse backup is an RMAN object that contains data blocks of
sparse data files from their dedicated delta storage space. To perform a sparse
backup, the COMPATIBLE initialization parameter for the sparse database must be 12. 2
or higher.

While performing a sparse backup, RMAN, by default, backs up data blocks of sparse
data files from their delta storage space during a backup. It does not back up the
logical data blocks from the backing data files. The backing data files in a sparse
database environment must be read-only.

If you want to perform a traditional full or incremental backup on a sparse database to
back up both, local and remote data blocks, then you can choose to run the backup
with the FROM NONSPARSE option.

For databases with the COMPATIBLE initialization parameter less than 12.2, RMAN
continues to perform the traditional backup and recovery operation for sparse
databases in the non-sparse mode.

Encryption of Backup Sets

RMAN can transparently encrypt data written to backup sets and decrypt those backup
sets when they are needed in a RESTORE operation. To create encrypted backups on
disk, the database must use the Advanced Security Option. To create encrypted
backups directly on tape, RMAN must use the Oracle Secure Backup SBT interface,
but does not require the Advanced Security Option. RMAN issues an ORA-19916 error
if you attempt to create encrypted RMAN backups using an SBT library other than
Oracle Secure Backup.
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RMAN can encrypt backups by using several different encryption algorithms, which are listed
in VSRMAN ENCRYPTION ALGORITHMS. RMAN supports three modes of encryption for backups:

e Transparent encryption, in which RMAN can create and restore encrypted backups with
no special DBA intervention if the data is already protected with Transparent Data
Encryption (TDE) in the Oracle Database

« Password-based encryption, where a password is specified during the backup, and the
same password must be supplied to restore the backup

» Dual-mode encryption, where backups can be created using either as with transparent
encryption or password-based encryption, and where decryption can be performed based
upon either the Oracle software keystore, or a password the DBA supplies at decryption
time

# Note:

Keystore-based encryption is more secure than password-based encryption
because no passwords are involved. Use password-based encryption only when
absolutely necessary because your backups must be transportable.

The CONFIGURE and SET commands manage the encryption settings for database backups.
See the reference entries for those commands for more details. Backup sets containing
archived redo log files are encrypted if any of the following is true:

e SET ENCRYPTION ON is in effect when the backup is being created.

*  Encryption is configured for the whole database or at least one tablespace.

# See Also:

e Oracle Database Backup and Recovery User’s Guide for an overview of the
backup encryption, a guide to its use, and information on choosing among
different modes of encryption

e Oracle Database Advanced Security Guide to learn about TDE tablespace
encryption and Oracle software keystores

Backing Up Standby Databases

The RMAN BACKUP command backs up the standby database exactly the same as a primary
database, except that the backup takes place on the standby site. The primary database has
no influence on the backup of the standby database.

When you connect to the standby database to perform the backup, use the TARGET keyword
and not the AUXILIARY keyword.

The state of the standby database when the backup is made determines whether the backup
is consistent or inconsistent. To make a consistent backup, the standby database must
shutdown cleanly and be mounted, but not placed in recovery mode. Any other status results
in an inconsistent backup and must be restored using media recovery.

RMAN Backups in a Data Guard Environment
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A recovery catalog is required when you are performing RMAN operations in a Data
Guard environment. The catalog enables all RMAN operations to be transparently
executable at any primary or standby database. You can offload primary database
backups onto any standby database in the environment; the RMAN backups are
interchangeable. If you use RMAN in NOCATALOG mode, then RMAN uses only the
metadata in the mounted control file.

In a Data Guard environment, the database that creates a backup or copy is
associated with the file. For example, if RMAN connects as TARGET to database prod
and backs it up, then this database backup is associated with prod. A backup remains
associated with the database that created in unless you use the CHANGE ... RESET
DB_UNIQUE NAME to associate the backup with a different database.

The association of a backup is different from its accessibility. The recovery catalog
considers disk backups as accessible only to the database in the Data Guard
environment on which it was created, whereas tape backups created on one database
are considered accessible to all databases. If a backup file is not associated with any
database, then the row describing it in the recovery catalog view shows null for the
SITE KEY column. By default, RMAN associates files whose SITE KEY is null with the
database to which RMAN is connected as TARGET.

In a Data Guard environment, RMAN commands can operate on any backups that are
accessible. For example, assume that databases prod and standbyl reside on
different hosts. RMAN backs up data file 1 on prod to /prodhst/diskl/dfl.dbf on the
production host and also to tape. RMAN backs up data file 1 on standbyl to /
sbylhst/disk2/df1.dbf on the standby host and also to tape. If RMAN is connected
to database prod as TARGET, then you cannot use RMAN to perform operations with
the /sbylhst/disk2/df1.dbf backup located on the standby host. However, RMAN
considers the tape backup made on standbyl as eligible to be restored.

# Note:

You can FTP a backup from a standby host to a primary host or vice versa
and then CATALOG it. After a file is cataloged by the target database, the file
is associated with the target database.

If backups are accessible to RMAN, you can use RMAN maintenance commands such
as CHANGE, CROSSCHECK, and DELETE for backups when connected to any primary or
standby database.

" See Also:

Oracle Data Guard Concepts and Administration to learn how to use RMAN
to back up and restore files in a Data Guard environment

Backing Up Data for Cross-Platform Transport

The BACKUP command can create backup sets that are used to transport an entire
database, data files, or tablespaces from one platform to another. To create cross-
platform backups, use either the FOR TRANSPORT Or TO PLATFORM clause in the BACKUP
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command. The V$TRANSPORTABLE PLATFORM view contains the list of platforms supported for
cross-platform transport.

List of Clauses Incompatible with TO PLATFORM and FOR TRANSPORT

You can use the BACKUP command to create backup sets for cross-platform data

¢ See Also:

Oracle Database Backup and Recovery User's Guide for information about how to

create backup sets for cross-platform data transportation

transportation. To indicate that a backup is for cross-platform transportation, use either the
FOR TRANSPORT Of TO PLATFORM clauses.

When you use either the FOR TRANSPORT or TO PLATFORM clause, you cannot use the following
clauses of the BACKUP command:

CUMULATIVE
forRecoveryOfSpec
keepOption
notBackedUpSpec
PROXY

SECTION SIZE

TAG

VALIDATE

Syntax

backup::=

( backupOperand Y
—>| BACKUP Q backupSpec Q—>

¢ backupSpecOperand )

(backupOperand::=, backupSpec::=, backupSpecOperand::=)

ral PLUS ARCHIVELOG \ Ela

backupOperand::=
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A(backupTypeSpec)

'!l channel_id ﬁl:h

—| CHECK LOGICAL

—| CONSISTENT

COPIES integer

—| CUMULATIVE

H DEVICE TYPE |(deviceSpecifier)

DISKRATIO p(integer

H(duration )

H(fleNameConversionSpec)

H FILESPERSET }(integer)

—| FORCE

)
AUXILIARY FORMAT H
NEW

FORMAT p-~(formatSpec
TO DESTINATION )-)—[@Js:tISpt@J—

H(forRecoveryOfSpec)

f-)l ALLOW INCONSISTENT h

S reom, (LTRANSPORT
[FOR TRANSPORT UNPLUG INTO J{” y(filename))] )J

v

{ FROM PLATFORM }{* |iplatform){ "]

—| FULL

INCREMENTAL |—q integer
FROM SCN

HkeepOption )

H MAXSETSIZE p(sizeSpec)

H(notBackedUpSpec)
-| NOCHECKSUM

—| NOEXCLUDE

POOL p(integer

—| PROXY

—| REUSE

H SECTION SIZE (sizeSpec)

H(skipSpec)

dh
{[UNPLUGINTO H];@Iename)Eh

H TO PLATFORM |>(quoted_string)>—(| ALLOWINCONSISTENT

MIRROR
RRORH =

~| VALIDATE
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(backupTypeSpec::=, deviceSpecifier::=, fleNameConversionSpec::=, formatSpec::=,
toDestSpec::=, forRecoveryOfSpec::=, keepOption::=, notBackedUpSpec::=, sizeSpec::=,

skipSpec::=)
backupSpec::=

(archivelogRecordSpecifier)

completedTimeSpec

I
LIKE |>|:|>(s'tring_patteer>|:|J
H copyOfSpec)

TCURRENT CONTROLFILE |

ROOT
DATABASE

( backupSpecOperand Y.

PLUGGABLE DATABASE F—E pdb_name J—J

H(datafileCopySpec)

H DATAFILE }»—QdataﬂleSpec)]

> [FORVIT p(formatSpec).
[DATAPUNP
RECOVERY AREA

DB_RECOVERY_FILE_DEST |J

—| RECOVERY FILES

—| SPFILE

-
_ |
TABLESPACE th Tablespace_name Ah

(archivelogRecordSpecifier::=, completedTimeSpec::=, copyOfSpec::=, datafileCopySpec::=,

datafileSpec::=, backupSpecOperand::=)
backupSpecOperand::=
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rth rth
ﬁ
—|DELETE Mq INPUT

DISKRATIO [(integer
H FILESPERSET p{(integer)————————

—| FORCE
F!-

AUXILIARY FORMAT

FronTie} U gram ()

[ INCLUDE CURRENT CONTROLFILE

H(keepOption))

H MAXSETSIZE |(sizeSpec)—————

H(notBackedUpSpec)

—| NOEXCLUDE

POOL p(integer

—| REUSE
H SECTION SIZE (sizeSpec)————

H(skipSpec)

e} L Gy

backupTypeSpec::=

COMPRESSED
| BACKUPSET

11— = 1

COMPRESSED
BACKUPSET

NONSPARSE

SPARSE

COPY ]

copyOfSpec::=
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(formatSpec::=, toDestSpec::= keepOption::=, notBackedUpSpec::=, sizeSpec::=,
skipSpec::=)
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PLUGGABLE DATABASE }-\(pdb_name

COPY OF p1IDATAFILE }-)—[EdatafileSpe@] ¥
-

L

TABLESPACE '!l tablespace_name '!l

(datafileSpec::=)

datafileCopySpec::=

DATAFILECOPY

NODUPLICATES

duration::=

PARTIAL

—{ DURATION integer){ : p(integer)

forRecoveryOfSpec::=

DATAFILECOPY FORMAT |>GormatSpec

WITH TAG p&a@g_name

~{FOR RECOVER OF

(formatSpec::=)

notBackedUpSpec::=

SINCE TIME {* b(date_string) |

—>| NOT BACKED UP
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skipSpec::=

INACCESSIBLE
I OFFLINE i
READONLY

;

Semantics
backup

This clause specifies the objects to be backed up and the options to control the
backup. Refer to backupOperand::= for the syntax diagram.

Syntax Element Description
backupOperand Specifies various options for the BACKUP command.
backupSpec Specifies one or more objects to be backed up.

Each backupSpec clause generates one or more backup sets (AS BACKUPSET)
or image copies (AS COPY). For AS BACKUPSET, the backupSpec clause
generates multiple backup sets if the number of data files specified in or implied
by its list of objects exceeds the FILESPERSET limit.

PLUS ARCHIVELOG Includes archived redo log files in the backup (see Example 2-13). Causes RMAN
to perform the following steps:

1. RunanALTER SYSTEM ARCHIVE LOG CURRENT statement.

2. Runthe BACKUP ARCHIVELOG ALL command. If backup optimization is
enabled, then RMAN only backs up logs that have not yet been backed up.

3. Back up the files specified in the BACKUP command.
4. Runan ALTER SYSTEM ARCHIVE LOG CURRENT statement.

5. Back up any remaining archived redo log files. If backup optimization is not
enabled, then RMAN backs up the logs generated in step 1 plus all the logs
generated during the backup.

In a CDB, you can backup archived redo logs only when you connect to the root
as a common user with the SYSDBA or SYSBACKUP privilege. You cannot include
archive logs in the backup when connected to a PDB. See "Connecting to CDBs
and PDBs".

Note: You cannot specify PLUS ARCHIVELOG on the BACKUP ARCHIVELOG
command or BACKUP AS COPY INCREMENTAL command (or BACKUP
INCREMENTAL command when the default backup type is COPY). You cannot
specify PLUS ARCHIVELOG when also specifying INCREMENTAL FROM SCN.

Note: Unless the online redo log is archived at the end of the backup, DUPLICATE
is not possible with this backup.

Note: This clause cannot be used with the KEEP UNTIL clause.

backupSpecOperand Specifies a variety of options and parameters that affect the backupSpec clause.

backupOperand

This subclause specifies options such as the device type and output format. Refer to
backupOperand::= for the syntax diagram.
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Syntax Element

Description

backupTypeSpec

CHANNEL channel id

CHECK LOGICAL

CONSISTENT

COPIES integer

CUMULATIVE

ORACLE

Specifies the type of backup being created, either backup sets (AS BACKUPSET)
or image copies (AS COPY).
See Also: backupTypeSpec for details

Specifies the case-sensitive name of a channel to use when creating backups.
Use any meaningful name, for example chl or devl. The database uses the
channel ID to report I/O errors. If you do not set this parameter, then RMAN
dynamically assigns the backup sets to any available channels during execution.
As shown in Example 2-23, you can use CHANNEL to specify which channels back
up which files.

Note: You can also specify this parameter in the backupSpec clause.
Tests data and index blocks that pass physical corruption checks for logical
corruption (see Example 2-25). This option typically adds 1-3% overhead.

Examples of logical corruption are corruption of a row piece or index entry. If
RMAN finds logical corruption, then it logs the block in the alert log and server
session trace file. The SET MAXCORRUPT command specifies the total number of
physical and logical corruptions permitted in a data file.

By default, the BACKUP command computes a checksum for each block and
stores it in the backup. If you specify the NOCHECKSUM option, then RMAN does
not perform a checksum of the blocks when writing the backup.

If SET MAXCORRUPT and NOCHECKSUM are not set, then CHECK LOGICAL
detects all types of corruption that are possible to detect during a backup.

Creates consistent backupsets of the specified database or PDB. A single
consistent backup is sufficient to restore a database or a PDB to a consistent
state.

Note: This clause cannot be used with the KEEP and AS COPY options.
Sets the number of identical backups (1 - 4) that RMAN creates. The default
value is 1.

You can use multiple format strings to specify different names and locations for
the copies. Example 2-22 illustrates a duplexed backup to different locations on
disk.

RMAN can duplex backups to either disk or tape, but cannot duplex backups to
tape and disk simultaneously. When backing up to tape, ensure that the number
of copies does not exceed the number of available tape devices. Also, if COPIES
is greater than 1, then the BACKUP TAPE IO SLAVES initialization parameter
must be enabled on the target database.

You can specify duplexing in multiple commands. The order of precedence is as
follows, with settings higher on the list overriding lower settings:

1. BACKUP COPIES
2. SET BACKUP COPIES
3. CONFIGURE ... BACKUP COPIES

Note: This option does not apply with AS COPY and results in an error message.
Note: Duplexing cannot be used when creating files in the fast recovery area.

Copies the data blocks used since the most recent level 0 backup (see
Example 2-16).

Note: This option does not apply with AS COPY and results in an error message.
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Syntax Element Description

DEVICE TYPE deviceSpecifier  Allocates automatic channels for the specified device type only. For example, if
you configure disk and tape channels, then configure sbt as the default device
type, then the following command allocates disk channels only:

BACKUP DEVICE TYPE DISK DATABASE;

The DEVICE TYPE option is valid only for automatic channels and is not valid for
manually allocated channels. You cannot use the DEVICE TYPE option for a
device other than DISK if you have not run CONFIGURE DEVICE TYPE for this
device.

Note: To specify a disk channel for the BACKUP RECOVERY AREA command, you
must use the TO DESTINATION of the subclause toDestSpec.

See Also: deviceSpecifier

DISKRATIO integer Directs RMAN to populate each backup set with data files from at least integer
disks.
This parameter is only enabled when you are backing up data files or control files,
and when the operating system can give RMAN disk contention and node affinity
data. To manually disable this feature, set DISKRATIO to 0.

For example, assume that data files are distributed across 10 disks. If the disks
supply data at 10 bytes/second, and if the tape drive requires 50 bytes/second to
keep streaming, then set DISKRATIO to 5 to direct RMAN to include data files
from at least 5 disks in each backup set.

If you set FILESPERSET but not DISKRATIO, then DISKRATIO defaults to the

same value as FILESPERSET. If you specify neither parameter, then DISKRATIO

defaults to 4. RMAN compares the DISKRATIO value to the actual number of

devices involved in the backup and uses the lowest value. For example, if

DISKRATIO is 4 and the data files are located on three disks, then RMAN

attempts to include data files from three disks in each backup set.

The DISKRATIO parameter is easier for data file backups when the data files are

striped or reside on separate disk spindles and you either:

e Use a high-bandwidth tape drive that requires several data files to be
multiplexed to keep the tape drive streaming.

e Make backups while the database is open and spread the 1/O load across
several disk spindles to leave bandwidth for online operations.

Note: Do not spread I/O over more than the minimum number of disks required to
keep the tape streaming. Otherwise, you increase restore time for a file without
increasing performance.

duration Specifies options related to the maximum time for a backup command to run.

See Also: duration

fileNameConversionSpec This option is valid only when BACKUP is creating image copies. Files being
copied are renamed according to the specified patterns. If a file being backed up
has a name that does not match any of the specified rename patterns, then
RMAN uses FORMAT to name the output image copies. If no FORMAT is specified,
then RMAN uses the default format %U.

See Also: fileNameConversionSpec for file renaming patterns
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Syntax Element Description

FILESPERSET integer Specifies the maximum number of input files to include in each output backup set.
This parameter is only relevant when BACKUP generates backup sets.

RMAN backs up the files in each backupSpec as one or more backup sets. When
the number of files in each backupSpec exceeds the FILESPERSET setting, then
RMAN splits the files into multiple backup sets accordingly. The default value for
FILESPERSET is 64.

The RMAN behavior is illustrated by the following BACKUP commands:

BACKUP AS BACKUPSET (DATAFILE 3, 4, 5, 6, 7) (DATAFILE 8, 9);
BACKUP AS BACKUPSET DATAFILE 3, 4, 5, 6, 7, 8, 9;
BACKUP AS BACKUPSET DATAFILE 3, ... 72;

In the first command, RMAN places data files 3, 4, 5, 6, and 7 into one backup
set and data files 8 and 9 into another backup set. In the second command,
RMAN places all data files into one backup set. In the third command, the ellipses
indicate data files 3 through 72. Because in this case RMAN is backing up 70
data files, RMAN places 64 files in one backup set and 6 in another.

By default, RMAN divides files among backup sets to make optimal use of
channel resources. The number of files to be backed up is divided by the number
of channels. If the result is less than 64, then this number is the FILESPERSET
value. Otherwise, FILESPERSET defaults to 64.

Note: You cannot specify the number of backup pieces that are in a backup set.

FORCE Forces RMAN to ignore backup optimization. That is, even if CONFIGURE
BACKUP OPTIMIZATION is setto ON, RMAN backs up all specified files.

Note: You can also specify this option in the backupSpecOperand clause.

The command BACKUP DATABASE FORCE PLUS ARCHIVELOG is equivalent to
BACKUP DATABASE PLUS ARCHIVELOG FORCE.

AUXILIARY FORMAT Copies the files on the target database to the specified location on the auxiliary
instance. RMAN can only generate image copies when AUXILIARY FORMAT is
specified. RMAN must be connected to both TARGET and AUXILIARY instances
and have access to auxiliary channels.

You can use the BACKUP AUXILIARY FORMAT command to copy data files,
archived logs, controlfile, and server parameter file (spfile) over the network
between primary and standby databases. For example, if a data file on a primary
database was lost, you could CONNECT to the standby database as TARGET and
the primary database as AUXILIARY, and copy an intact data file from the
standby host to the primary host.

See Also: Example 2-30

formatSpec Specifies a pattern for naming the output image copies on an auxiliary instance.
The path must be valid on the auxiliary host.
See Also: formatSpec for valid substitution variables

NEW Creates an image copy in the directory specified in the DB_CREATE FILE DEST

initialization parameter of the auxiliary instance. The image copy is an Oracle-
managed file.
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FORMAT formatSpec Specifies a pattern for naming the output backup pieces or image copies (see
Example 2-17). For AS COPY, if one or more of the directories mentioned in the
specified format does not exist, then RMAN signals an error.

The default location for disk backups depends on whether a fast recovery area is
enabled and whether FORMAT is specified:

- If afast recovery area is enabled, and if you do specify FORMAT, then RMAN
names the output files according to the FORMAT setting. If no location is
specified in FORMAT, then RMAN creates the backup in a platform-specific
location—not in the recovery area.

- If afast recovery area is enabled, and if you do not specify FORMAT, then
RMAN creates the backup in the recovery area and uses the substitution
variable %U to name the backup.

- If afast recovery area is not enabled, and if you do not specify FORMAT, then
RMAN creates the backup in a platform-specific location and uses %U to
name the backup.

To create RMAN backups in the fast recovery area with names in Oracle

Managed Files format, do not specify the FORMAT clause on the BACKUP

command or channel.

Note: You cannot specify an Oracle Managed Files file name as the format for a

backup. For example, if +DISK1/datafile/system.732.609791431 is an OMF

file name, then you cannot specify this file name in the FORMAT parameter.

Backup pieces must have unique names. The maximum length of a backup piece
file name is platform-specific. For backups to a media manager, the length is also
limited by the limit in the supported version of the media management API.
Vendors supporting SBT 1.1 must support file names up to 14 characters. Some
SBT 1.1 vendors may support longer file names. Vendors supporting SBT 2.0
must support file names up to 512 characters. Some SBT 2.0 vendors may
support longer file names.

You cannot specify multiple, identical FORMAT strings within a single backupSpec
(for example, BACKUP DATAFILE 3 TO '/tmp/df3.f', DATAFILE 4 TO
'/tmp/df4. £'). However, RMAN permits a single FORMAT string to exist in
multiple backupSpec clauses.

Note: If you are making an archival backup with the KEEP option (see
Example 2-26), then the format string must contain $U. The autobackup also uses
this format string.

See Also: formatSpec for valid substitution variables
TO DESTINATION toDestSpec  Specifies the directory where the backup is created. This parameter is valid for
disk and not SBT channels. The backup files are created in an Oracle Managed

Files (OMF) directory. Backup skips the files only when backups do not exist in
the specified TO DESTINATION.

forRecoveryOfSpec Identifies the backup being created as an incremental backup to be used in rolling
forward an image copy.

See Also: forRecoveryOfSpec
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FOR TRANSPORT Creates a cross-platform backup using backup sets. You can back up data files,
tablespaces, or an entire database. While creating a cross-platform tablespace
backup, use the DATAPUMP clause to back up the metadata of the transported
tablespaces. This metadata is used on the destination database to plug in the
transported tablespaces.

Backup sets created by a cross-platform backup are not catalogued in the control
file.

Before you backup the whole database for cross-platform transport, ensure that
the database is in read-only mode. You can transport a database only if the
source and destination use the same endian format.

While backing up tablespaces, the tablespaces being backed must be in read-
only mode, unless the ALLOW INCONSISTENT clause is used. To transport
tablespaces, the source and destination can use different endian formats. When
FOR TRANSPORT is used, endian conversion is performed on the destination
database.

See Also: "Backing Up Data for Cross-Platform Transport"

Note: Cross-platform backups using backup sets are supported from Oracle
Database 12c Release 1 (12.1).

ALLOW INCONSISTENT Enables you to backup tablespaces that are not in read-only mode.

You cannot use ALLOW INCONSISTENT for cross-platform whole database
backups.

Although the backup is created, you cannot plug these tablespaces directly into
the target database because they are inconsistent. You must later create an
incremental backup of the tablespaces when they are in read-only mode. This
incremental backup must contain the DATAPUMP clause, which is used to create
a backup set containing an export dump file of the tablespace metadata.

See Also: Oracle Database Backup and Recovery User's Guide for more
information about creating an restoring inconsistent tablespace backups.

FOR TRANSPORT UNPLUG Creates a cross-platform consistent backup of a PDB using backup sets. The
INTO filename metadata required to plug the PDB into a different CDB is stored in the XML file
specified using filename.
You can use this backup to perform cross-platform transport of the PDB to any
supported platform. The PDB that is being transported must be closed before it is
unplugged. The CDB to which this PDB belongs must be in read-write mode.

FULL Creates a backup of all blocks of data files included in the backup. FULL is the
opposite of INCREMENTAL. RMAN makes full backups by default if neither FULL
nor INCREMENTAL is specified.

A full backup has no effect on subsequent incremental backups and is not
considered a part of any incremental backup strategy. A full image copy backup
can be incrementally updated, however, by applying incremental backups with the
RECOVER command.

Note: Unused block compression, which is described in the entry for BACKUP

AS BACKUPSET, causes some data file blocks to be skipped during full backups.

INCREMENTAL LEVEL integer Copies only those data blocks that have changed since the last incremental
integer backup, where integeris 0 or 1 (see Example 2-16).

See "Incremental Backups" for an explanation of incremental backups.
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INCREMENTAL FROM SCN Creates an incremental backup of all specified data files that includes all data file
integer blocks changed at SCNs greater than or equal to the specified SCN.

One use of this option is to refresh a standby database with changes from the
primary database (see Example 2-24, and the chapter on RMAN backups in
Oracle Data Guard Concepts and Administration). This backup contains all
changed blocks since the standby database was created or last synchronized. At
the standby database, you can use RECOVER with NOREDO to apply the
incremental backup. All changed blocks captured in the incremental backup are
applied at the standby database, bringing it current with the primary database.
If you are not making incremental backups based on Volume Shadow Copy
Service (VSS) snapshots, then specify formatSpec when you specify
INCREMENTAL FROM SCN. The FORMAT string should include substitution
variables such as %U because RMAN generates a control file backup.

If you specify FROM SCN with the NOKEEP option, and if you do not specify
formatSpec when you specify INCREMENTAL FROM SCN, then RMAN creates
incremental backups in the fast recovery area so that you can create incremental
backups based on VSS snapshots in a Windows environment. In this way, you
can use incremental backup sets and VSS shadow copies in conjunction. The
checkpoint SCN value specified in the FROM SCN parameter should be same as
the BACKUP_CHECKPOINT value in the VSS backup metadata document. If block
change tracking is enabled, then the backups use the change tracking
mechanism, which significantly reduces the time taken to create incremental
backups. RMAN can apply incremental backups from the fast recovery area
during recovery transparently.

Note: You cannot use PLUS ARCHIVELOG when also specifying INCREMENTAL
FROM SCN.

See Also: Oracle Database Platform Guide for Microsoft Windows to learn about
making backups with VSS

keepOption Overrides any configured retention policy for this backup so that the backup is not
considered obsolete, as shown in Example 2-26.

You can use the KEEP syntax to generate archival database backups that satisfy
business or legal requirements. The KEEP setting is an attribute of the backup set
(not individual backup piece) or image copy.

Note: You cannot use KEEP with BACKUP BACKUPSET.

With the KEEP syntax, you can keep the backups so that they are considered
obsolete after a specified time (KEEP UNTIL), or make them never obsolete
(KEEP FOREVER). As shown in Example 2-27, you must be connected to a
recovery catalog when you specify KEEP FOREVER.

Note: You can use CHANGE to alter the status of a backup generated with KEEP.
Note: You cannot use KEEP UNTIL with PLUS ARCHIVELOG.

See Also: keepOption for more information about backups made with the KEEP
option
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MAXSETSIZE sizeSpec

notBackedUpSpec

NOCHECKSUM

ORACLE

Specifies a maximum size for a backup set (as shown in Example 2-17). RMAN
limits all backup sets to this size.

It is possible for a backup set to span multiple tapes, so blocks from each data file
are written to multiple tapes. If one tape of a multivolume backup set fails, then
you lose the data on all the tapes rather than just one. Because a backup set
always includes a whole file rather than part of a file, you can use MAXSETSIZE to
specify that each backup set can fit on one tape.

Specify size in bytes (default), kilobytes (K), megabytes (M), or gigabytes (G). For
example, to limit a backup set to 3 MB, specify MAXSETSIZE 3M. The default size
is in bytes, rounded down from kilobytes. For example, MAXSETSIZE 3000 is
rounded down to 2 KB (2048 bytes). The minimum value must be greater than or
equal to the database block size.

The default number of files in each backup set is determined by FILESPERSET,
which defaults to 64. When you specify MAXSETSIZE, RMAN attempts to limit the
size in bytes of the backup sets according to the MAXSETSIZE parameter. The
limit on the number of files in a backup set applies even if the total size of the
resulting backup set is less than MAXSETSIZE.

Note: This option results in an error message if used with BACKUP AS COPY. If
you run BACKUP AS COPY on a channel that has MAXSETSIZE set, then
MAXSETSIZE is silently ignored.

Limits the set of archived redo log files to be backed up according to whether a
specified number of backups are present (and not obsolete), or whether the logs
have been backed up since a specified date.

See Also: notBackedUpSpec

Suppresses block checksums during the backup.

A checksum is a number that is computed from the contents of a data block.

DB BLOCK CHECKSUM is a database initialization parameter that controls the
writing of checksums for the blocks in data files in the database (not backups). If
DB BLOCK CHECKSUMis typical, then the database computes a checksum for
each block during normal operations and stores it in the block before writing it to
disk. When the database reads the block from disk later, it recomputes the
checksum and compares it to the stored value. If they do not match, then the
block is damaged.

Note: You cannot disable checksums for data files in the SYSTEM tablespace even
ifDB_BLOCK_CHECKSUM=false

By default, the BACKUP command computes a checksum for each block and
stores it in the backup. The BACKUP command ignores the values of

DB BLOCK CHECKSUM because this initialization parameter applies to data files in
the database, not backups. If you specify the NOCHECKSUM option, then RMAN
does not perform a checksum of the blocks when writing the backup.

When restoring a backup data file, RMAN honors the DB BLOCK CHECKSUM
initialization parameter setting. RMAN clears the checksum if

DB BLOCK CHECKSUMis setto false. If setto typical, then RMAN verifies the
checksum when restoring from the backup and writing to the data file.

Note: You can turn off checksum checking by specifying NOCHECKSUM, but other
physical consistency checks, such as checks of the block headers and footers,
cannot be disabled.

See Also: Oracle Database Reference for more information about the
DB BLOCK_CHECKSUM initialization parameter
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NOEXCLUDE

POOL integer

PROXY

ONLY

REUSE

SECTION SIZE sizeSpec

ORACLE

When specified on a BACKUP DATABASE or BACKUP COPY OF DATABASE
command, RMAN backs up all tablespaces, including any for which a
CONFIGURE EXCLUDE command has been entered. This option does not
override SKIP OFFLINE or SKIP READONLY.

Specifies the media pool in which the backup is stored. Consult your media
management documentation to see whether POOL is supported.

Note: This option does not work with AS COPY and results in an error.

Backs up the specified files with the proxy copy functionality, which gives the
media management software control over the data transfer between storage
devices and the data files on disk. The media manager—not RMAN—decides
how and when to move data.

When you run BACKUP with the PROXY option, RMAN performs these steps:

1. Searches for a channel of the specified device type that is proxy-capable. If
no such channel is found, then RMAN issues a warning and attempts a
conventional (that is, non-proxy) backup of the specified files.

2. If RMAN locates a proxy-capable channel, then it calls the media manager to
check if it can proxy copy the files. If the media manager cannot proxy copy,
then RMAN uses conventional backup sets to back up the files.

Note: If you specify PROXY, then the $p variable must be included in the FORMAT
string either explicitly or implicitly within %U.

Note: This option does not work with AS COPY and results in an error.

Causes the database to issue an error message when it cannot proxy copy rather
than creating conventional backup sets. If you do not want RMAN to try a
conventional copy when a proxy copy fails, use the ONLY option.

Enables RMAN to overwrite an existing backup or copy with the same name as
the file that BACKUP is currently creating.

Specifies the size of each backup section produced during a data file or data file
copy backup.

By setting this parameter, RMAN can create a multisection backup. In a
multisection backup, RMAN creates a backup piece that contains one file
section, which is a contiguous range of blocks in a file. All sections of a
multisection backup are the same size.

File sections enable RMAN to create multiple steps for the backup of a single
large data file. RMAN channels can process each step independently and in
parallel, with each channel producing one section of a multisection backup set.
Multisection backups can be stored either as image copies or backup sets (both
full and incremental). To create multisection image copies or incremental
backups, the COMPATIBLE parameter must be 12.0.0 or higher.

See Also: Oracle Database Backup and Recovery User's Guide for more
information about multisection image copies.

Note: RMAN always creates multisection backups with FILESPERSET set to 1.

If you specify a section size that is larger than the size of the file, then RMAN
does not use multisection backup for the file. If you specify a small section size
that would produce more than 256 sections, then RMAN increases the section
size to a value that results in exactly 256 sections.

Note: Depending on where you specify this parameter in the RMAN syntax, you
can specify different section sizes for different files in the same backup job.

Note: You cannot use SECTION SIZE with MAXPIECESIZE.
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skipSpec

TAG tag name

ORACLE

Excludes data files or archived redo log files from the backup if they are
inaccessible, offline, or read-only.

See Also: skipSpec for details.

Specifies a user-specified tag name for a backup set, proxy copy, data file copy,
or control file copy. The tag is applied to the output files generated by the BACKUP
command.

The tag name is not case-sensitive. The name must be 30 characters or less. The
characters are limited to the characters that are valid in file names on the target
file system. For example, ASM does not support the use of the hyphen (-)
character in the file names it uses internally, so weekly-incremental is not a
valid tag name for backups in ASM disk groups. Environment variables are not
valid in the TAG parameter.

Typically, a tag name is a meaningful name such as MON_PM BKUP or
WEEKLY FULL BKUP. Tags are reusable, so that backup set 100 can have the tag
MON _PM BKUP one week while backup set 105 has the same tag the next week.

If you do not specify a tag name, then by default RMAN creates a tag for backups

(except for control file autobackups). The default tag uses the format

TAGYYYYMMDDTHHMMSS, where YYYY is the year, MM is the month, DD is the day,

HH s the hour (in 24-hour format), MM is the minutes, and SS is the seconds. For

example, a backup of data file 1 might receive the tag TAG20130208T133437.

The date and time refer to when RMAN started the backup. If multiple backup

sets are created by one BACKUP AS BACKUPSET command, then each backup

piece is assigned the same default tag.

You can also specify the tag at the backupSpec level. If you specify the tag at:

*  The command level, then all backup sets created by the command have the
tag.

e The backupSpec level, then backup sets created with different backup
specifications can have different tags.

e Both levels, then the tag in the backupSpec takes precedence.

Note: A tag is an attribute of each backup piece in a given copy of a backup set

(for AS BACKUPSET) or each image copy (for AS COPY). For example, if you run

BACKUP AS BACKUPSET COPIES 1 DATABASE TAG TUE PM, then only one

copy of the backup set exists and each backup piece has tag TUE_PM. Assume

that this backup set has primary key 1234. If you then run BACKUP BACKUPSET

1234 TAG WED_PM, then the first copy of the backup set has tag TUE_PM and the

second copy of the backup set has tag WED_PM.

2-35



Chapter 2
BACKUP

Syntax Element

Description

TO PLATFORM 'platform'

ALLOW INCONSISTENT

TO PLATFORM UNPLUG INTO
filename

VALIDATE

Specifies the full name of the destination platform to which the cross-platform
backup will be transported. If you omit TO PLATFORM, RMAN assumes that the
destination platform is the same as the source platform.

Backup sets created by a cross-platform backup are not catalogued in the control
file.

You can use either FOR TRANSPORT or TO PLATFORM to indicate that a backup is
a cross-platform backup. If you specify a platform name using TO PLATFORM,
endianess conversion, if required, is performed on the source platform. Therefore,
you can restore this cross-platform backup only on the specified platform. If you
omit TO PLATFORM, you can restore this cross-platform backup on any supported
platform. The VSTRANSPORTABLE PLATFORM view provides information about the
supported platforms.

See Also: "FOR TRANSPORT"

See Also: "Backing Up Data for Cross-Platform Transport" for information about
the mode in which the database or tablespace is opened before creating a cross-
platform backup

Note: Cross-platform backups using backup sets are supported from Oracle
Database 12c Release 1 (12.1).

Enables you to backup tablespaces that are not in read-only mode.

You cannot use ALLOW INCONSISTENT for cross-platform whole database
backups.

See Also: "ALLOW INCONSISTENT"

Creates a cross-platform consistent backup of a PDB using backup sets. The
metadata required to plug the PDB into a different CDB is stored in the XML file
specified using filename.

You use this backup to perform cross-platform transport of the PDB to the
specified platform. The PDB must be closed before it is unplugged. The CDB
must be in read-write mode.

Scans the specified files and verifies their contents, testing whether this file can
be backed up and whether the data blocks are corrupt.

RMAN creates no output files. This option is equivalent to using the VALIDATE
command on the database files specified in the backup.

If you do not specify CHECK LOGICAL, then BACKUP VALIDATE checks for
physical corruption only. If you specify CHECK LOGICAL, then BACKUP VALIDATE
checks for both physical and logical corruption. RMAN populates the
VSDATABASE BLOCK CORRUPTION view with any corruptions that it finds.

You can use the SET MAXCORRUPT command to set a limit for the number of
corrupt blocks tolerated during the backup validation. The default is zero.

If you execute BACKUP INCREMENTAL with VALIDATE, then the behavior depends
on whether block change tracking is enabled. If change tracking is enabled, then

RMAN validates only changed blocks; otherwise, RMAN validates all blocks in the
files included in the backup.

Note: You cannot validate backups of backup sets.

backupSpec

This subclause specifies a list of one or more objects to be backed up. Each
backupSpec clause generates one or more backup sets (AS BACKUPSET) or image
copies (AS COPY). For AS BACKUPSET, the backupSpec clause generates multiple
backup sets if the number of data files specified in or implied by its list of objects

ORACLE
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Description

archivelogRecordSpecifier

ORACLE

Specifies a range of archived redo log files to be backed up.

To back up archived redo logs in a CDB, connect to the root as a common user
with the SYSDBA or SYSBACKUP privilege. You cannot back up archived redo logs
when connected to a PDB. See "Connecting to CDBs and PDBs".

When backing up archived redo log files, RMAN can perform archived log failover
automatically. RMAN backs up the log when at least one archived log
corresponding to a given log sequence number and thread is available. Also, if
the copy that RMAN is backing up contains corrupt blocks, then it searches for
good copies of these blocks in other copies of the same archived redo log files.
RMAN does not signal an error if the command finds no logs to back up, since
this situation probably exists because no new logs were generated after the
previous BACKUP ARCHIVELOG ALL DELETE INPUT command. The only
exception to this behavior is when the SEQUENCE number clause is specified. In
this scenario, RMAN signals the RMAN-06004 error if an archived redo log file of
the specified sequence is not found.

If you specify BACKUP ARCHIVELOG ALL, then RMAN backs up exactly one copy
of each distinct log sequence number. For example, if you archive to multiple
destinations, RMAN backs up one copy of each log sequence nhumber—not each
copy of each log sequence number. For other commands, such as DELETE ALL
does refer to every log, even duplicate log sequences.

If the database is open when you run BACKUP ARCHIVELOG, and if the UNTIL
clause or SEQUENCE parameter is not specified, then RMAN runs ALTER SYSTEM
ARCHIVE LOG CURRENT.

Note: If you run BACKUP ARCHIVELOG ALL, or if the specified log range includes
logs from prior incarnations, then RMAN backs up logs from prior incarnations to
ensure availability of all logs that may be required for recovery through an OPEN
RESETLOGS.

See Also: archivelogRecordSpecifier for syntax, and Oracle Database Backup and
Recovery User's Guide explanations of backup failover for logs and automatic log
switching
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BACKUPSET

ALL

completedTimeSpec

integer

FROM TAG tag name

CONTROLFILECOPY

'filename'

ALL

ORACLE

Specifies a backup of backup sets. Use this parameter with the DEVICE TYPE
sbt clause to offload backups on disk to tape (as shown in Example 2-21). You
cannot back up from tape to tape or from tape to disk: only from disk to disk or
disk to tape.

If you specify the DELETE INPUT option on the BACKUP BACKUPSET command,
then RMAN deletes all copies of the backup set that exist on disk. For example, if
you duplexed a backup to 4 locations, then RMAN deletes all 4 backup sets. The
ALL option does not add any functionality.

RMAN performs backup set failover when backing up backup sets. RMAN
searches for all available backup copies when the copy that it is trying to back up
is corrupted or missing. This behavior is similar to RMAN's behavior when
backing up archived redo log files that exist in multiple archiving destinations.

If backup optimization is enabled when you back up a backup set, and if the
identical backup set has been backed up to the same device type, then RMAN
skips the backup of this backup set.

Starting with Oracle Database Release 18c¢, you can use the BACKUP AS
COMPRESSED BACKUPSET command to compress backup sets that were not
created using compression.

You can use BACKUP ... BACKUPSET to back up unencrypted backup sets in
encrypted format. Before running the BACKUP command, enable encryption using
the SET ENCRYPTION FOR DATABASE ON command.

Note: When you use the BACKUP BACKUPSET command with encrypted backup
sets, the backup sets are backed up in their encrypted form. Because BACKUP
BACKUPSET just copies the encrypted backup set to disk or tape, no decryption
key is needed during a BACKUP BACKUPSET operation. The data is never
decrypted during any part of the operation. The BACKUP BACKUPSET command
can neither encrypt nor decrypt backup sets.

Note: You can duplex backups of backup sets with BACKUP COPIES and SET
BACKUP COPIES.

Specifies all backup sets.

When used with CDBs, RMAN skips backing up the backups of PDBs that were
dropped. There is no way to back up backup sets of dropped PDBs.

Identifies backup sets according to completion time.
See Also: completedTimeSpec

Specifies backup sets according to primary key. You can obtain the primary keys
for backup sets from the output of the LIST BACKUP command.

Identifies one or more backup sets by tag name. If multiple backup sets have the
same tag name, then they are all are backed up. The tag name is not case-
sensitive.

Specifies one or more control file copies for backups.

A control file copy can be created with the BACKUP AS COPY CURRENT
CONTROLFILE command or the SQL ALTER DATABASE BACKUP CONTROLFILE
TO '...' command.

Note: A control file autobackup is not a control file copy.
Specifies a control file copy by file name.

Specifies all control file copies.
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LIKE 'string pattern'

copyOfSpec

CURRENT CONTROLFILE

APPLICATION ROOT
DATABASE app root name

DATABASE

ORACLE

Specifies a control file copy by a file name pattern. The percent sign (%) as a
wildcard meaning O o r more characters; an underscore (_) is a wildcard meaning
1 character.

Makes a backup of previous image copies of data files and possibly control files.
See Also: copyOfSpec

Specifies the current control file. When backing up as a backup set, RMAN first

creates a snapshot control file for read consistency. You can configure the

location of the snapshot control file with the CONFIGURE command. In an Oracle

Real Application Clusters (Oracle RAC) environment, the following restrictions

apply:

e The snapshot control file location must be on shared storage—that is,
storage that is accessible by all Oracle RAC instances.

«  The destination of an image copy of the current control file must be shared
storage.

Creates a backup of all data files in the application root.

Connect to the CDB root as a common user with the SYSDBA or SYSBACKUP
privilege. Or, connect to the application root as an application common user with
the SYSDBA or SYSBACKUP privilege.

Creates a backup of all data files in the database. If generating a backup set,
then RMAN can include only data files and control files: it cannot include archived
redo log files.

In a CDB, creates a backup of all data files in the whole CDB. You connect to the
root to back up the whole CDB. In a PDB, creates a backup of all data files in the
PDB. To backup a PDB, connect to that PDB. See "Connecting to CDBs and
PDBs".

In an application container, creates a backup of all data files in the application
container. This includes the application root and all application PDBs that belong
to this application root. Connect to the application root as an application common
user with the SYSDBA or SYSBACKUP privilege.

If the backupSpec includes data file 1, and if CONFIGURE

CONTROLFILE AUTOBACKUP is OFF, then RMAN automatically includes the
control file in the backup. If the instance is started with a server parameter file,
then RMAN also includes this parameter file in the backup.

If the backupSpec includes data file 1, and if CONFIGURE

CONTROLFILE AUTOBACKUP is 0N, then RMAN does not automatically include
the control file in the output. Instead, RMAN generates a separate control file
autobackup piece. If the instance is started with a server parameter file, then
RMAN includes this parameter file in the autobackup piece.

Full database backups are usually either image copies or compressed backup
sets. Image copies are more flexible than backup sets for some purposes (such
as use in an incrementally updated backups strategy), and compressed backup
sets make more efficient use of storage space, if the CPU overhead involved in
creating them is tolerable.

Note: To force RMAN to include the current control file in the backup when
CONTROLFILE AUTOBACKUP is ON, specify the INCLUDE CURRENT
CONTROLFILE clause.

Note: Proxy PDBs are not backed up during a CDB backup.

See Also: The TABLESPACE description to learn about backup behavior when
the database includes bigdfile tablespaces
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DATABASE ROOT

PLUGGABLE DATABASE
pdb_name

datafileCopySpec

DATAFILE datafileSpec

DATAPUMP

FORMAT formatSpec

RECOVERY AREA

DB _RECOVERY FILE DEST

ORACLE

In a CDB, creates a backup of the data files in the root. Connect to the root as a
common user with the common SYSDBA or SYSBACKUP privilege.

In an application container, creates a backup of the files in the application root
and all application PDBs. Connect to the application root as an application
common user with the SYSDBA or SYSBACKUP privilege.

See the previous description of DATABASE.

Creates a backup of the data files in one or more PDBs specified in a comma-
delimited list. Connect to the root as described in "Connecting to CDBs and
PDBs".

With application containers, use this clause as follows:

«  To back up one or more application PDBs, connect to the application root as
an application common user with the SYSDBA or SYSBACKUP privilege. Use a
comma-delimited list to specify multiple application PDBs.

*  To back up the application root and all application PDBs, connect to the CDB
root as a common user with the SYSDBA or SYSBACKUP privilege and specify
the application root name as pdb_name.

Note: Backing up a proxy PDB is not supported

Specifies the file names of one or more data file image copies.
See Also: datafileCopySpec for details

Specifies a list of one or more data files. Refer to description of BACKUP
DATABASE for RMAN behavior when data file 1 is backed up.

See Also: datafileSpec

Specifies that a Data Pump export dump file is created while performing a cross-
platform tablespace backup.

The export dump file contains the metadata of the read-only tablespaces being
transported. You need this metadata to plug in the tablespaces at the destination
database. The dump file is created in s separate backup set. If you use the
DATAPUMP clause with the INCREMENTAL FROM SCN, then the tablespace must
be in read-only mode.

This clause cannot be used with the ALLOW INCONSISTENT clause.

Specifies the pattern used to store the backup piece that contains the export
dump file. If the FORMAT is omitted, then the format provided in the BACKUP
command is used. If no FORMAT clause was used for the BACKUP command too,
the default format is used for the backup pieces.

Backs up recovery files created in the current and all previous fast recovery area
destinations. Backups can go to SBT and disk. To backup to disk, you must use
the TO DESTINATION syntax outlined in toDestSpec.

Recovery files are full and incremental backup sets, control file autobackups, data
file copies, and archived redo log files. If an archived redo log file is missing or
corrupted, then RMAN looks outside of the recovery area for a good copy of the
log that it can use for the backup. Flashback logs, the current control file, and
online redo log files are not backed up.

By default, backup optimization is enabled for this command even if the
CONFIGURE BACKUP OPTIMIZATION setting is OFF. You can disable backup
optimization for BACKUP RECOVERY AREA by specifying FORCE.

Note: If the fast recovery area is not enabled but was enabled previously, then
files created in the previous fast recovery area location are backed up.

RECOVERY AREA and DB_RECOVERY FILE DEST are synonyms.
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RECOVERY FILES Backs up all recovery files on disk, whether they are stored in the fast recovery
area or other locations on disk. The backups can go to SBT or disk. To backup to
disk, you must use the TO DESTINATION syntax outlined in toDestSpec.

Recovery files include full and incremental backup sets, control file autobackups,
archived redo log files, and data file copies.

By default, backup optimization is enabled for this command even if the
CONFIGURE BACKUP OPTIMIZATION setting is OFF. You can disable backup
optimization for RECOVERY FILES by specifying FORCE.

SPFILE Includes the server parameter file in a backup set. The AS COPY option is not
supported for server parameter file backups.
RMAN backs up the server parameter file currently in use by the target database.

RMAN cannot back up the server parameter file when the instance was started
with an initialization parameter file. RMAN cannot make incremental backups of

the SPFILE.
TABLESPACE Specifies the names of one or more tablespaces. RMAN translates tablespace
tablespace name names internally into a list of data files, then backs up all data files that are

currently part of the tablespaces. If the SYSTEM tablespace (and thus data file 1)
is included in the backup, and if CONTROLFILE AUTOBACKUP is not configured,
then RMAN also creates a copy of the control file.

When connected to the root in a CDB, refers to tablespaces in the root. Refers to
tablespaces in a PDB when connected directly to a PDB. See "Connecting to
CDBs and PDBs" for information about connecting to CDBs or PDBs.

You cannot back up locally-managed temporary tablespaces, although you can
back up dictionary-managed tablespaces.

If the following conditions are met, then RMAN can back up transportable
tablespaces that have not been made read/write after being transported:

*  The COMPATIBLE initialization parameter is set to 11.0.0 or higher.

e You are using an Oracle Database 11g or later RMAN client.

If any of the preceding conditions is not met, then RMAN automatically skips
transportable tablespaces that have not yet been made read/write. If you specify
a transportable tablespace explicitly when any of the conditions is not met, then
RMAN issues an error saying that the tablespace does not exist.

Note: If you rename a tablespace, then RMAN detects that the tablespace has
changed its name and updates the recovery catalog on the next
resynchronization.

backupSpecOperand The backupSpecOperand that follows a backupSpec specifies options that apply
to the backupSpec.

backupSpecOperand

This subclause specifies a variety of options and parameters that affect the backupSpec
clause. Many subclauses are also used with backupOperand. Options that are not shared in
common with backupOperand are listed here. Refer to backupSpecOperand::= for the syntax
diagram.
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DELETE [ALL] INPUT

FROM TAG tag name

INCLUDE CURRENT

Deletes the input files after successfully backing them up.

Specify this option only when backing up archived redo log files, data file copies
(COPY OF or DATAFILECOPY), or backup sets. The BACKUP ARCHIVELOG
command only backs up one copy of each distinct log sequence number, so if the
DELETE INPUT option is used without the ALL keyword, RMAN only deletes the
copy of the file that it backs up.

Specifying the DELETE INPUT option is equivalent to issuing the DELETE
command for the input files. When backing up archived redo log files, RMAN uses
the configured settings to determine whether an archived redo log can be deleted
(CONFIGURE ARCHIVELOG DELETION POLICY TO BACKED UP).

The ALL option applies only to archived redo log files. If you run DELETE ALL
INPUT, then the command deletes all copies of corresponding archived redo log
files or data file copies that match the selection criteria in the BACKUP command
(as shown in Example 2-19). For example, if you specify the SEQUENCE n clause,
then RMAN deletes all archived redo log files with same sequence number n.

Note: The database retains archived redo log files in the fast recovery area if
possible and deletes them automatically when disk space is required. You can
use the BACKUP DELETE INPUT, DELETE ARCHIVELOG, and DELETE OBSOLETE
commands to delete log files manually from inside or outside the recovery area.
You do not need to specify BACKUP DELETE INPUT when backing up the
recovery area because the database automatically deletes log files based on the
archived redo log deletion policy and other fast recovery area rules.

Identifies files by tag name (see Example 2-18). Only the files that match the
tag_name are backed up. Defined in context with several other commands.

Creates a snapshot of the current control file and places it into one of backup sets

CONTROLFILE produced by the BACKUP command.
Note: This option does not apply with AS COPY and results in an error message.
backupTypeSpec
This subclause specifies the form of the BACKUP command output: backup set or image
copy. Refer to backupTypeSpec::= for the syntax diagram.
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AS BACKUPSET Creates backup sets on the specified device. This is the default backup type.

AS BACKUPSET is the only possibility when backing up to tape, and for creating level 1
incremental backups to any destination. Backup sets are RMAN-specific logical
structures. The backup set is the smallest unit of a backup.

The FILESPERSET parameter of the BACKUP command determines the maximum number
of files in each backup set. Archived redo log files and data files are never combined into
a single backup set.

When using encrypted backups, data files from tablespaces with different encryption
settings are never written into the same backup set.

RMAN cannot back up files with different block sizes into the same backup set. RMAN
can back up tablespaces with different block sizes, but puts each differently sized data file
into its own backup set.

When unused block compression is applied, RMAN reads only the blocks that are
currently allocated to a table. RMAN still checks each of the blocks to see whether the
header has marked the block as unused. If a block has been unused, it is not written to
the backup.

Unused block compression is turned on automatically when all of the following five
conditions are true:

1. The COMPATIBLE initialization parameter is set to 10.2 or higher.

Note: If COMPATIBLE is set to 10.2, then only tablespaces created with 10.2
compatibility are optimized to exclude blocks that do not currently contain data. If
COMPATIBLE is set to 11.0.0 or higher, however, then the first backup that produces
backup sets after COMPATIBLE is set to 11.0.0 or higher updates the headers of all
locally managed data files so that all locally managed data files can be optimized.

2. There are currently no guaranteed restore points defined for the database.
3. The data file is locally managed

4. The data file is being backed up to a backup set as part of a full backup or a level 0
incremental backup

5. The backup set is created on disk or Oracle Secure Backup is the media manager.

Note: When backing up to a media manager that is not Oracle Secure Backup,
RMAN copies all the blocks regardless of whether they contain data or not.

Note: A corrupt unused block is not harmful. This is because when a block is corrupt and
RMAN does not read it because of unused block compression, RMAN does not detect the
corruption.

Each backup set contains at least one backup piece, which is an RMAN-specific physical
file containing the backed up data. You can also use the BACKUP command to generate a
proxy copy, which is a backup in which the entire data transfer is conducted by a media
manager.

RMAN only records complete backup sets in the RMAN repository. There are no partial
backup sets. When a BACKUP command creates backup pieces but does not produce a
complete backup set, the backup pieces are discarded.

Note: You cannot stripe a single backup set across multiple channels. You also cannot
stripe a single input file across multiple backup sets.

See Also: Oracle Secure Backup Administrator's Guide to learn how to use Oracle
Secure Backup with RMAN
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AS COMPRESSED Enables binary compression.
BACKUPSET RMAN compresses the data written into the backup set to reduce the overall size of the

backup set. All backups that create backup sets can create compressed backup sets.
Restoring compressed backup sets is no different from restoring uncompressed backup
sets.

RMAN applies a binary compression algorithm as it writes data to backup sets. This
compression is similar to the compression provided by many media manager vendors.
When backing up to a locally attached tape device, compression provided by the media
management vendor is usually preferable to the binary compression provided by BACKUP
AS COMPRESSED BACKUPSET. Therefore, use uncompressed backup sets and turn on the
compression provided by the media management vendor when backing up to locally
attached tape devices. Do not use RMAN binary compression and media manager
compression together.

Some CPU overhead is associated with compressing backup sets. If the target database
is running at or near its maximum load, then you may find the overhead unacceptable. In
most other circumstances, compressing backup sets saves enough disk space to be
worth the CPU overhead.

AS COPY Creates image copies (rather than backup sets).

An image copy is a byte-for-byte identical copy of the original file. You can create image
copy backups of data files, control files, data file copies, control file copies, and archived
redo log files. Image copy files can only exist on disk. When using incrementally updated
backups, the level 0 incremental must be an image copy backup.

By default, BACKUP generates backup sets. You can change the default backup type for
disk backups to image copies using the CONFIGURE DEVICE TYPE ... BACKUP TYPE
TO COPY command.

RMAN chooses a location for the copy according to the following rules, listed in order of
precedence:

FORMAT specified on BACKUP command for the object being backed up

FORMAT specified for the BACKUP command

fileNameConversionSpec setting for BACKUP command

1

2

3

4. CONFIGURE CHANNEL integer ... FORMAT

5. CONFIGURE CHANNEL DEVICE TYPE ... FORMAT
6

Platform-specific default FORMAT (which includes a %U for generating a unique file
name)

You can create and restore image copy backups with RMAN or use a native operating
system command for copying files. When you use RMAN, copies are recorded in the
RMAN repository and are more easily available for use in restore and recovery.
Otherwise, you must use the CATALOG command to add the user-managed copies to the
RMAN repository so that RMAN can use them.

You cannot make a copy of a backup set, although you can make an image copy of an
image copy. To back up a backup set, use BACKUP BACKUPSET.
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AS SPARSE
BACKUPSET

AS NONSPARSE
BACKUPSET

AS SPARSE
COMPRESSED
BACKUPSET

AS NONSPARSE
COMPRESSED
BACKUPSET

AS SPARSE COPY

AS NONSPARSE COPY

Creates sparse backups of sparse data files in the backup set format. To use this clause,
the COMPATIBLE initialization parameter of the database being backed up must be set to
12.2 or higher.

If you run this command on a non-sparse database, then RMAN performs a traditional
backup in the backup set format.

This setting overrides the default device type parameter set using the CONFIGURE
command.

See the AS BACKUPSET clause for more information on the backup set format.

Creates traditional (non-sparse) backups of data files in a sparse environment, in the
backup set format. The source data files can be sparse and non-sparse. To use this
clause, the COMPATIBLE initialization parameter of the database being backed up must be
set to 12.2 or higher.

See the AS BACKUPSET clause for more information on the backup set format.

Creates sparse backups of sparse data files in the compressed backup set format. To use
this clause, the COMPATIBLE initialization parameter of the database must be set to 12.2
or higher.

If you run this command on a non-sparse database, then RMAN performs a traditional
backup in the compressed backup set format.

This setting overrides the default device type parameter set using the CONFIGURE
command.

See the AS COMPRESSED BACKUPSET clause for more information on the compressed
backup set format.

Creates traditional (non-sparse) backups of data files in a sparse environment, in the
compressed backup set format. The source data files can be sparse and non-sparse. To
use this clause, the COMPATIBLE initialization parameter of the database must be set to
12.2 or higher.

See the AS COMPRESSED BACKUPSET clause for more information on the compressed
backup set format.

Creates sparse backups of sparse data files in the image copy format. To use this clause,
the COMPATIBLE initialization parameter of the database must be set to 12.2 or higher.

If you run this command on a non-sparse database, then RMAN performs a traditional full
backup in the image copy format.

This setting overrides the default device type parameter set using the CONFIGURE
command.

See the AS COPY clause for more information on the image copy format.

Creates traditional (non-sparse) backups of data files in a sparse environment in the
image copy format. The source data files can be sparse and non-sparse. To use this
clause, the COMPATIBLE initialization parameter of the database must be set to 12.2 or
higher.

See the AS COPY clause for more information on the image copy format.

copyOfSpec

This subclause specifies the form of the BACKUP command output: backup set or image copy.
Refer to copyOfSpec::= for the syntax diagram.
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COPY OF DATABASE

COPY OF DATABASE ROOT

COPY OF PLUGGABLE
DATABASE pdb name

COPY OF DATAFILE
datafileSpec

COPY OF TABLESPACE
tablespace name

Makes a backup of previous image copies of all data files and control files in the
database. All data files that would normally be included by BACKUP DATABASE
are expected to have copies: if not, RMAN signals an error. It is not necessary for
all copies to have been produced by a single BACKUP command. If multiple copies
exist of data file, then RMAN backs up the latest. Optionally, specify the copies by
tag name (for example, FULL COLD_COPY).

In a CDB, creates a backup of previous image copies of all data files and control
files in the CDB. You connect to the root to back up the whole CDB. In a PDB,
creates a backup of previous image copies of all data files and control files in the
PDB. To backup a PDB, connect to that PDB. See "Connecting to CDBs and
PDBs".

Note: The output of this command can be image copies or backup sets.

In a CDB, makes a backup of previous image copies of the data files and control
files in the root. See the previous description of COPY OF DATABASE. See
"Connecting to CDBs and PDBs".

In a CDB, makes a backup of previous image copies of the data files and controls
files in one or more PDBs. Use a comma-delimited list to specify multiple PDBs.
Connect to the root as described in "Connecting to CDBs and PDBs".

Makes a backup of a previous image copy of one or more data files. Specify the
data file by file number (DATAFILE 3) or file name (DATAFILE '?/oradata/
trgt/users01.dbf'). You specify the data file name and not the file name of
the copy of the data file. If multiple copies of a data file exist, then RMAN backs
up the most recent copy.

Note: It is not necessary for the image copies that you are backing up to have
been created by a single BACKUP command.

Note: The output of this command can be image copies or backup sets.
See Also: datafileSpec

Makes a backup of previous image copies of the data files in one or more
specified tablespaces. All data files that are normally included by BACKUP
TABLESPACE should have copies: if not, then RMAN signals an error. It is not
necessary for all copies to have been produced by a single BACKUP command. If
multiple copies exist of data file, then RMAN backs up the latest.

Specify the tablespaces in the list by tablespace name (for example, users) or
specify a particular copy by tag name (for example, 0403 CPY OF USERS). If you
do not specify TAG, then RMAN backs up the most recent data file copy for each
data file in the tablespace.

Note: The output of this command can be image copies or backup sets.

datafileCopySpec

This subclause specifies data file copies. Refer to datafileCopySpec::= for the syntax

diagram.

Syntax Element

Description

'filename'

ALL

ORACLE

Specifies the file names of one or more data file image copies.
Specifies all data file image copies for back up.

When used with CDBs, RMAN skips backing up all copies of PDBs that were
dropped.
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LIKE 'string pattern' Specifies a file name pattern. The percent sign (%) is a wildcard that means zero
or more characters; an underscore (_) is a wildcard that means one character.

FROM TAG tag name Specifies a list of one or more data file copies, identified by the tag name. If
multiple data file copies with this tag exist, then RMAN backs up only the most
current data file copy of any particular data file. Tags are not case sensitive.

NODUPLICATES Prevents the inclusion of identical data file copies in a backup operation
(Example 2-29). For each set of duplicate data file copies, the file with the most
recent timestamp is selected.

duration

This subclause specifies data file copies. Refer to duration::= for the syntax diagram.

Syntax Element Description

DURATION hh:mm Specifies a maximum time for a backup command to run. If a backup command
does not complete in the specified duration, then the backup stops.
Without the PARTIAL option, the backup command is considered to have failed if
it does not complete in the specified duration, and RMAN reports an error. If the
backup command is part of a RUN block, then subsequent commands in the RUN
block do not execute.

MINIMIZE {LOAD | TIME} With disk backups, you can use MINIMIZE TIME run the backup at maximum
speed (default), or MINIMIZE LOAD to slow the rate of backup to lessen the load
on the system. With MINIMIZE LOAD the backup takes the full specified duration.

If you specify TIME, then file most recently backed up is given the lowest priority
to back up. This scheduling mechanism provides for the eventual complete
backup of the database during successive backup windows, as different data files
are backed up in round-robin fashion.

PARTIAL With the PARTIAL option, the command is considered to have completed
successfully and no error is reported by RMAN even if the whole backup is not
completed in the specified duration.

Without the PARTIAL option, the backup command is considered to have failed if
it does not complete in the specified duration, and RMAN reports an error. If the
backup command is part of a RUN block, then subsequent commands in the RUN
block do not execute.

Whether PARTIAL is used or not, all backup sets completed before the backup is
interrupted are retained and can be used in RESTORE and RECOVER
operations.

forRecoveryOfSpec

This subclause specifies a backup for use in an incrementally updated backup strategy. You
must specify INCREMENTAL LEVEL 1 when specifying FOR RECOVER OF. Refer to
forRecoveryOfSpec::= for the syntax diagram.
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FOR RECOVER OF COPY Specifies that this incremental backup contains all changes since a previous data
file copy or incremental backup. By default, RMAN creates a differential
incremental backup. You must specify CUMULATIVE to force RMAN to create
cumulative backups.

Use the WITH TAG clause to separate this incremental backup strategy from the
rest of your backup strategies. If you do not specify WITH TAG, then RMAN uses
the most recent data file copy as the basis for the incremental backup.

A BACKUP INCREMENTAL LEVEL 1 FOR RECOVER OF COPY command can
create image copies or backup sets. RMAN creates level 0 image copies if no
such copies exist, but otherwise creates backup sets.

See Also: Oracle Database Backup and Recovery User's Guide to learn how to
make incrementally updated backups

WITH TAG tag name Specifies the tag of the level 0 incremental backup serving as the basis of the
B backup strategy (see Example 2-20).

By using the BACKUP INCREMENTAL ... WITH TAG syntax, you can create level
1 incremental backups suitable for rolling forward a level 0 image copy. You can
then use RECOVER COPY OF ... WITH TAG to apply level 1 backups to this
copy. In this way, the strategy continues to roll forward the data file copy so that
media recovery does not need to apply as many changes. This technique is the
basis for the Enterprise Manager strategy for disk backups.
When WITH TAG is specified, RMAN automatically assigns all new incremental
backups in the strategy the same tag as the level 0 data file copy. RMAN decides
which blocks to include in the level 1 backup based on the available incremental
backups that have this tag.
Note: If the BACKUP command has both the TAG and WITH TAG options, then
RMAN issues a warning stating that the TAG option is ignored and that
incremental backups receive the tag specified by WITH TAG.

If no level O backup with the tag specified in the WITH TAG parameter exists in
either the current or parent database incarnation, then FOR RECOVER OF COPY
option creates a level 0 data file copy tagged with the value specified in the WITH
TAG parameter.

DATAFILECOPY FORMAT Specifies a pattern for naming the output image copies.

formatSpec If you add a data file to the database, then you do not need to change the backup
script because RMAN automatically creates the level 0 data file copy required by
the incrementally updated backup strategy for the newly created file.

FOR RECOVER OF TAG Backs up the archived redo log files or incremental backups that are intended to
tag name recover the level 0 incremental backup specified by tag name.
For example, the BACKUP INCREMENTAL LEVEL 1 FOR RECOVER OF TAG
wholedb ARCHIVELOG ALL command backs up all archived redo log files
needed to recover the level 0 incremental backup tagged wholedb.

notBackedUpSpec

This subclause specifies that RMAN only backs up files that have not yet been backed
up to the same device type. Refer to notBackedUpSpec::= for the syntax diagram.
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NOT BACKED UP

AT ANY SCN

integer TIMES

ORACLE

Backs up only those files—of the files specified on the BACKUP command—that
RMAN has never backed up for the same device type (see Example 2-28).

This subclause is a convenient way to back up new data files after adding them to
the database. RMAN does not examine data file checkpoints, but backs up any
data file that is not already backed up. You can also specify NOT BACKED UP
when backing up backup sets.

Using BACKUP with this clause does manually what an archived redo log deletion
policy can do automatically. If you specify the CONFIGURE

ARCHIVELOG DELETION POLICY TO BACKED UP integer TIMES command,
then a BACKUP ARCHIVELOG ALL command copies all logs unless integer
backups exist on the specified device type. If integer backups of the logs exist,
then the BACKUP command skips the logs. In this way, the archived log deletion
policy functions as a default NOT BACKED UP integer TIMES clause on the
BACKUP command.

Archival backups created with the KEEP option are not counted when evaluating
the NOT BACKED UP subclause. For example, if you issue the command

BACKUP ARCHIVELOG SEQUENCE 345 NOT BACKED UP 3 TIMES

and the specified log is already backed up into two non-KEEP backup sets and
one KEEP backup set, then that command backs up the log one more time.

Note: This clause overrides backup optimization (CONFIGURE BACKUP
OPTIMIZATION) and archived redo log file deletion policies (CONFIGURE
ARCHIVELOG DELETION POLICY).

Backs up only those data files that have not been backed up at any SCN.

This option is a convenient way to back up only the new data files. When you use
the BACKUP DATAFILECOPY ALL command to back up disk backups that are
part of an incrementally updated backup strategy to tape or Oracle Cloud, using
the SINCE TIME clause also backs up data files that are already backed up. Use
AT ANY SCN to only back up new data files that have never been backed up.

Backs up only those archived redo log files that have not been backed up at least
integer times.

Note: You can only specify NOT BACKED UP integer TIMES when backing up
archived redo log files into backup sets.

To determine the number of backups for a file, RMAN only considers backups
created on the same device type as the current backup.

This option is a convenient way to back up archived redo log files on a specified
media. For example, you want to keep at least three copies of each log on tape.
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SINCE TIME '
date string'

Specifies the date after which RMAN backs up files that have no backups.

The date stringis either a date in the current NLS DATE FORMAT or a SQL
date expression such as 'SYSDATE-1"'. When calculating the number of backups
for a file, RMAN only considers backups created on the same device type as the
current backup.

This option is a convenient way to back up data files that were not backed up
during a previous failed backup. For example, you back up the database, but the
instance fails halfway through. You can restart the backup with the NOT BACKED
UP SINCE TIME clause and avoid backing up those files that are already backed
up. If AS BACKUPSET is specified, then this feature is only useful if RMAN
generates multiple backup sets during the backup.

When determining whether a file has been backed up, the SINCE date is
compared with the completion time of the most recent backup. For BACKUP AS
BACKUPSET, the completion time for a file in a backup set is the completion time
of the entire backup set. In other words, all files in the same backup set have the
same completion time.

skipSpec

This subclause specifies which files to exclude from the backup. Refer to skipSpec::=
for the syntax diagram.

Syntax Element

Description

SKIP

Excludes data files or archived redo log files according to the criteria specified by
the following keywords.

Note: You can also specify this option in the backupSpec clause.

INACCESSIBLE Excludes data files or archived redo log files that cannot be read due to /O

OFFLINE
READONLY

errors.

A data file is only considered inaccessible if it cannot be read. Some offline data
files can still be read because they still exist on disk. Others have been deleted or
moved and so cannot be read, making them inaccessible.

Excludes offline data files.

Excludes read-only data files.

ORACLE

Examples
Example 2-13 Backing Up a Database

This example starts the RMAN client from the operating system command line and
then connects to a target database using operating system authentication. The BACKUP
command backs up all data files, the current control file, the server parameter file, and
archived redo log files to the default storage device:

% rman
RMAN> CONNECT TARGET /
RMAN> BACKUP DATABASE PLUS ARCHIVELOG;

Example 2-14 Backing Up a Sparse Database

This example uses the BACKUP command to backup a sparse database in the backup
set format and the archive log.

RMAN> BACKUP AS SPARSE BACKUPSET DATABASE PLUS ARCHIVELOG;
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Example 2-15 Backing Up Multiple PDBs

This example connects to the root using operating system authentication and then creates
backups of the PDBs hr pdb an sales pdb.

$rman
RMAN> CONNECT TARGET /
RMAN> BACKUP PLUGGABLE DATABASE hr pdb, sales pdb;

Example 2-16 Performing a Cumulative Incremental Backup

This example backs up all blocks changed in the database since the most recent level O
incremental backup. If no level 0 backup exists when you run a level 1 backup, then RMAN
makes a level 0 backup automatically. Any inaccessible files are skipped.

BACKUP
INCREMENTAL LEVEL 1 CUMULATIVE
SKIP INACCESSIBLE
DATABASE;

Example 2-17 Distributing a Backup Across Multiple Disks

This example backs up tablespaces to two different disks and lets RMAN perform automatic
parallelization of the backup. The %U in the FORMAT string is a substitution variable that
generates a unique file name for each output image copy.

RUN
{
ALLOCATE CHANNEL devl DEVICE TYPE DISK FORMAT '/disk1/%U';
ALLOCATE CHANNEL dev2 DEVICE TYPE DISK FORMAT '/disk2/%U';
BACKUP AS COPY
TABLESPACE SYSTEM, tools, users, undotbs;
}

Example 2-18 Identifying Data File Copies by Tag

In this example, you back up data file image copies to tape. The BACKUP command locates all
data file copies with the tag LATESTCOPY, backs them up to tape, and names the backups
using substitution variables. The variable %f specifies the absolute file number, whereas %d
specifies the name of the database. After the data file copies are on tape, the example
deletes all image copies with the tag LATESTCOPY.

BACKUP
DEVICE TYPE sbt
DATAFILECOPY
FROM TAG 'LATESTCOPY'
FORMAT 'Datafile%f Database%d';
DELETE COPY TAG 'LATESTCOPY';

Example 2-19 Backing Up and Deleting Archived Redo Log Files

This example assumes that you have two archiving destinations set: /disk2/PROD/
archivelog/ and /diskl/arch/. The command backs up one archived redo log for each
unigue sequence number. For example, if archived redo log 1000 is in both directories, then
RMAN only backs up one copy this log. The DELETE INPUT clause with the ALL keyword
deletes all archived redo log files from both archiving directories after the backup.

BACKUP DEVICE TYPE sbt
ARCHIVELOG LIKE '/disk%arc%'
DELETE ALL INPUT;

Sample output for the preceding command appears as follows:
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Starting backup at 12-MAR-13

allocated channel: ORA_SBT TAPE 1

channel ORA_SBT TAPE 1: SID=150 device type=SBT_TAPE

channel ORA_SBT TAPE_1: Oracle Secure Backup

channel ORA _SBT TAPE 1: starting archived log backup set

channel ORA _SBT TAPE 1: specifying archived log(s) in backup set

input archived log thread=1 sequence=4 RECID=4 STAMP=616789551

input archived log thread=1 sequence=5 RECID=5 STAMP=616789551

input archived log thread=1 sequence=6 RECID=6 STAMP=616789554

input archived log thread=1 sequence=7 RECID=7 STAMP=616789731

input archived log thread=1 sequence=8 RECID=8 STAMP=616789825

input archived log thread=1 sequence=9 RECID=10 STAMP=616789901

input archived log thread=1 sequence=10 RECID=12 STAMP=616789985

channel ORA SBT TAPE 1: starting piece 1 at 12-MAR-13

channel ORA SBT TAPE 1: finished piece 1 at 12-MAR-13

piece handle=0vice0g7 1 1 tag=TAG20130312T105917 comment=API Version 2.0,MMS Version
10.1.0.3

channel ORA_SBT TAPE 1: backup set complete, elapsed time: 00:00:25

channel ORA _SBT TAPE 1: deleting archived log(s)

archived log file name=/disk2/PROD/archivelog/2013 03 09/0l mf 1 4 2z45sgrc_.arc RECID=4
STAMP=616789551

archived log file name=/disk2/PROD/archivelog/2013 03 09/0l mf 1 5 2z45sgrc_.arc RECID=5
STAMP=616789551

archived log file name=/disk2/PROD/archivelog/2013 03 09/0l mf 1 6 2z45s13g .arc RECID=6
STAMP=616789554

archived log file name=/disk2/PROD/archivelog/2013 03 09/0l mf 1 7 2z45z2kt .arc RECID=7
STAMP=616789731

archived log file name=/disk2/PROD/archivelog/2013 03 09/0l mf 1 8 2z4620sk .arc RECID=8
STAMP=616789825

archived log file name=/diskl/arch/archiver 1 8 616789153.arc RECID=9 STAMP=616789825
archived log file name=/disk2/PROD/archivelog/2013 03 09/0l mf 1 9 2z464dhk .arc RECID=10
STAMP=616789901

archived log file name=/diskl/arch/archiver 1 9 616789153.arc RECID=11 STAMP=616789901
archived log file name=/disk2/PROD/archivelog/2013 03 09/ol mf 1 10 2z4670gr_ .arc RECID=12
STAMP=616789985

archived log file name=/diskl/arch/archiver 1 10 616789153.arc RECID=13 STAMP=616789985
Finished backup at 12-MAR-13

Starting Control File and SPFILE Autobackup at 12-MAR-13
piece handle=c-28643857-20130312-02 comment=API Version 2.0,MMS Version 10.1.0.3
Finished Control File and SPFILE Autobackup at 12-MAR-13

Example 2-20 Scripting Incrementally Updated Backups

By incrementally updating backups, you can avoid the overhead of making full image
copy backups of data files, while also minimizing media recovery time. For example, if
you run a daily backup script, then you never have more than one day of redo to apply
for media recovery.

Assume you run the following script daily. On first execution, the script creates an
image copy backup of the database on disk with the specified tag. On second
execution, the script creates a level 1 differential incremental backup of the database.
On every subsequent execution, RMAN applies the level 1 incremental backup to the
data file copy and then makes a new level 1 backup.

RUN
{
RECOVER COPY OF DATABASE
WITH TAG 'incr update';
BACKUP
INCREMENTAL LEVEL 1
FOR RECOVER OF COPY WITH TAG 'incriupdate'
DATABASE;
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Example 2-21 Backing Up Disk-Based Backup Sets to Tape

Assume your goal is to keep recent backup sets on disk and older backup sets on tape. Also,
you want to avoid keeping copies of the same backup set on disk and tape simultaneously.
This example backs up backup sets created more than two weeks ago to tape and then
deletes the backup pieces from disk.

BACKUP
DEVICE TYPE sbt
BACKUPSET
COMPLETED BEFORE 'SYSDATE-14'
DELETE INPUT;

Example 2-22 Duplexing a Database Backup

This example uses the COPIES parameter to create two compressed backups of the
database, with each backup on a separate disk. The output locations are specified in the
FORMAT parameter.

BACKUP AS COMPRESSED BACKUPSET
DEVICE TYPE DISK
COPIES 2
DATABASE
FORMAT '/diskl/db 3U', '/disk2/db SU';

Example 2-23 Specifying How Channels Divide Workload

This example explicitly parallelizes a backup by using the CHANNEL parameter to specify
which channels back up which files and to which locations.

RUN
{
ALLOCATE CHANNEL chl DEVICE TYPE sbt
PARMS 'ENV= (OB DEVICE_ l=stapel)';
ALLOCATE CHANNEL ch2 DEVICE TYPE sbt
PARMS 'ENV:(OB_DEVICE_l:Stape2)';
BACKUP
(DATABASE # chl backs up database to tape drive stapel
CHANNEL chl)
(ARCHIVELOG ALL
CHANNEL ch2); # ch2 backs up archived redo log files to tape drive stape?2

}
Example 2-24 Creating an Incremental Backup for Refresh of a Standby Database

In this example, your goal is make an incremental backup of the primary database and use it
to update an associated standby database. You start the RMAN client, CONNECT to the
primary database as TARGET, and then connect to the recovery catalog. The BACKUP command
creates an incremental backup of the primary database that can be applied at a standby
database to update it with changes since the specified SCN.

RMAN> CONNECT TARGET /
connected to target database: PROD (DBID=39525561)
RMAN> CONNECT CATALOG rco@catdb

recovery catalog database Password: password
connected to recovery catalog database

RMAN> BACKUP DEVICE TYPE DISK

2> INCREMENTAL FROM SCN 404128 DATABASE
3> FORMAT '/diskl/incr standby SU';
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Example 2-25 Specifying Corruption Tolerance for Data File Backups

This example assumes a database that contains five data files. It uses the SET
MAXCORRUPT command to indicate than only one corruption is tolerated in each data
file. Because the CHECK LOGICAL option is specified on the BACKUP command, RMAN
checks for both physical and logical corruption.

RUN
{
SET MAXCORRUPT FOR DATAFILE 1,2,3,4,5 TO 1;
BACKUP CHECK LOGICAL
DATABASE;
}

Example 2-26 Creating a Consistent Database Backup for Archival Purposes

This example uses a keepOption to create an archival backup set that cannot be
considered obsolete for one year. The example backs up the database, archives the
redo in the current online logs to ensure that this new backup is consistent, and backs
up only those archived redo log files needed to restore the data file backup to a
consistent state.

The BACKUP command also creates a restore point to match the SCN at which this
backup is consistent. The FORMAT parameter must be capable of creating multiple
backup pieces in multiple backup sets.

BACKUP DATABASE
FORMAT '/diskl/archival backups/db_%U.bck'
TAG quarterly
KEEP UNTIL TIME 'SYSDATE + 365'
RESTORE POINT QlFYO06;

Example 2-27 Exempting Copies from the Retention Policy

The following example copies two data files and exempts them from the retention
policy forever. The control file and server parameter file are also backed up, even with
autobackup off.

KEEP FOREVER requires a recovery catalog.

SHUTDOWN IMMEDIATE;
STARTUP MOUNT;
BACKUP
KEEP FOREVER
FORMAT '?/dbs/%U_longterm.cpy'
TAG LONGTERM_BCK
DATAFILE 1 DATAFILE 2;
ALTER DATABASE OPEN;

Example 2-28 Backing Up Files That Need Backups

Assume that you back up the database and archived redo log files every night to tape
by running the following command.

BACKUP
MAXSETSIZE 500M
DATABASE PLUS ARCHIVELOG;

The preceding command sets an upper limit to the size of each backup set so that
RMAN produces multiple backup sets. Assume that the media management device
fails halfway through the backup and is then restarted. The next day you discover that
only half the backup sets completed. In this case, you can run the following command
in the evening:
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BACKUP
NOT BACKED UP SINCE TIME 'SYSDATE-1'
MAXSETSIZE 500M
DATABASE PLUS ARCHIVELOG;

With the preceding command, RMAN backs up only files not backed up during in the previous
24 hours. When RMAN determines that a backup from the specified time window is available,
it displays output like the following:

skipping datafile 1; already backed up on 18-JAN-13
skipping datafile 2; already backed up on 18-JAN-13
skipping datafile 3; already backed up on 18-JAN-13

If you place the NOT BACKED UP SINCE clause immediately after the BACKUP command, then it
affects all objects to be backed up. You can also place it after individual backupSpec clauses
to cause only backups for those objects described by the backupSpec to be subject to the
limitation.

Example 2-29 Using NODUPLICATES To Back Up Data File Copies

This example creates a data file copy of data file 2 named /disk2/df2.cpy. The example
then backs up this data file copy to the /disk1 and /disk3 directories. The NODUPLICATES
option on the final BACKUP command indicates that only one copy of data file 2 is backed up.

BACKUP AS COPY
DATAFILE 2
FORMAT '/disk2/df2.cpy' TAG my tag;
BACKUP AS COPY
DATAFILECOPY '/disk2/df2.cpy'
FORMAT '/diskl/df2.cpy';
BACKUP AS COPY
DATAFILECOPY '/diskl/df2.cpy'
FORMAT '/disk3/df2.cpy';
BACKUP
DEVICE TYPE sbt
DATAFILECOPY ALL NODUPLICATES; # backs up only copy of data file 2

Example 2-30 Copying Archived Log From Operating System File to ASM

BACKUP AS COPY REUSE
ARCHIVELOG LIKE "/ade/b/369893928/oracle/work/arc _dest/arcr 1 11 686060575.arc"
AUXILIARY FORMAT "+RCVAREA";

Example 2-31 Multisection Backup of Data Files as Image Copies

This example creates a multisection backup of the data file users_df.dbf. The backup is
created as image copies and each backup piece cannot exceed 150MB.

BACKUP AS COPY
SECTION SIZE 150M
DATAFILE '/oradata/dbs/users_df.dbf';

Example 2-32 Multisection Incremental Backup of Database as Backup Sets

This example creates a multisection incremental backup of the database as backup sets. The
incremental backup includes all data file blocks that changed at SCN greater than or equal to
8564. The FORMAT clause is mandatory when you use INCREMENTAL FROM SCN to create a
multisection incremental backup.

BACKUP
FORMAT '/tmp/datafiles/db incr ms SU'
INCREMENTAL FROM SCN 8564
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SECTION SIZE 400M
DATABASE;

Example 2-33 Multisection Incremental Backup of Tablespaces

This example creates a multisection incremental backup of the tablespace orders as
backup sets. Before creating the backup, three channels are explicitly allocated using
the ALLOCATE CHANNEL command. Therefore, RMAN uses these channels to write, in

parallel, to the backup pieces.

run {

ALLOCATE CHANNEL MY_CHI TYPE DISK;
ALLOCATE CHANNEL MY_CHZ TYPE DISK;
ALLOCATE CHANNEL MY_CH3 TYPE DISK;
BACKUP

INCREMENTAL LEVEL 1

AS COMPRESSED BACKUPSET

SECTION SIZE 100M

TABLESPACE sales;

}s

Example 2-34 Cross-Platform Backup of the Entire Database

This example creates a cross-platform backup of the entire database for transport to
the Linux x86 64-bit platform. The source platform is Microsoft Windows IA (32-bit) and
the backup is stored in a backup set named full db.bck. The database must be
placed in read-only mode before the backup is created.

BACKUP
TO PLATFORM='Linux x86 64-bit'
FORMAT '/tmp/xplat backups/full db.bck'
DATABASE;

Example 2-35 Cross-Platform Backup of a Consistent Tablespace

This example backs up the tablespace example for cross-platform transport. The
tablespace must be placed in read-only mode before the backup is performed. The
backup set containing the tablespace data is called example readonly.bck. The
metadata required to plug this tablespace into the target database is stored in the
backup set example dmp.bck.

BACKUP
FOR TRANSPORT
FORMAT '/tmp/xplat backups/example readonly.bck'
TABLESPACE example
DATAPUMP FORMAT '/tmp/xplat backups/example dmp.bck';

Example 2-36 Cross-Platform Backup of a Tablespace Using Multiple Backup
Sets

This example creates a cross-platform backup of the tablespace example using
multiple backup sets. Ensure that the tablespace is read-only before you create the
backup. Because FILESPERSET is set to 1, each backup set contains only one input file.
The backup sets use unique names that begin with db_multiple .

BACKUP
FOR TRANSPORT
FILESPERSET 1
FORMAT '/tmp/xplat backups/db multiple $U'
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TABLESPACE example
DATAPUMP FORMAT '/tmp/xplat backups/db multiple.dmp';

Example 2-37 Cross-Platform Backup of a Tablespace Using Multiple Backup Pieces

This example creates a cross-platform backup of the tablespace example. The backup uses
multiple backup pieces because MAXPIECESIZE is set in the ALLOCATE CHANNEL command.
Ensure that the tablespace is in read-only mode before the backup is created.

RUN
{
ALLOCATE CHANNEL cl DEVICE TYPE disk MAXPIECESIZE 301464;
BACKUP
FOR TRANSPORT
FORMAT '/tmp/xplat backups/example multi-piece.bck'
TABLESPACE example
DATAPUMP FORMAT '/tmp/xplat backups/example multi-piece dmp.bck';}

Example 2-38 Cross-Platform Inconsistent Backup of a Tablespace

This example creates a cross-platform level 0 incremental backup of the tablespace example.
The tablespace is in read-write mode at the time of creating the backup and, therefore, you
use ALLOW INCONSISTENT to create an inconsistent backup.

Note that inconsistent backups of tablespaces cannot be used to directly plug the tablespace
into the destination database. You must use an incremental backup of the tablespace that is
created when the tablespace is read-only to make the tablespace consistent. Example 2-39
describes how to create a cross-platform incremental backup.

BACKUP
FOR TRANSPORT
ALLOW INCONSISTENT
INCREMENTAL LEVEL 0
FORMAT '/tmp/xplat backups/example inconsist.bck'
TABLESPACE example;

Example 2-39 Cross-Platform Incremental Backup of a Tablespace

This example creates a cross-platform level 1 incremental backup of the tablespace example.
The tablespace is placed in read-only mode before this backup is created. This backup
contains changes made to the tablespace after the most recent incremental backup was
created. The backup is stored in a backup set called example inconsist incr.bck. The
metadata required to plug the tablespace into the destination database is stored in the
backup set example incr dmp.bck.

You can use this level 1 incremental backup, along with the level O incremental backup
created in Example 2-38, to transport the tablespace example to a different platform. On the
destination database, you first restore the level 0 incremental backup created in

Example 2-38 to create a set of foreign data files. These foreign data files are inconsistent
because the tablespace was in read/write mode when the level 0 incremental backup was
created. You then apply a level 1 incremental backup to the foreign data files. Next, you plug
the tablespace in to the destination database by restoring the backup set specified in the
DATAPUMP clause. See Oracle Database Backup and Recovery User's Guide for a complete
example of performing cross-platform inconsistent tablespace transport using backup sets.

In most scenarios, after creating the level 0 incremental backup, you create multiple level 1
incremental backups with the tablespace is placed in read/write mode. The final incremental
level 1 backup is created with the tablespace placed in read-only mode. These incremental
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backups that are created and applied over time help minimize the data divergence
between the source and destination database.

BACKUP
FOR TRANSPORT
INCREMENTAL LEVEL 1
TABLESPACE example
FORMAT '/tmp/xplat backups/example inconsist incr.bck'
DATAPUMP FORMAT '/tmp/xplat backups/example incr dmp.bck';

2.1 CATALOG

ORACLE

Purpose
Use the CATALOG command to do the following:

e Add backup pieces and image copies on disk ot the RMAN repository

* Record a data file copy as a level 0 incremental backup in the RMAN repository,
which enables you to use it as part of an incremental backup strategy

¢ See Also:

Oracle Database Backup and Recovery User's Guide to learn how to
manage target database records stored in the catalog

Prerequisites

You must be connected to the target database, which must be mounted or open. If
RMAN is connected to a recovery catalog, then the catalog database must be open.

The file that you are cataloging must meet the following conditions:

e |t must not exist on an SBT device.

e Ifitis a user-managed copy, then it must be a data file copy, control file copy,
archived redo log, or backup piece.

Usage Notes

RMAN considers all user-managed backups as image copies. While cataloging,
RMAN does not check whether the file was correctly copied by the operating system
utility: it just checks the header.

A recovery catalog is required when using RMAN in a Data Guard environment. The
recovery catalog supports a unified file namespace for all primary and standby
databases with the same DBID but different DB UNIQUE NAME values. Thus, the
recovery catalog keeps track of database file names for all primary and standby
databases, and also where online redo logs, standby redo logs, temp files, archived
redo log files, backup sets, and image copies were created.

"RMAN Backups in a Data Guard Environment" explains how RMAN handles backups
made on a different primary and standby databases. In general, tape backups made
on one database are accessible to any database in the environment, whereas disk
backups are accessible only to the database that created them.
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If backups are accessible to the connected target database, RMAN commands such as
RESTORE and RECOVER behave transparently across different databases. You can manually
transfer a disk backup from one host in the environment to another host and then catalog the
backup. If a backup is on shared disk, then you can use CHANGE RESET DB _UNIQUE NAME tO
associate the backup with a new database.

Syntax

catalog::=

ARCHIVELOG
[ DEVICE TYPE |ydeviceSpecifen)

~| CONTROLFILECOPY

L
]

[ DATAFILECOPY filename){ "]
RECOVERY AREA

DB_RECOVERY_FILE_DEST

START WITH |>|I|>(string_patter@>|I|J

I
ll filename II

BACKUPPIECE

Semantics

Syntax Element Description

PREPLUGIN ARCHIVELOG Specifies the names of preplugin archived redo logs that must be added to the
RMAN repository. Use a comma-separated list to specify multiple names. This
command is used to catalog preplugin backups that were created on a source
database and subsequently moved to a different backup location.

The CDB must be open in read-write mode and you must be connected to the
root as a common user with the SYSDBA or SYSBACKUP privilege.
Note: You cannot catalog preplugin backups created on standby databases. To

restore standby data files, you must copy the data files from the primary using
RESTORE. ..FROM SERVICE command.

PREPLUGIN BACKUPPIECE This clause is not supported in the current release.

PREPLUGIN This clause is not supported in the current release.

CONTROLFILECOPY

ARCHIVELOG ' filename' Specifies the file name of an archived redo log to be added to the RMAN
repository.

Note: This command does not catalog foreign archived redo log files, which are
redo logs received by a logical standby database for a LogMiner session. Unlike
normal archived redo log files, foreign archived redo log files have a different
DBID.

ORACLE 2-59



Chapter 2
CATALOG

Syntax Element

Description

BACKUPPIECE 'filename'

CONTROLFILECOPY
'filename'

DATAFILECOPY 'filename'

LEVEL integer

ORACLE

Specifies the name of a backup piece to be added to the RMAN repository (see

Example 2-40).

The backup piece must be on disk. RMAN verifies the backup piece header

before cataloging it. RMAN can catalog a backup piece from a previous database

incarnation.

You may choose to catalog backup pieces in the following situations:

*  You copy or move a backup piece with an operating system utility and want it
to be usable by RMAN.

«  The RMAN metadata for the backup piece was removed, but the backup
piece still exists. This situation can occur if you ran the DELETE command on
a backup piece that was only temporarily unavailable.

*  You make a NOCATALOG backup on one database host in a Data Guard
environment and move the backup piece to the same location on a different
database host. In this case, the recovery catalog has no record of the
original backup piece.

*  You do not use a recovery catalog and must re-create the control file, thereby
losing all RMAN repository data. Cataloging your backups makes them
available again.

*  When control file autobackup is disabled, you back up the control file and
then back up the archived redo log files. You can restore and mount the
control file, but must catalog the backup pieces containing the archived redo
log files backed up after the control file.

If you specify a list of backup pieces, then RMAN attempts to catalog all pieces in

the given list even if some of them fail. Cataloging a backup piece creates a new

row in VSBACKUP_PIECE. A backup set is only usable when all backup pieces are
cataloged because otherwise it is only in a partially available state.

Note: If RMAN creates a server parameter file backup when the COMPATIBLE
parameter of the database is set to 11.0.0 or higher, then the backup is
associated with this database. In this case, even if you connect RMAN to a
different database and explicitly catalog the backup piece, the DB_UNIQUE NAME
associated with this backup does not change. For example, if RMAN backs up the
server parameter file of the database with DB UNIQUE NAME 'NEWYORK' when
COMPATIBLE is 11.0.0, then RMAN cannot use the server parameter file backup
created at database NEWYORK to restore the server parameter file on database
BOSTON.

Specifies the file name of a control file copy to be added to the RMAN repository.
The control file copy can be a normal or standby control file copy created by one
of the following commands:

. RMAN: BACKUP AS COPY CURRENT CONTROLFILE

. SQL: ALTER DATABASE BACKUP CONTROLFILE

. SQL: ALTER DATABASE CREATE STANDBY CONTROLFILE

Note: RMAN can automatically convert a primary database control file backup to
a standby control file during a restore operation.

Specifies the file name of a data file copy to be added to the RMAN repository
(see Example 2-40). You can create data file copies with the RMAN BACKUP 2S
COPY command or with operating system utilities used with ALTER TABLESPACE
BEGIN/END BACKUP.

Records the data file copy as a level 0 incremental backup (0 is the only valid
value of LEVEL).

You can perform incremental backups by using this data file copy as the base
level 0 backup.
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Syntax Element

Description

TAG tagname
RECOVERY AREA

Specifies a tag for the data file copy.

Catalogs all valid backup sets, data file copies, and archived redo log files in the
fast recovery area (see Example 2-42).

RMAN must be connected to a database as TARGET. The target database must
be mounted or open. The keywords RECOVERY AREA and

DB RECOVERY FILE DEST are exact synonyms.

Note: This command also catalogs foreign archived redo log files, which are

archived redo log files received by logical standby for a LogMiner session, if they
exist in the fast recovery area.

DB _RECOVERY FILE DEST The keywords RECOVERY AREA and DB RECOVERY FILE DEST are exact
synonyms.
START WITH Catalogs all valid backup sets, data file and control file copies, and archived redo
'string pattern' log files whose name start with string pattern. The string pattern can be an
ASM disk group, Oracle-managed files directory, or part of a file name (see
Example 2-41).
RMAN reports any files in the disk location that it cannot catalog. RMAN must be
connected to a mounted target database.
If the string pattern specifies a file name, then it matches the left part of the file
name pattern. For example, /tmp/arc matches everything in directories /tmp/
arc_dest and /tmp/archive/january, and file /tmp/arc.cpy.
Note: You cannot use wildcard characters in the string pattern, only a strict prefix.
NOPROMPT Suppresses the confirmation prompt. By default, RMAN prompts after every
match.
Examples
Example 2-40 Cataloging a Data File Copy as an Incremental Backup
Assume that you used a Linux utility to back up the users01.dbf data file to /disk2/backup/
users01.bak. This example catalogs the data file copy as an incremental level 0 backup and
then lists all copies.
CATALOG DATAFILECOPY '/disk2/backup/users0l.bak' LEVEL 0;
LIST COPY;
Example 2-41 Cataloging Multiple Copies in a Directory
This example catalogs a directory full of archived redo log files that were copied into the /
disk2/archlog directory with an operating system utility. The example includes sample
output.
CATALOG START WITH '/disk2/archlog' NOPROMPT;
searching for all files that match the pattern /disk2/archlog
List of Files Unknown to the Database
File Name: /disk2/archlog/ol mf 1 10 24trtc7s_.arc
File Name: /disk2/archlog/ol mf 1 11 24trtg7s_.arc
File Name: /disk2/archlog/ol mf 1 12 24trtk84 .arc
File Name: /disk2/archlog/ol mf 1 13 24trtn85 .arc
File Name: /disk2/archlog/ol mf 1 14 24trtqg84 .arc
File Name: /disk2/archlog/ol mf 1 15 24trtt84 .arc
File Name: /disk2/archlog/ol mf 1 16 24trtx84 .arc
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File Name: /disk2/archlog/ol mf 1 17 24trv085 .arc
File Name: /disk2/archlog/ol mf 1 18 24trv385 .arc
File Name: /disk2/archlog/ol mf 1 19 24trv685 .arc
cataloging files...

cataloging done

List of Cataloged Files

File Name: /disk2/archlog/ol mf 1 10 24trtc7s_.arc
File Name: /disk2/archlog/ol mf 1 11 24trtg7s_.arc
File Name: /disk2/archlog/ol mf 1 12 24trtk84 .arc
File Name: /disk2/archlog/ol mf 1 13 24trtn85 .arc
File Name: /disk2/archlog/ol mf 1 14 24trtg84 .arc
File Name: /disk2/archlog/ol mf 1 15 24trtt84 .arc
File Name: /disk2/archlog/ol mf 1 16 24trtx84 .arc
File Name: /disk2/archlog/ol mf 1 17 24trv085 .arc
File Name: /disk2/archlog/ol mf 1 18 24trv385 .arc
File Name: /disk2/archlog/ol mf 1 19 24trv685 .arc

Example 2-42 Cataloging Files in the Fast Recovery Area

This example catalogs all files in the currently enabled fast recovery area without
prompting the user for each one. As shown in the sample output, RMAN displays a
message if it finds no files to catalog.

CATALOG RECOVERY AREA;

searching for all files in the recovery area
no files found to be unknown to the database

Example 2-43 Cataloging a Backup Piece

Assume that you use an operating system utility to copy a backup piece from one
location to another. This example catalogs the backup piece in the new location
(sample output included):

CATALOG BACKUPPIECE '/diskl/c-874220581-20131128-01";

using target database control file instead of recovery catalog
cataloged backup piece
backup piece handle=/diskl/c-874220581-20131128-01 RECID=12 STAMP=607695990

2.8 CHANGE

ORACLE

Purpose
Use the CHANGE command to perform the following tasks:

« Update the availability status of backups and copies recorded in the RMAN
repository

e Change the priority of or close failures recorded in the automatic diagnostic
repository

» Update the DB UNIQUE NAME recorded in the recovery catalog for the target
database

e Associate the backup of a database in a Data Guard environment with a different
database in the environment
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¢ See Also:

Oracle Database Backup and Recovery User's Guide to change the availability
status of a backup or copy

Prerequisites

RMAN must be connected as TARGET to a database instance, which must be started.

Usage Notes

"RMAN Backups in a Data Guard Environment" explains the difference between the
association and accessibility of a backup. In a Data Guard environment, the database that
creates a backup or copy is associated with the file. You can use maintenance commands
such as CHANGE, DELETE, and CROSSCHECK for backups when connected to any database in
the Data Guard environment if the backups are accessible. In general, RMAN considers tape
backups created on any database as accessible to all databases in the environment,
whereas disk backups are accessible only to the database that created them.

For example, suppose that you connect RMAN as TARGET to standby database standbyl and
back it up to tape and disk. If the tape drive becomes unavailable, then you can connect
RMAN as TARGET to any primary or standby database in the Data Guard environment to
change the status of the tape backup to UNAVAILABLE. After the tape drive is repaired, you
can connect RMAN as TARGET to any database to change the status of the tape backup back
to AVATLABLE. However, if the disk backup is accidentally removed by an operating system
utility, then RMAN can only change the status of the disk backup when connected as TARGET
to standbyl.

Syntax
change::=
AVAILABLE
keepOption
i PREPLUGIN N T forDbUniqueNameOption resetDbUniqueNameOptionj d DEVICE TYPE p-~(deviceSpecifier

UNAVAILABLE
UNCATALOG
changeFailure

o DGUE e PR LU h et @_unique_name rth

(maintSpec::=, forDbUniqueNameOption::=, keepOption::=, deviceSpecifier::=)

[NOPROVPT]

maintSpec::=
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OF -liStOb]LiSt
BACKUP -
maintQualifier
archivelogRecordSpecifier |
TStObiLi!
COPY

foreignlogRecordSpecifieD—J
Ial DEVICE TYPE )-)—E deviceSpecifier L

(listObjList::=, archivelogRecordSpecifier::=, maintQualifier::=, recordSpec::=,
deviceSpecifier::=)

forDbUniqueNameOption::=

DB_UNIQUE_NAWE ALL |

—>| FOR
DB_UNIQUE_NAME b&@b_unique_name

resetDbUniqueNameOption::=

rop . @ ey )

~{RESET DB_UNIQUE_NAME ]

changeFailure::=

UNKNOWN

' failureNumber l

Ial EXCLUDE FAILURE p-(failureNumber

NOPROVPT],

Semantics
change

This clause enables you to change the status of RMAN repository records. To obtain
the primary keys of RMAN repository records whose status you want to change, run a
LIST command or query the recovery catalog views.
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Syntax Element

Description

PREPLUGIN

maintSpec

forDbUniqueNameOption

AVAILABLE

keepOption

resetDbUniqueNameOption

ORACLE

Specifies the preplugin files that you want to CHANGE.
Specifies which files you want to CHANGE.

The maintQualifier clause sets rules for the repository records that must be
changed. To change the status of repository records associated with PDBs that
were dropped, use the GUID clause to specify the GUID of the dropped PDB. The
dba pdb history view contains the GUID of dropped PDBs.

See Also: maintSpec for descriptions of the options in this clause.

Changes the metadata for objects that are exclusively associated with the
specified DB_UNIQUE NAME in a Data Guard environment.

See Also: forDbUniqueNameOption for descriptions of the options in this clause.

Changes the status of a backup or copy to AVAILABLE in the repository. RMAN
searches for the file and verifies that it exists.

This feature is useful when a previously unavailable file is made available again.
You can also use this option to alter the repository status of backups and copies
from prior incarnations.

This is the only CHANGE option that requires either a manual or automatic
maintenance channel. A maintenance channel is not required, however, when
CHANGE ... AVAILABLE is used with a file that is disk only (that is, an
ARCHIVELOG, DATAFILECOPY, or CONTROLFILECOPY). If you use CHANGE ...
AVAILABLE on files that are not disk-only, and have objects created on device
types that are not configured for automatic channels, then issue manual
maintenance commands on these channels. For example, if you created a
backup on an sbt channel, but have only a DISK channel automatically
configured, then you must manually allocate an sbt channel before CHANGE ...
AVAILABLE can operate on the backup.

If you execute CHANGE ... AVAILABLE for afile in a Data Guard environment,
then RMAN attempts to cross-check the file before updating its status to
AVATILABLE. If the file is inaccessible, then RMAN prompts you to perform the
same operation when connected as TARGET to the database associated with the
file. If the file is accessible, then RMAN updates the status as requested.

Note: You can view the status of backups in the LIST output or recovery catalog
views.

Note: CHANGE ... AVAILABLE is not valid for foreign archived redo log files,
which are received by a logical standby database for a LogMiner session. Unlike

normal archived redo log files, foreign archived redo log files have a different
DBID.

Changes the exemption status of a backup or copy in relation to the configured
retention policy. For example, specify CHANGE ... NOKEEP to remove the KEEP
attributes for a backup, making it subject to the backup retention policy.

The KEEP FOREVER clause requires use of a recovery catalog (see

Example 2-46). The RESTORE POINT option is not valid with CHANGE. You cannot
use CHANGE ... UNAVAILABLE or KEEP attributes for files stored in the fast
recovery area.

See Also: keepOption

Associates the files in maintSpec with a different database in a Data Guard
environment.

See Also: resetDbUniqueNameOption
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Syntax Element

Description

UNAVAILABLE

UNCATALOG

NOPROMPT

DEVICE TYPE
deviceSpecifier

changeFailure

ORACLE

Changes the status of a backup or copy to UNAVAILABLE in the repository (see
Example 2-44). View the status in the LIST output or recovery catalog views.

This option is useful when a file cannot be found or has migrated offsite. RMAN
does not use a file that is marked UNAVATLABLE in a RESTORE or RECOVER
command. If the file is later found or returns to the main site, then use the
AVAILABLE option to update its status. The UNAVAILABLE option is also useful
when you do not want a specific backup or copy to be eligible to be restored but
also do not want to delete it, or when you want to alter the repository status of
backups and copies from prior incarnations.

CHANGE ... UNAVAILABLE is not valid for files in the fast recovery area. This
command is also not valid for foreign archived redo log files, which are received
by a logical standby database for a LogMiner session. Unlike normal archived
redo log files, foreign archived redo log files have a different DBID.

Note: If you execute CHANGE ... UNAVAILABLE for a file in a Data Guard
environment, then RMAN does not attempt to cross-check the file before updating
its status to UNAVAILABLE. RMAN updates the status as requested regardless of
whether the file physically exists.

Note: The CHANGE ... UNAVAILABLE command cannot be used when you

back up target databases to Zero Data Loss Recovery Appliance, commonly
known as Recovery Appliance.

Removes references to a data file copy, backup piece, backup set, or archived
redo log from the recovery catalog, and updates records in the target control file
to status DELETED (see Example 2-45). Use CHANGE BACKUPSET .. UNCATALOG
to uncatalog all the backup pieces in a backupset.

The CHANGE ... UNCATALOG command does not touch physical backups and
copies. Use this command to notify RMAN when a file is deleted by some means
other than a DELETE command.

If you execute CHANGE ... UNCATALOG for afile in a Data Guard environment,
then RMAN does not attempt to cross-check the file before removing its metadata
from the recovery catalog. RMAN removes the metadata as requested regardless
of whether the file physically exists.

Caution: If you resynchronize from a backup control file, or upgrade the recovery
catalog, then records previously removed from the RMAN repository with

CHANGE ... UNCATALOG may reappear in the recovery catalog.

Note: The CHANGE ... UNCATALOG command cannot be used when you back

up target databases to Zero Data Loss Recovery Appliance, commonly known as
Recovery Appliance.

Does not display a prompt when performing an uncatalog operation with the
recovery catalog.

Executes the CHANGE for the specified device type only (see deviceSpecifier). This
option is valid only if you have configured automatic channels and have not
manually allocated channels. For example, if you run CHANGE UNCATALOG ...
DEVICE TYPE DISK, then RMAN only uncatalogs files on disk.

Specifies changes for failures recorded by the Data Recovery Advisor.

Starting in Oracle Database 19c, the Data Recovery Advisor (DRA) feature is
deprecated.

The deprecation of DRA includes deprecation of the following Oracle Recovery
Manager (RMAN) commands: LIST FAILURE, ADVISE FAILURE, REPAIR
FAILURE, and CHANGE FAILURE. Database administrators will no longer have
access to these commands. There is no replacement feature for DRA.
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Syntax Element Description

DB _UNIQUE NAME FROM Updates the metadata in the recovery catalog to reflect a new DB UNIQUE NAME
db unique name TO for a database in a Data Guard environment. The first value specifies the old
db_unique name DB _UNIQUE NAME for the database currently recorded in the recovery catalog,

whereas the second specifies the new DB_UNIQUE NAME.

RMAN must be connected to a recovery catalog and a mounted target database.
The target database must not have the DB UNIQUE NAME specified in the FROM
db_unique name parameter; otherwise, RMAN signals an error.

Typically, you use this command after you have changed the DB UNIQUE NAME
initialization parameter of a database and must update its metadata in the
recovery catalog. In general, do not run this command before performing any
other RMAN operations on a renamed database. The recommended practice is to
execute LIST DB _UNIQUE NAME before CHANGE DB_UNIQUE NAME.

Assume that you changed the DB_UNIQUE NAMF initialization parameter for a
standby database from standby oldto standby new. Typically, you execute
CHANGE DB UNIQUE NAME in the following scenarios:

e ALIST DB _UNIQUE NAME command shows the old DB_UNIQUE NAME value
but does not show the new one (see Example 2-49).

e ALIST DB _UNIQUE NAME command shows both the old and new
DB UNIQUE NAME values. When RMAN connects as TARGET to a database
with an unrecognized DB_UNIQUE NAME, RMAN implicitly registers the
instance as a new database. For this reason, LIST DB UNIQUE NAME
command can show both the old and new names (in this example,
standby old and standby new) for a database whose DB_UNIQUE NAME
initialization parameter has been changed.

In the scenario in which only the old name is listed, execute CHANGE

DB UNIQUE NAME FROM standby old TO standby new so that RMAN

changes the DB_UNIQUE NAME for standby oldto standby new inthe

recovery catalog.

In the scenario in which both the old and new names are listed, RMAN

automatically executes the following commands when you run CHANGE

DB UNIQUE NAME FROM standby old TO standby new:

1. CHANGE ARCHIVELOG ALL FOR DB UNIQUE NAME standby old RESET
DB _UNIQUE NAME

2. CHANGE BACKUP FOR DB UNIQUE NAME standby old RESET
DB_UNIQUE NAME

3. UNREGISTER DB _UNIQUE NAME standby old

Thus, RMAN changes the association of all backups for the DB UNIQUE NAME
specified in the FROM clause to the DB UNIQUE NAME specified in the TO clause.

resetDbUniqueNameOption

This clause enables you to associate backups made on one database in a Data Guard
environment with a different database in the environment. The following table explains the
RMAN behavior when different options are specified with RESET DB _UNIQUE NAME.
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Table 2-2 RESET DB_UNIQUE_NAME Options
|

TO db_unique_name FOR RMAN Behavior

DB_UNIQUE_NAME

No

Yes

No

Yes

No RMAN associates the maintSpec files with the
target database. RMAN also changes the
association of all backups that are not
associated with any database.

Typically, you would execute CHANGE with
these options after upgrading to an Oracle
Database 11g or later recovery catalog
schema, so that you can associate the
backups with the target database.

No RMAN associates the maintSpec files with the
database indicated by the TO
db unique name. RMAN also changes the
association of all backups that are not
associated with any database.

Yes RMAN restricts its operations to maintSpec
files that are associated with the database in
the FOR DB _UNIQUE NAME clause, and then
associates these files with the target database.

Yes RMAN restricts its operations to maintSpec
files that are associated with the database in
the FOR DB _UNIQUE NAME clause, and then
associates these files with the database
specified by TO db_unique name.

Syntax Element

Description

RESET DB UNIQUE NAME

TO db_unique name

Associates the files in maintSpec with the target database (see Example 2-48).
Table 2-2 explains the RMAN behavior when different options are specified.
When changing the association of the files from one database to another
database, RMAN deletes the duplicate names from the recovery catalog. For
example, if you change the association of data file copy /d1/df1.bak from
database standbyl to database prod, then the recovery catalog has only one
record for this file rather than two.

Use caution when specifying the RESET DB UNIQUE NAME option because you
cannot undo the effect of this command. For example, after you have changed
the association of the files associated with database standbyl to database
prod, the recovery catalog does not retain historical metadata about the
database with which these files were previously associated. However, you can
unregister database standbyl and connect RMAN again to standbyl, but the
recovery catalog is updated with all metadata from the standbyl control file.

Associates the files in maintSpec with the specified database in a Data Guard
environment.

changeFailure

This clause enables you to change the status of failures. Use the LIST FAILURE
command to show the list of failures.

ORACLE
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< Note:

Starting in Oracle Database 19c, the Data Recovery Advisor (DRA) feature is
deprecated.

The deprecation of DRA includes deprecation of the following Oracle Recovery
Manager (RMAN) commands: LIST FAILURE, ADVISE FAILURE, REPAIR FAILURE,
and CHANGE FAILURE. Database administrators will no longer have access to these
commands. There is no replacement feature for DRA.

Syntax Element

Description

FAILURE Enables you to change priority or close failures recorded in the Automatic
Diagnostic Repository. By default RMAN prompts for confirmation before
performing the requested change.

The target database to which RMAN is connected must be a single-instance
database and must not be a physical standby database.

ALL Changes only open failures.

CRITICAL Changes only critical failures.

HIGH Changes only failures with HIGH priority.

Low Changes only failures with LOW priority.

UNKNOWN Changes only failures whose priority cannot be determined until the database is
mounted.

failnum Changes only the specified failure.

EXCLUDE FAILURE Excludes the specified failures from the change. Use a comma-delimited list to

failnum specify multiple failures

CLOSED Closes the specified failures by setting their status to CLOSED.

PRIORITY Changes the priority of the specified failures to LOW or HIGH.

NOPROMPT Does not prompt for confirmation before modifying the specified failures.

Examples
Example 2-44 Updating Backups to Status UNAVAILABLE
Assume that you have temporarily moved backup set 4 to a different location because of a
space issue on disk. The backup, which has the key 4, is still listed as available:
RMAN> LIST BACKUP SUMMARY;
List of Backups
Key TY LV S Device Type Completion Time #Pieces #Copies Compressed Tag
1 B A A DISK 24-FEB-13 1 1 NO TAG20130427T115348
3 B A A DISK 24-MAR-13 1 1 NO TAG20130427T115452
4 B F A DISK 24-APR-13 1 1 NO TAG20130427T115456
You do not want to uncatalog the backup because you plan to move it back to its original
location when more disk space is available. Thus, you make the backup unavailable as
follows (sample output included):
RMAN> CHANGE BACKUPSET 4 UNAVAILABLE;
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changed backup piece unavailable
backup piece handle=/disk2/backup/c-3257893776-20130424-00 RECID=4 STAMP=588858897
Changed 1 objects to UNAVAILABLE status

Example 2-45 Uncataloging and Recataloging Archived Redo Log Files

In this example, you move all archived redo log files to a new directory, uncatalog
them, and then recatalog them in the new location:

RMAN> HOST '/bin/mv $ORACLE_HOME/dbs/*.arc /disk2/archlog/';
RMAN> CHANGE ARCHIVELOG ALL UNCATALOG;
RMAN> CATALOG START WITH '/disk2/archlog' NOPROMPT;

Example 2-46 Changing a Database Backup into an Archival Backup

Assume your goal to is to change a database backup into an archival backup, which
you plan to store offsite. Because the backup is consistent and requires no recovery,
you do not need to store archived redo log files with the backup. The example uses
the CHANGE ... KEEP FOREVER command to specify that the backup is never obsolete.

RMAN> CONNECT TARGET /
RMAN> CONNECT CATALOG rco@catdb

recovery catalog database Password: password

RMAN> CHANGE BACKUP TAG 'consistent db bkup' KEEP FOREVER;

Example 2-47 Changing the Status of a Failure

In the following example, the LIST FAILURE command shows that a data file has corrupt
blocks. The failure number is 5 and has a priority of HIGH. This data file contains
nonessential data, so you decide to change the priority of this failure to low.

RMAN> LIST FAILURE;

List of Database Failures
Failure ID Priority Status Time Detected Summary

5 HIGH OPEN 11-DEC-13 datafile 8 contains corrupt blocks
RMAN> CHANGE FAILURE 5 PRIORITY LOW;

List of Database Failures
Failure ID Priority Status Time Detected Summary

5 HIGH OPEN 11-DEC-13 datafile 8 contains corrupt blocks

Do you really want to change the above failures (enter YES or NO)? YES
changed 1 failures to LOW priority
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< Note:

Starting in Oracle Database 19c, the Data Recovery Advisor (DRA) feature is
deprecated.

The deprecation of DRA includes deprecation of the following Oracle Recovery
Manager (RMAN) commands: LIST FAILURE, ADVISE FAILURE, REPAIR FAILURE,
and CHANGE FAILURE. Database administrators will no longer have access to these
commands. There is no replacement feature for DRA.

Example 2-48 Associating Backups with a New Database in a Data Guard
Environment

Assume that standbyl, standby2, and standby3 are standby databases associated with
primary database is prod. This example assumes that RMAN is connected to target database
prod and a recovery catalog.

You are planning to remove standbyl from your environment, so you want to associate the
standbyl backups with your primary database. You are also planning to remove standby3
from your environment, so you want to associate the standby3 backups with standby2. You
execute the following commands:

CHANGE BACKUP FOR DB UNIQUE NAME standbyl RESET DB UNIQUE NAME;
CHANGE BACKUP FOR DB _UNIQUE NAME standby3 RESET DB UNIQUE NAME TO standby2;

Example 2-49 Updating a DB_UNIQUE_NAME in the Recovery Catalog

Assume that a standby database has the DB_UNIQUE NAME initialization parameter setting of
dgrdbms4, which you decide to change to sfrdbms4. You shut down the standby instance,
change the DB _UNIQUE NAME initialization parameter to sfrdbms4, and restart the standby
instance.

Later, to update the recovery catalog to reflect the changed unique name of the standby
database, you connect RMAN to the primary database and recovery catalog, and then
execute the CHANGE command as follows:

RMAN> CONNECT TARGET /
RMAN> CONNECT CATALOG rco@catdb

recovery catalog database Password: password

RMAN> CHANGE DB UNIQUE NAME FROM dgrdbms4 TO sfrdbms4;

2.9 CONFIGURE

ORACLE

Purpose

Use the CONFIGURE command to create or change a persistent configuration affecting RMAN
backup, restore, duplication, and maintenance jobs on a particular database. A configuration
is in effect for any RMAN session on this database until the configuration is explicitly cleared
or changed. You can use the SHOW command to display the configurations for one or more
databases.
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¢ See Also:

Oracle Database Backup and Recovery User's Guide to learn how to
configure the RMAN environment

Additional Topics
* Prerequisites

* Usage Notes

¢ Syntax

*  Semantics

*  Examples

Prerequisites
Execute this command only at the RMAN prompt.

Unless you specify the FOR DB_UNIQUE NAME clause, an RMAN connection to a target
database is required. The target database must be mounted or open.

In CDBSs, you must connect to the root to create or change configuration settings. You
cannot configure settings when connected to a PDB.

Usage Notes

The CONFIGURE command always stores a configuration for a target database in the
target database control file. If you use RMAN with a recovery catalog, then RMAN also
stores persistent configuration settings for each registered database in the catalog.

Default RMAN Configuration Settings

The RMAN CONFIGURE settings have defaults. You can return to the default for any
CONFIGURE command by rerunning the command with the CLEAR option, but you cannot
clear individual parameters in this way. For example, the following command is valid:

CONFIGURE CHANNEL DEVICE TYPE sbt CLEAR

However, the following command is invalid:

CONFIGURE CHANNEL DEVICE TYPE sbt MAXPIECESIZE 5M CLEAR

RMAN Configuration in a Data Guard Environment

In a Data Guard environment, Oracle recommends that you always use RMAN with a
recovery catalog. You can use the CONFIGURE command to create persistent RMAN
configurations for any individual primary or standby database in the Data Guard
environment, except settings for backup retention policy, tablespace exclusion, and
auxiliary names. Thus, the primary and standby databases can have different channel
configurations, control file autobackup locations, and so on.

You can use the FOR DB _UNIQUE NAME clause to configure a database to which RMAN
is not connected as TARGET. You can use CONFIGURE DB UNIQUE NAME to make a new
physical standby database known to the recovery catalog and implicitly register it.
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Syntax
configure::=
CLEAR
DB_UNIQUE_NAME rth rh
CONNECT IDENTIFIER F@uoted_string
H(delalConf)
- AUXNAME FOR DATAFILE |(datafileS CLEAR
atatliespec
: ] ]
H(backupConf)
H(cfauConf)
 COMPRESSION ALGORITHM OPTIMIZE FOR LOAD
CONFIGURE _ AS OF RELEASE |>(quoted_string N
quoted_string

H(deviceConf)

ENCRYPTION

-pdb_name
TABLESPACE | ﬁl}l
RMAN OUTPUT LEAR 1
TO KEEP FOR Jy(integer)y{ DAYS |J

SNAPSHOT CONTROLFILE NAME CLEAR

L G
forDbUniqueNameOption

(datafileSpec::=, backupConf::=, cfauConf::=, deviceConf::=, forDbUniqueNameOption::=)

delalConf::=

—)| ARCHIVELOG DELETION POLICY

APPLIED ON

BACKED UP p(integer)y TIMES TO DEVICE TYPE {(deviceSpecifier

STANDBY

SHIPPED TO

(deviceSpecifier::=)

backupConf::=
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EAR

ARCHIVELOG CL
BACKUP COPIES FOR DEVICE TYPE p(deviceSpecifier
e [ (CeviceS |r‘
| OFF )

CLEAR

pdb_name CLEAR
—>-—| EXCLUDE FOR TABLESPACEI ﬁl:h (tablespace_name ) ﬁl:h

—| BACKUP OPTIMIZATION

fomeD}

RECOVERY WINDOW OF |>Gnteger DAYS
REDUNDANCY |(integer

(deviceSpecifier::=, sizeSpec::=)

cfauConf::=
CONTROLFILE AUTOBACKUP
CLEAR

FORMAT FOR DEVICE TYPE F@eviceSpeCifier

oK

(deviceSpecifier::=, formatSpec::=)

deviceConf::=
_AUXILIAF{Y .integer allocOperandList
—— | CrANNEL ),/ ~——"\{{ DEVICE TYPE }(eviceSpecifer
CLEAR
CLEAR
[ DEFAULT DEVICE TYPE . _
N deviceSpecifier R

COMPRESSED

| DEVICE TYPE }(deviceSpecifier

BACKUP TYPE TO

PARALLELISM }(integer)

BACKUPSET }] |

(deviceSpecifier::=, allocOperandList::=)

forDbUniqueNameOption::=
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DB_UNIQUE_NAVE ALL ]

+[FOR

DB_UNIQUE_NAME

Semantics

configure

Syntax Element

Description

DB _UNIQUE NAME

Specifies the net service name for the physical standby database specified by

db_unique name CONNECT DB UNIQUE NAME. The CONNECT IDENTIFIER string must notinclude the

IDENTIFIER

database user name and password.

'connect_string' RMAN must also be connected to the primary database as TARGET. RMAN must

CLEAR
delalConf

ORACLE

be connected to a recovery catalog.

When you run the RESYNC CATALOG FROM DB _UNIQUE NAME command,
databases in a Data Guard environment use the net service name to connect
with the db_unique name database. For example, assume that a standby
database has the unique name standbyl and the net service name sbyl. You
connect RMAN as TARGET to the primary database and execute CONFIGURE
DB_UNIQUE NAME 'standbyl' CONNECT IDENTIFIER 'sbyl'.Every primary
and standby database in the environment uses the net service name sbyl when
it needs to make an Oracle Net connection to standbyl.

Note: When the target database needs to connect to other standby or primary
databases, it connects as the SYSDBA or SYSBACKUP user by using the existing
Data Guard authentication mechanisms.

Suppose that you recently connected RMAN as TARGET to the primary database
and used CONFIGURE ... FOR DB UNIQUE NAME standby new to configure
backup settings for standby database standby new. However, you have not yet
connected RMAN as TARGET to standby_new. In this case, you can execute
RESYNC CATALOG FROM DB UNIQUE NAME standby new. The primary
database uses the connect identifier to make an Oracle Net connection to the
standby database. When you later connect RMAN to the standby database,
RMAN pushes the configuration from the recovery catalog to the mounted control
file.

Note: If the database specified by CONFIGURE DB_UNIQUE NAME is not
registered in the recovery catalog, then RMAN implicitly registers it.

Returns a parameter to its default setting. See the Usage Notes.

Configures an archived redo log deletion policy.
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Syntax Element Description
AUXNAME FOR DATAFILE Configures the auxiliary file name for the specified target data file to ' filename'
datafileSpec CLEAR | TO (see Example 2-54). Specify CLEAR to unspecify the auxiliary file name.
'filename' If you are performing TSPITR or using DUPLICATE, then you can set AUXNAME to

preconfigure the file names for use on the auxiliary database without manually
specifying the auxiliary file names during the procedure. You cannot use
CONFIGURE AUXNAME for recovery set, you must use SET NEWNAME.

For example, use this command during TSPITR if the data files are on raw disk
and you must restore auxiliary data files to raw disk for performance reasons.
Typically, you set the AUXNAME parameter in TSPITR for the data files of the
SYSTEM and SYSAUX tablespaces and the tablespaces containing rollback or
undo segments. Do not overlay files which are in use by the production database
and can be discarded after TSPITR completes. In essence, the AUXNAME of a
data file is the location where TSPITR can create a temporary copy of it.

When renaming files with the DUPLICATE command, CONFIGURE AUXNAME is an
alternative to SET NEWNAME. The difference is that after you set the AUXNAME the
first time, you do not need to reset the file name when you issue another
DUPLICATE command: the AUXNAME setting remains in effect until you issue
CONFIGURE AUXNAME ... CLEAR. In contrast, you must reissue the SET
NEWNAME command every time you execute the DUPLICATE command.

See Also: Oracle Database Backup and Recovery User’s Guide to learn how to

perform RMAN TSPITR, and Oracle Database Backup and Recovery User’'s
Guide to learn how to duplicate a database with RMAN

backupConf Configures default backup options such as duplexing, optimization, excluding
tablespaces, backup set sizes, and retention policies.

cfauConf Configures control file autobackup settings.
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Syntax Element Description

COMPRESSION ALGORITHM Specifies the algorithm that RMAN uses to create compressed backup sets.

'algorithm name' The default compression algorithm setting is BASIC and does not require the
Advanced Compression Option.

If, however, you have enabled the Advanced Compression Option, you can
choose from the following compression levels:

e HIGH - Best suited for backups over slower networks where the limiting
factor is network speed

e MEDIUM -Recommended for most environments. Good combination of
compression ratios and speed

e LOW - Least impact on backup throughput and suited for environments where
CPU resources are the limiting factor.

Note: The compression ratio generally increases from LOW to HIGH, with a

trade-off of potentially consuming more CPU resources.

Since the performance of the various compression levels depends on the nature
of the data in the database, network configuration, system resources and the type
of computer system and its capabilities, Oracle cannot document universally
applicable performance statistics. The decision about which level is best must
factor in on how balanced your system is regarding bandwidth into the CPU and
the actual speed of the CPU. It is highly recommended that you run tests with the
different compression levels on the data in your environment. Choosing a
compression level based on your environment, network traffic characteristics
(workload) and data set is the only way to ensure that the backup set
compression level can satisfy your organization's performance requirements and
any applicable service level agreements.

Note: The VSRMAN COMPRESSION ALGORITHM view describes the supported
algorithms.

See Also: Oracle Database Reference entry for
VSRMAN COMPRESSION ALGORITHM.

OPTIMIZE FOR LOAD Specifies whether Oracle Database performs pre-compression block processing

{TRUE | FALSE } when compressed backups have been requested. TRUE is the default and FALSE
enables pre-compression processing. The default behavior is not to perform pre-
compression block processing. Such processing can consume extra CPU
resources, and is not needed for blocks that contain all originally loaded data, and
have never been the subject of single-row inserts and deletes. Specifying FALSE
uses additional CPU resources to perform pre-compression block processing
which consists of internal block cleanups and defragmentation that can result in
improved levels of binary compression.

See Also: Oracle Database Backup and Recovery User's Guide to learn more
about this option.

AS OF RELEASE Specifies the release version. The version number uses the release number
format and may use as many as 5 numbers to fully qualify the release. For

‘version'
example, 10.2.0.3.0 and 11.2 are acceptable values. This option ensures
compression algorithm stability across future releases.

deviceConf Configures default backup settings for devices, such as the default backup

device, channel configurations for devices, default backup types for each device,
and parallelism.
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ENCRYPTION

ALGORITHM
'algorithm name'

FOR DATABASE [ON |
OFF | CLEAR]

FOR TABLESPACE
tablespace name [ON |
OFF | CLEAR]

FOR TABLESPACE
pdb _name:tablespace name
[ON | OFF | CLEAR]

RMAN OUTPUT TO KEEP FOR
integer DAYS

ORACLE

Specifies transparent-mode encryption settings for the database or tablespaces.

This configuration applies unless overridden with the SET ENCRYPTION
command. Options specified for an individual tablespace take precedence over
options specified for the whole database.

See Also: "Encryption of Backup Sets" to learn about the different modes of
backup encryption, and Oracle Database Advanced Security Guide to learn about
transparent data encryption

Specifies the default algorithm to use for encryption when writing backup sets.
Possible values are listed in V$RMAN_ENCRYPTION_ALGORITHMS. The CLEAR
option resets the database to the default value.

Specifies whether to enable transparent encryption for the entire database. The
options are as follows:

e ON enables encryption for all database files.

e OFF turns off encryption for all database files.

e CLEAR restores the default setting of OFF.

Note: You must use the SET ENCRYPTION IDENTIFIED BY command to enable
password encryption.

Specifies whether to enable transparent encryption for one or more tablespaces.

Configured settings for a tablespace always override configuration set at the

database level. The options are as follows:

*  ON enables encryption for the specified tablespace unless SET ENCRYPTION
OFF FOR ALL TABLESPACES is used.

e QOFF disables encryption for the specified tablespace unless SET
ENCRYPTION ON FOR ALL TABLESPACES is used.

*  CLEAR means that encryption for the specified tablespace is determined by
the current default for the whole database.

Note: You must use the SET ENCRYPTION IDENTIFIED BY command to enable

password encryption.

The name of the tablespace in a CDB. Multiple databases can have tablespaces
with the same name. A qualifier before the name uniquely identifies the
tablespace. pdb-name is the name of a PDB.

See the previous description of FOR TABLESPACE.

Configures RMAN output logging to the number of days specified by integer.
Information regarding the output of RMAN commands is stored in two views,
RC_RMAN OUTPUT and VSRMAN OUTPUT. When you configure output logging to
integer days, any logging entry that is older than integer days is deleted from
both the RC_RMAN OUTPUT and VSRMAN OUTPUT views.

For example, assume that the existing output logging configuration is set to 20
days. You use the CONFIGURE command to change output logging to 10 days.
Any logging entries that are older than 10 days are deleted from

RC_RMAN OUTPUT and V$_RMAN OUTPUT.

To disable RMAN output logging, set integer to zero, as shown in the following
example.

CONFIGURE RMAN OUTPUT TO KEEP FOR 0 DAYS;
When you disable output logging, no logging information is stored in the

RC_RMAN OUTPUT and VSRMAN OUTPUT views. Existing logging entries in
RC_RMAN OUTPUT are deleted.
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CLEAR Clears the existing RMAN output logging configuration and resets it to 7 days,
which is the default.
RMAN stores output logging information in the RC_RMAN OUTPUT and
VSRMAN OUTPUT views. When you clear the output logging configuration, any
logging entry that is older than 7 days (the default value) is deleted from the
RC_RMAN OUTPUT view. Entries older than 7 days in the VSRMAN RMAN OUTPUT
view are not deleted immediately. They are deleted only when the maximum
number of rows permitted for this view is exceeded.

SNAPSHOT CONTROLFILE Configures the snapshot control file name and location to ' filename'. If you run
NAME TO 'filename' CONFIGURE SNAPSHOT CONTROLFILE NAME CLEAR, then RMAN sets the
snapshot control file name to its default.
The default value for the snapshot control file name is platform-specific and
dependent on Oracle home. For example, the default on some UNIX systems
is ?/dbs/snapcf @.f. If you clear the control file name, and if you change
Oracle home, then the default location of the snapshot control file changes as
well.
The snapshot control file name is valid for this database only. Assume that you
configure the snapshot control file name to a nondefault value on the primary
database. If you use DUPLICATE to create a standby database, then the
snapshot control file location on the standby database is set to the default value.
If desired, you can then configure the snapshot location on the standby database
to a nondefault value.
See Also: Oracle Database Backup and Recovery User's Guide for more
information about snapshot control files

forDbUniqueNameOption Creates an RMAN configuration in the recovery catalog for the database in a
Data Guard environment specified by DB UNIQUE NAME. You can specify a single
database with db_unique name or use ALL for all databases in the recovery
catalog that share the DBID of the target database (or DBID specified by the SET
DBID command).

A recovery catalog is required when performing operations in a Data Guard
environment. RMAN must be connected as TARGET to a mounted or open
database (which can be a primary or standby database), or you must identify the
target database with the SET DBID command. Thus, you can use this clause to
create a persistent configuration for a standby database without connecting as
TARGET to the standby or primary database. For example, you can create a
configuration for a standby database before its creation so that the configuration
applies after the database is created (see Example 2-56).

When you specify FOR DB_UNIQUE NAME, RMAN directly updates the
configuration metadata in the recovery catalog. When RMAN connects as
TARGET to a database whose configurations were changed with FOR

DB UNIQUE NAME, RMAN updates the mounted control file with the configuration
metadata from the recovery catalog.

Note: It is possible to run CONFIGURE locally on a standby database and then run
CONFIGURE FOR DB _UNIQUE NAME for the same database while RMAN is not
connected to this database as TARGET. In this case, the configuration in the
recovery catalog overrides the configuration in the control file for the specific
database.

delalConf

This subclause manages persistent configurations for archived redo log deletion policy.
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ARCHIVELOG DELETION POLI Determines when archived redo log files are eligible for deletion.

94 The archived log deletion policy applies to all log archiving destinations, including
the fast recovery area. The policy does not apply to archived redo log files in
backup sets.

Only archived redo log files in the fast recovery area are automatically deleted by
the database. You can execute the BACKUP ... DELETE INPUT, DELETE
ARCHIVELOG, or DELETE OBSOLETE commands to delete logs manually from log
archiving destinations, including the recovery area. If FORCE is not specified on
the deletion commands, then these deletion commands obey the archived log
deletion policy. If FORCE is specified, then the deletion commands ignore the
archived log deletion policy.

In the recovery area, the database retains logs eligible for deletion if possible.
The database deletes the oldest logs first when disk space is required. When the
recovery area is under disk pressure, the database may delete archived redo log
files that are reclaimable according to the fast recovery area rules.

Note: The deletion policy does not apply to foreign archived redo log files, which
are logs received by a logical standby database for a LogMiner session. These
logs are transferred from a primary database, but unlike ordinary archived redo
log files they have a different DBID. Foreign archived redo log files cannot be
backed up or restored on a logical standby database.

TO APPLIED ON Archived redo log files are eligible for deletion if both of the following conditions
[ALL] STANDBY are met:
*  The archived redo log files have been applied to the required standby
databases.
e The logs are not needed by the BACKED UP ... TIMES TO DEVICE TYPE
deletion policy. If the BACKED UP policy is not set, then this condition is
always met.

When valid standby remote databases exist, this policy is applicable to primary
databases, standby databases, and FAR SYNC standby databases.

For primary databases, the archived redo log files are eligible for deletion after

they are applied on the standby. If no valid standby database exists, then RMAN

uses TO NONE as the policy. For standby databases, the archived redo log files

are eligible for deletion after they are applied on the standby database and on any

cascading standby databases.

Which remote destinations are considered depends on the following criteria:

* If you do not specify ALL, then archived redo log files are eligible for deletion
after being applied to all mandatory remote destinations.

« If you specify ALL, then archived redo log files are eligible after being applied
or consumed on all remote destinations, whether mandatory or not.

For example, standby database sbyl may be the only remote destination
receiving logs, but other remote destinations may apply logs by referring to
the same location on sbyl. With ALL, sbyl marks the log on the primary
database as consumed as soon as it is not required at sby1, but does not
permit deletion of this log until it is applied or consumed by all other
dependent remote destinations referring to the same location.

Note: It is invalid to specify the TO APPLIED clause in combination with either

NONE or the TO SHIPPED clause.

See Also: Oracle Data Guard Concepts and Administration for details
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BACKED UP integer Archived redo log files are eligible for deletion if both of the following conditions

TIMES TO DEVICE are met:
TYPE deviceSpecifier +  The specified number of archived log backups exist on the specified device

type.

e The logs are not needed by the TO SHIPPED TO ... STANDBY or TO
APPLIED ON ... STANDBY deletion policy. If the TO SHIPPED TO policy is

not set, then this condition is always met.
If you configure the deletion policy with this clause, then a BACKUP ARCHIVELOG
command copies the logs unless integer backups exist on the specified device
type. If integer backups of the logs exist, then the BACKUP ARCHIVELOG
command skips the logs. In this way, the archived log deletion policy functions as
a default NOT BACKED UP integer TIMES clause on the BACKUP ARCHIVELOG
command. You can override this deletion policy by specifying FORCE option on the
BACKUP command.

See Also: deviceSpecifier

TO NONE Disables the archived log deletion policy. This is the default setting.

Archived redo log files can be located inside or outside of the fast recovery area.
Logs in any location can be deleted by manual commands. Only logs in the fast
recovery area can be deleted automatically by the database.

*  When remote destinations are configured for the target database, archived
redo log files, whether in the fast recovery area or outside of it, are eligible for
deletion if have been transferred to the required remote destinations
specified by LOG_ARCHIVE DEST n.

*  When no remote destinations are configured, archived redo log files in the
fast recovery area are eligible for deletion if they have been backed up at
least once to disk or SBT or the logs are obsolete according to the backup
retention policy.

The backup retention policy considers logs obsolete only if the logs are not
needed by a guaranteed restore point and the logs are not needed by
Flashback Database. Archived redo log files are needed by Flashback
Database if the logs were created later than

SYSDATE-'DB_FLASHBACK RETENTION TARGET'.

For example, suppose that archived redo log files have been transferred to
required remote destinations. The logs are obsolete according to the recovery
window retention policy, but have not been backed up. In this case, the logs are
eligible for deletion. Alternatively, suppose that the logs are obsolete and have
been backed up to SBT, but have not been transferred to required remote
destinations. In this case, the logs are not eligible for deletion.

If the deletion policy is set to NONE, and if you execute a deletion command for
archived redo log files outside the fast recovery area, then RMAN obeys only the
conditions specified on the deletion command.
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TO SHIPPED TO Archived redo log files are eligible for deletion if both of the following conditions
[ALL] STANDBY are met:

e The archived redo log files have been transferred to the required remote
destinations.

e The logs are not needed by the BACKED UP ... TIMES TO DEVICE TYPE
deletion policy. If the BACKED UP deletion policy is not set, then this condition
is always met.

When valid standby remote databases exist, this policy is applicable to primary

databases, standby databases, and FAR SYNC standby databases.

e For primary databases:
— If valid standby configurations exist, then the archived redo log files are
eligible for deletion after they are shipped to the standby.
— If no valid standby database exists, then RMAN uses TO NONE as the
default policy.
e For standby databases:
— If valid cascading standby configurations exist, then the archived redo

log files are eligible for deletion after they are shipped to the cascading
standby database.

— If no valid cascading standby configurations exist, then RMAN uses TO
NONE as the default policy.

Which remote destinations are considered depends on the following criteria:

*  If you do not specify ALL, then the archived redo log files are eligible for
deletion after transfer to mandatory remote destinations only.

* If you specify ALL, then the logs are eligible for deletion after transfer to all
remote destinations, whether mandatory or not.

Note: It is invalid to specify the TO SHIPPED clause in combination with NONE or

the TO APPLIED clause.

See Also: Oracle Data Guard Concepts and Administration for details

backupConf

This subclause manages persistent configurations relating to the BACKUP command.
One configuration is backup optimization. If you enable backup optimization, then
RMAN does not back up a file to a device type if the identical file is already backed up
on the device type.

Table 2-3 explains the criteria used by backup optimization to determine whether a file
is identical and can potentially be skipped. The table also explains the algorithm that
RMAN uses when backup optimization is enabled and it needs to determine whether
to skip the backup of an identical file. If RMAN does not skip a backup, then it makes
the backup exactly as specified.
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Table 2-3 Backup Optimization Algorithm

File Type Criteria for an Identical File

Backup Algorithm When Backup Optimization Is Enabled

Data file The data file must have the
same DBID, checkpoint SCN,
creation SCN, and RESETLOGS
SCN and time as a data file
already in a backup. The data
file must be offline-normal,
read-only, or closed normally.

Archived redo The archived redo log must

log have the same thread,
sequence number, and
RESETLOGS SCN and time as
an archived log already in a
backup.

Backup set The backup set must have the
same record ID and stamp as
an existing backup set.

If a recovery window-based retention policy is enabled, then
whether RMAN skips a data file depends on the backup media.
For backups to tape, if the most recent backup is older than the
recovery window, then RMAN takes another backup of a data file
even if a backup of an identical data file exists. In this way, tapes
can be recycled after they expire.

For backups to disk, RMAN skips the backup if an identical data
file is available on disk, even if that backup is older than the
beginning of the recovery window. The window-based retention
policy causes RMAN to retain the old backup if it is needed.

If a retention policy is enabled with CONFIGURE RETENTION
POLICY TO REDUNDANCY r, then RMAN skips backups only if at
least n backups of an identical file exist on the specified device,
where n=r+1.

If no retention policy is enabled, then RMAN skips a backup only
if at least n backups of an identical file exist on the specified
device. RMAN searches for values of n in this order of
precedence (that is, values higher on the list override values
lower on the list):

1. BACKUP ... COPIESn
2. SET BACKUP COPIES n

3. CONFIGURE DATAFILE BACKUP COPIES FOR DEVICE
TYPE ... TOn

4. n=1

RMAN skips a backup only if at least n backups of an identical
file exist on the specified device. RMAN searches for values of n
in this order of precedence (that is, values higher on the list
override values lower on the list):

1. BACKUP ... COPIESn
2. SET BACKUP COPIES n

3. CONFIGURE ARCHIVELOG BACKUP COPIES FOR DEVICE
TYPE ... TOn

4. n=1

RMAN skips a backup only if at least n backups of an identical
file exist on the specified device. By default, n=1. RMAN
searches for other values of n in this order of precedence (that
is, values higher on the list override values lower on the list):

1. BACKUP ... COPIESn
2. SET BACKUP COPIES n

3. n=1

ORACLE
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{ARCHIVELOG | DATAFILE}  Specifies the number of copies of each backup set for DATAFILE (both data files
BACKUP COPIES and control files) or ARCHIVELOG files on the specified device type (see

FOR DEVICE TYPE Example 2-51). You can create from 1 (default) to 4 copies.

deviceSpecifier TO integer = RMAN can duplex backups to either disk or tape, but cannot duplex backups to
tape and disk simultaneously. When backing up to tape, ensure that the number
of copies does not exceed the number of available tape devices. Also, if COPIES
is greater than 1, then the BACKUP TAPE IO SLAVES initialization parameter
must be enabled on the target database.
Control file autobackups are never duplexed. Also, duplexing is not permitted in
the fast recovery area.
If duplexing is specified in the BACKUP command or in a SET BACKUP COPIES
command, then the CONFIGURE setting is overridden.

BACKUP OPTIMIZATION [ON | Toggles backup optimization ON or OFF (default). Specify CLEAR to return
OFF | CLEAR] optimization to its default value of OFF.

Backup optimization is enabled when all of the following conditions are met:

e The CONFIGURE BACKUP OPTIMIZATION ON command has been run.

e You run BACKUP DATABASE, BACKUP ARCHIVELOG with the ALL or LIKE
options, BACKUP BACKUPSET ALL, BACKUP RECOVERY AREA, BACKUP
RECOVERY FILES, or BACKUP DATAFILECOPY.

The RMAN job uses a channel of only one device type.

Optimization prevents RMAN from backing up a file to a device type if the

identical file is already backed up on the device type. RMAN does not signal an

error if backup optimization causes all files to be skipped during a backup. The

backup retention policy affects which files backup optimization skips.

For two files to be identical, their content must meet the requirements described

in Table 2-3. When you create backup pieces on disk or on media managed by

Oracle Secure Backup, optimization excludes undo data from the backup when

the data does not belong to an active transaction.

Note: BACKUP ... DELETE INPUT deletes all specified archived redo log

whether or not optimization would skip these files during a backup.

Note: You can override backup optimization with the FORCE option of the
BACKUP command.

See Also: Oracle Database Backup and Recovery User's Guide for a description
of how RMAN determines that it can skip the backup of a file

EXCLUDE FOR TABLESPACE Excludes the specified tablespace from BACKUP DATABASE and RESTORE
tablespace name [CLEAR] DATABASE commands (see Example 2-53). You cannot exclude the SYSTEM
tablespace.

The BACKUP command default does not exclude tablespaces. You must declare
the option to use it. The exclusion is stored as an attribute of the tablespace and
not to the individual data files. In this manner, the exclusion applies not only to the
present set of data files but also to any files that are added to this tablespace in
the future. If you run CONFIGURE ... CLEAR on a tablespace after excluding it,
then it returns to the default configuration of nonexclusion.

You can still back up an excluded tablespace by explicitly specifying it in a
BACKUP command or by specifying the NOEXCLUDE option on a BACKUP
DATABASE command. Similarly, you can restore an excluded tablespace by
specifying it in the RESTORE TABLESPACE command.
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EXCLUDE FOR TABLESPACE
pdb name:tablespace name
[CLEAR]

MAXSETSIZE

TO sizeSpec

TO UNLIMITED
RETENTION POLICY

TO NONE

TO RECOVERY WINDOW OF
integer DAYS

ORACLE

The name of the tablespace in a PDB. Multiple PDBs can have tablespaces with
the same name. A qualifier before the name uniquely identifies the tablespace.
pdb-name is the name of a PDB.

See the previous description of EXCLUDE FOR TABLESPACE.

Specifies the maximum size of each backup set created on a channel. Use the
CLEAR option to return MAXSETSIZE to the default value of UNLIMITED.

Note: This option is ignored by BACKUP AS COPY.

Specifies the maximum size of each backup set as integer gigabytes, kilobytes,
or megabytes.

Specifies no size limit for backup sets.

Specifies a persistent, ongoing policy for backup sets and copies that RMAN
marks as obsolete, that is, not needed and eligible for deletion.

As time passes, RMAN marks backup sets and copies as obsolete according to
the criteria specified in the retention policy. RMAN automatically deletes obsolete
backup sets and copies in the fast recovery area when space is needed. RMAN
does not automatically delete obsolete files outside the fast recovery area: you
must manually execute DELETE OBSOLETE to remove them.

For backups, the basic unit of the retention policy is a backup set (not a backup
piece) or image copy. For example, BACKUP AS BACKUPSET COPIES 4
TABLESPACE users creates a single backup set that is duplexed into four
identical backup pieces. The retention policy considers this as one backup, not
four separate backups.

Note: Use the CLEAR option to return RETENTION POLICY to its default of
REDUNDANCY 1.

Disables the retention policy feature. RMAN does not consider any backup sets
or copies as obsolete.
Specifies a time window in which RMAN can recover the database.

The window stretches from the current time (SYSDATE) to the point of
recoverability, which is the earliest date to which you want to recover. The point of
recoverability is SYSDATE - integer days in the past. Use this setting to restore
or recover dropped tablespaces or data files.

Note: The REDUNDANCY and RECOVERY WINDOW options are mutually exclusive.
Only one type of retention policy can be in effect at any time.
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TO REDUNDANCY integer

Retains integer full or level 0 backups of each data file and control file. The
default retention policy setting is REDUNDANCY 1. This setting considers only the
current set of data files.

If more than integer full or level 0 backups of a data file or control file exist, then
RMAN marks these extra files as obsolete. RMAN then determines the oldest of
the retained backups and marks all archived redo log files and log backups older
than this backup as obsolete. The DELETE OBSOLETE command removes
obsolete data file backups (full or incremental), control file backups, and archived
log backups or image copies.

The following scenario illustrates how redundancy works in an incremental
backup strategy. Assume that the redundancy level is 1. You run a level 0
database backup at noon Monday, a level 1 cumulative backup at noon on
Tuesday and Wednesday, and a level O backup at noon on Thursday. Immediately
after each daily backup you run a DELETE OBSOLETE. The Wednesday DELETE
command does not remove the Tuesday level 1 backup because this backup is
not redundant: the Tuesday level 1 backup could be used to recover the Monday
level 0 backup to a time between noon on Tuesday and noon on Wednesday.
However, the DELETE command on Thursday removes the previous level 0 and
level 1 backups.

Note: The REDUNDANCY and RECOVERY WINDOW options are mutually exclusive.
Only one type of retention policy can be in effect at any time.

cfauConf

This subclause creates persistent configurations relating to control file autobackups.

Syntax Element

Description

CONTROLFILE AUTOBACKUP

ORACLE

Controls the control file autobackup feature.

By default, control file autobackup is turned on for CDBs and standalone
databases with the COMPATIBLE initialization parameter set to 12.2 or higher.

Note: Oracle recommends that you enable the control file autobackup feature.
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ON Performs a control file autobackup in the following circumstances:
e After every BACKUP or CREATE CATALOG command issued at the RMAN
prompt.

¢ Whenever a BACKUP command within a RUN block is followed by a command
that is not BACKUP.

* Atthe end of every RUN block if the last command in the block was BACKUP.

e After structural changes for databases in ARCHIVELOG mode. The

autobackup after structural changes does not occur for databases in
NOARCHIVELOG mode.

Structural changes include adding tablespaces, altering the state of a
tablespace or data file (for example, bringing it online), adding a new online
redo log, renaming a file, adding a new redo thread, enabling or disabling
Flashback Database, and so on. This type of autobackup, unlike
autobackups that occur in the preceding circumstances, is only to disk. You
can run CONFIGURE CONTROLFILE AUTOBACKUP FOR DEVICE TYPE DISK
to set a nondefault disk location.
Starting with Oracle 11g Release 2, RMAN creates a single autobackup file
encompassing all of the structural changes that have occurred within a few
minutes of each other rather than creating a new backup of the controlfile on
each structural change to the database.
The first channel allocated during the backup or copy job creates the autobackup
and places it into its own backup set; for post-structural autobackups, the default
disk channel makes the backup. RMAN writes the control file and server
parameter file to the same backup piece. After the control file autobackup
completes, the database writes a message containing the complete path of the
backup piece and the device type to the alert log.
The default location for the autobackup on disk is the fast recovery area (if
configured) or a platform-specific location (if not configured). RMAN automatically
backs up the current control file using the default format of %F. You can change
the location and file name format with the CONFIGURE CONTROLFILE
AUTOBACKUP FORMAT and SET CONTROLFILE AUTOBACKUP FORMAT
commands.
You cannot configure RMAN to write the autobackup to multiple locations. To
create multiple control file backups, you can make the last command in your
backup job a BACKUP CURRENT CONTROLFILE FORMAT command, which backs
up the control file to the specified FORMAT location and then executes an
autobackup.
Note: The SET CONTROLFILE AUTOBACKUP FORMAT command, which you can
specify either within a RUN block or at the RMAN prompt, overrides the configured
autobackup format in the session only. The order of precedence is:

1. SET within a RUN block
2. SET at RMAN prompt
3. CONFIGURE CONTROLFILE AUTOBACKUP FORMAT

You can configure the autobackup format even when CONFIGURE CONTROLFILE
AUTOBACKUP is set to OFF, but RMAN does not generate autobackups in this
case. For RMAN to make autobackups, you must set CONFIGURE CONTROLFILE
AUTOBACKUP to ON.
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OFF

CLEAR
FORMAT FOR

Disables the autobackup feature.

Any BACKUP command that includes data file 1 automatically includes the
current control file and server parameter file in the backup set. Otherwise, RMAN
does not include these files.

Returns this configuration to its default setting of ON.

Configures the default location and file name format for the control file

DEVICE TYPE deviceSpecifier autobackup on the specified device type (see Example 2-55).

TO formatSpec

By default, the format is %F for all devices. Any default format string specified
with CONFIGURE must include the %F substitution variable. Use of any other
substitution variable is an error. Specify CLEAR to return the format to the default
$F.

If a fast recovery area is enabled, and if the format is the default '%F', then
RMAN creates the autobackup in the recovery area in a directory named
autobackup. Otherwise, the default autobackup location is an operating system-
specific location (? /dbs on UNIX, Linux, and Windows).

The string # default in the output of the SHOW command indicates when RMAN
is using the default format. If you manually configure the disk format to '$F', then
RMAN creates the autobackups in the operating system-specific default location
even though the recovery area is enabled. To change the format back to its
default so that RMAN creates the autobackups in the recovery area, run
CONFIGURE AUTOBACKUP FORMAT FOR DEVICE TYPE DISK CLEAR

The formatSpec can specify an Automatic Storage Management disk group. The
following example configures a channel for an ASM disk group:

CONFIGURE CONTROLFILE AUTOBACKUP FOR DEVICE TYPE DISK TO '+dgroupl';

See Also: formatSpec for the semantics of the $F substitution variable

ORACLE

deviceConf
This subclause creates persistent configurations relating to channels and devices.
Names for Configured Channels

RMAN determines the names for configured channels. RMAN uses the following
convention: ORA_devicetype n, where devicetype refers to the user device type (such
as DISK or sbt_tape) and n refers to the channel number. Channel names beginning
with the ORA_ prefix are reserved by RMAN for its own use. You cannot manually
allocate a channel with a name that begins with OrRA .

¢ Note:

The sbt and sbt_tape device types are synonymous, but RMAN output
always displays sbt_tape whether the input is sbt or sbt_tape.

RMAN names the first DISK channel ORA DISK 1, the second ORA DISK 2, and so on.
RMAN names the first sbt channel ORA SBT TAPE 1, the second ORA SBT TAPE 2, and
so on. When you parallelize channels, RMAN always allocates channels in numeric
order, starting with 1 and ending with the parallelism setting (CONFIGURE DEVICE

TYPE ... PARALLELISM n).
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To run BACKUP or jobs on specific configured channels, use the system-generated channel
names. If you specify channel numbers in the CONFIGURE CHANNEL command (see the
deviceConf clause), then RMAN uses the same numbers in the system-generated channel
names.

Automatic channel allocation also applies to maintenance commands. If RMAN allocates an
automatic maintenance channel, then it uses the same naming convention as any other
automatically allocated channel.

Configured Channels in an Oracle RAC Environment

When using RMAN in an Oracle RAC environment, Oracle recommends that you specify a
TARGET connect string that establishes sessions on various instances in the cluster,
depending on their load and availability.

Oracle does not recommend using the CONNECT option to configure individual channels to
connect to specific Oracle RAC instances, because they make your RMAN script dependent
on the particular instances named in the channel configuration. If just one of those instances
is unavailable, then your backup script fails to run. Using a load-balancing connect string
makes your RMAN scripts both easier to code and more resilient to individual instance
failures.

If you decide to use the CONNECT option to direct RMAN channels to specific nodes, then
Oracle strongly recommends that you not use passwords in your channel configuration. If the
password for the user with SYSACKUP privilege for every instance is the same as the password
in the TARGET connection, you only need to configure your channels with CONNECT
"@nodename". RMAN connects to that channel with the user ID and password from the TARGET
connection.
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[AUXILIARY] CHANNEL
[ integer] DEVICE TYPE
deviceSpecifier

allocOperandList

CLEAR

ORACLE

Specifies the standard or AUXILIARY channel that you are configuring or
clearing, and the device type of the channel.

Note: Channels allocated with ALLOCATE CHANNEL within a RUN command
override configured automatic channels.

Either configure a generic channel or specify a channel number, where integer
is less than 255. See Example 2-53 for an illustration of numbered channels.

If AUXILIARY is specified, then this configuration is used only for channels
allocated at the auxiliary instance. Specify configuration information for auxiliary
channels if they require different parameters from the channels allocated at the
target instance. If no auxiliary device configuration is specified, then RMAN
configures any auxiliary channels using the target database device configuration.
You must specify at least one channel option. For example, you cannot issue a
command such as CONFIGURE CHANNEL 2 DEVICE TYPE DISK, butyou can
issue a command such as CONFIGURE CHANNEL 2 DEVICE TYPE DISK
MAXPIECESIZE 2500K

For generic channels of a specified device type, a new command erases previous
settings for this device type. Assume that you run these commands:

CONFIGURE CHANNEL DEVICE TYPE sbt MAXPIECESIZE 1G;
CONFIGURE CHANNEL DEVICE TYPE sbt FORMAT 'bkup %U';

The second command erases the MAXPIECESIZE setting of the first command.

Note: RMAN does not simultaneously allocate automatic channels for multiple
device types in the BACKUP command.

See Also: Oracle Database Backup and Recovery User's Guide to learn how
configure automatic channels specified by channel number

Specifies control options for the configured channel.

If you configure channels by using the nondefault CONNECT or PARMS options to
create backups or copies, then you must either use the same configured
channels or manually allocate channels with the same options to restore or cross-
check these backups.

The FORMAT parameter can specify an Automatic Storage Management disk
group. The following example configures a channel for an ASM disk group:

CONFIGURE CHANNEL DEVICE TYPE DISK FORMAT '+dgroupl';

See Also: allocOperandList

Clears the specified channel. For example, CONFIGURE CHANNEL 1 DEVICE
TYPE DISK CLEAR returns only channel 1 to its default, whereas CONFIGURE
CHANNEL DEVICE TYPE DISK CLEAR returns the generic disk channel to its
default. You cannot specify any other channel options (for example, PARMS) when
you specify CLEAR.
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Syntax Element

Description

DEFAULT DEVICE TYPE TO
deviceSpecifier

DEVICE TYPE deviceSpecifier

BACKUP TYPE TO
[ [COMPRESSED] BACKUPSET
COPY]

ORACLE

Specifies the default device type for automatic channels. By default, DISK is the
default device type. CLEAR returns the default device type to DISK.

By default, the BACKUP command only allocates channels of the default device
type. For example, if you configure automatic channels for DISK and sbt and set
the default device type to sbt, then RMAN only allocates tape channels when
you run the BACKUP DATABASE command. You can override this behavior either
by manually allocating channels in a RUN command, or by specifying DEVICE
TYPE on the BACKUP command itself (see Example 2-51).

The RESTORE command allocates automatic channels of all configured device
types, regardless of the default device type. The RESTORE command obeys the
PARALLELISM setting for each configured device type.

Specifies the device type (disk or sbt) to which to apply the settings specified in
this CONFIGURE command. The CLEAR option resets backup type and parallelism
settings for this device to their defaults.

If you run the CONFIGURE DEVICE TYPE command to configure default settings
for a device type and do not run CONFIGURE CHANNEL for this device type, then
RMAN allocates all channels without other channel control options. Assume that
you configure the sbt device and run a backup as follows:

CONFIGURE DEVICE TYPE sbt PARALLELISM 1;
BACKUP DEVICE TYPE sbt DATABASE;

In effect, RMAN does the following when executing this backup:

RUN

{
ALLOCATE CHANNEL ORA SBT TAPE 1 DEVICE TYPE sbt;
BACKUP DATABASE;

}

Configures the default backup type for disk or tape backups. For SBT devices the
COPY option is not supported. The default for disk is BACKUPSET.

If BACKUP TYPE is set to BACKUPSET, then the BACKUP command always
produces backup sets regardless of which media the backup is created on. With
the COMPRESSED option, the backup sets produced use binary compression.

The default location for disk backups is the fast recovery area, if one is
configured; otherwise, RMAN stores backups in a platform-specific location. The
default format for backup file names is %U.

2-91



Chapter 2
CONFIGURE

Syntax Element

Description

PARALLELISM

SPARSE [ON|OFF]

integer

Configures the number of automatic channels of the specified device type
allocated for RMAN jobs. By default, PARALLELISM is setto 1.

Note: The CONFIGURE ... PARALLELISM parameter specifies channel
parallelism, that is, the number of channels that RMAN allocates during backup
and restore operations. The RECOVERY PARALLELISM initialization parameter
specifies the number of processes used in instance recovery.

Suppose you set PARALLELISM for disk backups to 2 (see Example 2-52). If you
set the default device type as disk, then RMAN allocates two disk channels when
you run BACKUP DATABASE at the RMAN prompt. RMAN always allocates the
number of channels set by PARALLELISM, although it may use only a subset of
these channels.

Note: If you configure n manually numbered channels, then the PARALLELISM
setting can be greater than or less than n. For example, you can manually
number 10 automatic channels and configure PARALLELISM to 2 or 12.

To change the parallelism for a device type to n, run a new CONFIGURE DEVICE
TYPE ... PARALLELISM n command. For example, you can change configure
PARALLELISM to 3 for sbt and then change it to 2 as follows:

CONFIGURE DEVICE TYPE sbt PARALLELISM 3;
CONFIGURE DEVICE TYPE sbt PARALLELISM 2;

Configures the device type of the database as sparse or non-sparse before
performing backup and recovery on sparse datafiles. This setting can only be
used if the COMPATIBLE initialization parameter for the database is set to 12.2 or
higher.

If the SPARSE setting is set to ON, then the BACKUP command creates sparse
backups and the RESTORE command performs restore operations from sparse
backups. If the SPARSE setting for the device is set to OFF, then RMAN continues
to perform database backup and restore operations as before.

If COMPATIBLE is set to 12.2 or higher for the database, then ON is the default
setting. This setting overrides the default sparseness mode of the database.

See Oracle Database Backup and Recovery User’s Guide for more information
on sparse databases

ORACLE

Examples

Example 2-50 Configuring Device and Backup Options

This example configures channels of device type DISK and sbt and sets the default
device type as sbt. The example also enables backup optimization and configures a
recovery windows of two weeks.

CONFIGURE
CONFIGURE
CONFIGURE
CONFIGURE
CONFIGURE

CHANNEL DEVICE TYPE DISK FORMAT '/diskl/backups/3U';
CHANNEL DEVICE TYPE sbt PARMS 'ENV=(OB DEVICE l=tapel)';
DEFAULT DEVICE TYPE TO sbt;

BACKUP OPTIMIZATION ON;

RETENTION POLICY TO RECOVERY WINDOW OF 14 DAYS;

Example 2-51 Overriding the Default Device Type

This example configures duplexing to 2 for DISK backups of data files and control files
(control file autobackups on disk are a special case and are never duplexed), then

configures

sbt as the default device.
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CONFIGURE DATAFILE BACKUP COPIES FOR DEVICE TYPE DISK TO 2;
CONFIGURE CHANNEL DEVICE TYPE sbt PARMS 'ENV=(OB DEVICE l=tapel)';
CONFIGURE DEFAULT DEVICE TYPE TO sbt;

The first BACKUP command backs up the archived redo log files on the default sbt channel.
The second BACKUP command backs up the database to disk locations. Because duplexing is
enabled for disk backups, two copies of each output backup set are created.

BACKUP ARCHIVELOG ALL;
BACKUP DEVICE TYPE DISK
DATABASE
FORMAT '/diskl/db backup %U','/disk2/db backup $U';

Example 2-52 Configuring Automatic Channels Across File Systems

This example configures automatic disk channels across two file systems:

CONFIGURE DEVICE TYPE DISK PARALLELISM 2;
CONFIGURE CHANNEL 1 DEVICE TYPE DISK FORMAT '/diskl/%U';
CONFIGURE CHANNEL 2 DEVICE TYPE DISK FORMAT '/disk2/%U';

Because PARALLELISM is set to 2, the following command divides the output data between two
file systems:

BACKUP DEVICE TYPE DISK
DATABASE PLUS ARCHIVELOG;

The following LI1ST command shows how the data file backup was parallelized:

RMAN> LIST BACKUPSET 2031, 2032;

List of Backup Sets

BS Key Type LV Size Device Type Elapsed Time Completion Time
2031 Full 401.99M DISK 00:00:57 19-JAN-13
BP Key: 2038 Status: AVAILABLE Compressed: NO Tag: TAG20130119T100532
Piece Name: /diskl/24i7ssnc 1 1
List of Datafiles in backup set 2031
File LV Type Ckp SCN Ckp Time Name

1 Full 973497 19-JAN-13 /disk3/oracle/dbs/t _dbl.f

5 Full 973497 19-JAN-13 /disk3/oracle/dbs/tbs 112.f
BS Key Type LV Size Device Type Elapsed Time Completion Time
2032 Full 133.29M DISK 00:00:57 19-JAN-13

BP Key: 2039 Status: AVAILABLE Compressed: NO Tag: TAG20130119T100532
Piece Name: /disk2/25i7ssnc 1 1

List of Datafiles in backup set 2032

File LV Type Ckp SCN Ckp Time Name

2 Full 973501 19-JAN-13 /disk3/oracle/dbs/t _axl.f
Full 973501 19-JAN-13 /disk3/oracle/dbs/t undol.f
4 Full 973501 19-JAN-13 /disk3/oracle/dbs/tbs 111.f
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Example 2-53 Configuring Automatic Channels in an Oracle Real Application
Clusters (Oracle RAC) Configuration

This example assumes an Oracle RAC database with two nodes. Oracle Secure
Backup is the media manager. Tape drive tapel is directly attached to nodel, while
tape drive tape? is directly attached to node2. The example configures an automatic
SBT channel for each cluster node.

This example illustrates channel connections to Oracle RAC instances nodel and
node?2. For both channel connections, RMAN uses the same user name and password
that were entered for the target database connection.

CONFIGURE DEVICE TYPE sbt PARALLELISM 2;

CONFIGURE DEFAULT DEVICE TYPE TO sbt;

CONFIGURE CHANNEL 1 DEVICE TYPE sbt CONNECT '@nodel'
PARMS 'ENV= (OB DEVICE=tapel)';

CONFIGURE CHANNEL 2 DEVICE TYPE sbt CONNECT '@node2'
PARMS 'ENV=(OB_DEVICE=tape2)';

Example 2-54 Configuring Auxiliary File Names

This example uses CONFIGURE AUXNAME to specify new file names for the data files.
The DUPLICATE command duplicates a database to a remote host with a different
directory structure.

# set auxiliary names for the data files

CONFIGURE AUXNAME FOR DATAFILE 1 TO '/oracle/auxfiles/aux 1.f';
CONFIGURE AUXNAME FOR DATAFILE 2 TO '/oracle/auxfiles/aux 2.f';
CONFIGURE AUXNAME FOR DATAFILE 3 TO '/oracle/auxfiles/aux 3.f';
CONFIGURE AUXNAME FOR DATAFILE 4 TO '/oracle/auxfiles/aux 4.f';

RUN
{
ALLOCATE AUXILIARY CHANNEL dupdbl TYPE DISK;
DUPLICATE TARGET DATABASE TO dupdb
LOGFILE
GROUP 1 ('?/dbs/dupdb log 1_
'?/dbs/dupdb _log 1 |
GROUP 2 ('?/dbs/dupdb log 2_
'?/dbs/dupdb_log 2

r
') SIZE 4V,

1.f
2.f
1.£',
2.f') SIZE 4M REUSE;

}

# Unspecify the auxiliary names for the data files so that they are not
# overwritten by mistake:

CONFIGURE AUXNAME FOR DATAFILE 1 CLEAR;

CONFIGURE AUXNAME FOR DATAFILE 2 CLEAR;

CONFIGURE AUXNAME FOR DATAFILE 3 CLEAR;

CONFIGURE AUXNAME FOR DATAFILE 4 CLEAR;

Example 2-55 Specifying the Default Format for Control File Autobackup

The following example enables the autobackup feature and configures the default
autobackup format for the DISK and sbt devices:

CONFIGURE CONTROLFILE AUTOBACKUP ON;
CONFIGURE CONTROLFILE AUTOBACKUP FORMAT FOR DEVICE TYPE DISK TO '/disk2/SF';
CONFIGURE CONTROLFILE AUTOBACKUP FORMAT FOR DEVICE TYPE sbt TO 'cf auto 3F';

Example 2-56 Creating Configurations for Standby Databases

Assume that primary database prod is associated with two standby databases with the
DB_UNIQUE NAME names dgprod3 and dgprod4. Assume that you start RMAN and
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connect to prod as TARGET and connect to a recovery catalog. The following commands
configure the default device type for databases dgprod3 and dgprod4.

CONFIGURE DEFAULT DEVICE TYPE TO sbt
FOR DB UNIQUE NAME dgprod3;

CONFIGURE DEVICE TYPE sbt PARALLELISM 2
FOR DB UNIQUE NAME dgprod3;

CONFIGURE DEFAULT DEVICE TYPE TO DISK
FOR DB UNIQUE NAME dgprodd;

The control files of the two standby databases are updated with the configuration only after
the reverse resynchronization from the recovery catalog to the control file, which occurs the
first time that the user connects to dgprod3 and dgproda4.

The following SHOW command displays the persistent device type configurations for the
database whose unique name is dgprod3:

RMAN> SHOW DEVICE TYPE FOR DB UNIQUE NAME dgprod3;
RMAN configuration parameters for database with db unique name DGPROD3 are:

CONFIGURE DEVICE TYPE 'SBT TAPE' PARALLELISM 2 BACKUP TYPE TO BACKUPSET;
CONFIGURE DEVICE TYPE DISK PARALLELISM 1 BACKUP TYPE TO BACKUPSET; # default

The following sHOW command displays the persistent configurations for all databases known
to the recovery catalog whose DBID is 3257174182 (the value specified by the preceding SET
DBID command):

SHOW ALL FOR DB UNIQUE NAME ALL;
Example 2-57 Optimizing Backups

This scenario illustrates the backup optimization behavior described in Table 2-3. Assume
that backup optimization is disabled. At 9 a.m., you back up three copies of all existing
archived redo log files to tape. The BACKUP_TAPE IO SLAVES initialization parameter must be
true when duplexing backups to tape.

BACKUP DEVICE TYPE sbt COPIES 3 ARCHIVELOG ALL;

At 11 a.m., you enable backup optimization:

CONFIGURE BACKUP OPTIMIZATION ON;

At noon, you run the following archived redo log backup:

BACKUP DEVICE TYPE sbt COPIES 2 ARCHIVELOG ALL;

Starting backup at 19-JAN-13
current log archived
using channel ORA SBT_TAPE 1

skipping archived log file /dl/dblr 605ab325 1 34 612112605.arc; already backed up 3 time(s)
skipping archived log file /dl/dblr 605ab325 1 35 612112605.arc; already backed up 3 time(s)
skipping archived log file /dl/dblr 605ab325 1 36 612112605.arc; already backed up 3 time(s)
skipping archived log file /dl/dblr 605ab325 1 37 612112605.arc; already backed up 3 time(s)
skipping archived log file /dl/dblr 605ab325 1 38 612112605.arc; already backed up 3 time(s)
skipping archived log file /dl/dblr 605ab325 1 39 612112605.arc; already backed up 3 time(s)

channel ORA _SBT TAPE 1: starting archived log backup set

channel ORA _SBT TAPE 1: specifying archived log(s) in backup set

input archived log thread=1 sequence=40 RECID=170 STAMP=612270506

channel ORA SBT TAPE 1: starting piece 1 at 19-JAN-13

channel ORA SBT TAPE 1: finished piece 1 at 19-JAN-13 with 2 copies and tag TAG20130119T110827
piece handle=2hi7t0db_1 1 comment=API Version 2.0,MMS Version 10.1.0.0

piece handle=2hi7t0db_1 2 comment=API Version 2.0,MMS Version 10.1.0.0
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In this case, the BACKUP ... COPIES setting overrides the CONFIGURE ... COPIES
setting, so RMAN sets n=2. RMAN skips the backup of a log only if at least two copies
of the log exist on the sbt device. Because three copies of each log exist on sbt of all
the logs generated on or before 9 a.m., RMAN skips the backups of these logs.
However, RMAN backs up two copies of all logs generated after 9 a.m. because these
logs have not yet been backed up to tape.

Example 2-58 Configuring a Default Compression Algorithm

This example assumes that you have a license for the Advanced Compression Option
(ACO) of the database.

If you want to make the MEDIUM compression algorithm the default compression
algorithm for all compressed backups, issue the following:

CONFIGURE COMPRESSION ALGORITHM 'MEDIUM';

From this point on, you can use the MEDIUM compression algorithm by issuing the
following command:

BACKUP AS COMPRESSED BACKUPSET DATABASE;

Example 2-59 Configuring Sparse Backups

This example creates a persistent configuration that, by default, creates sparse
backups to disk and in the backup set format.

CONFIGURE DEVICE TYPE DISK BACKUP TYPE TO BACKUPSET SPARSE ON;

2.10 CONNECT

Purpose

Use the CONNECT command to establish a connection between RMAN and a target,
auxiliary, or recovery catalog database.

Prerequisites

RMAN connections to a database are specified and authenticated in the same way as
SQL*Plus connections to a database. The only difference is that RMAN connections to
a target or auxiliary database require the SYSBACKUP or SYSDBA privilege.

¢ See Also:

e Oracle Database Administrator’s Guide to learn about database
connection options when using SQL*Plus

e Oracle Database Backup and Recovery User’s Guide to learn about
using the SYSBACKUP administrative privilege

ORACLE 2-96



ORACLE

Chapter 2
CONNECT

Caution:

Good security practice requires that passwords are not entered in plain text on the
command line. Enter passwords in RMAN only when requested by an RMAN
prompt. See Oracle Database Security Guide to learn about password protection.

¢ See Also:

RMAN for command-line connection options

You can only run the CONNECT TARGET, CONNECT CATALOG, and CONNECT AUXILIARY commands
at the RMAN prompt and only if RMAN is not already connected to the databases specified
by these commands. To connect to a different target, catalog, or auxiliary database you must
start a new RMAN session.

Usage Notes

An RMAN session runs in NOCATALOG mode by default if all of the following conditions are
met:

*  You did not specify CATALOG or NOCATALOG when you started RMAN.
* You have not yet run CONNECT CATALOG in an RMAN session.

e You run a command such as BACKUP that requires an RMAN repository connection (as
shown in Example 2-61).

Connecting to CDBs and PDBs

RMAN provides full support for performing backup and recovery operations in a multitenant
environment. The multitenant architecture enables an Oracle Database to function as a
multitenant container database (CDB) that includes zero, one, or many customer-created
pluggable databases (PDBs). The process of establishing an RMAN connection to a CDB or
PDB is similar to that of non-CDBs. You can use either operating system authentication or
password file authentication.

¢ See Also:

e Oracle Database Concepts for information about multitenant architecture
concepts

e Oracle Database Administrator’s Guide for information about managing a
multitenant environment

To connect to a CDB, you connect to the root as a common user with the SYSDBA or
SYSBACKUP privilege.

To connect to a PDB, you can connect either as a common user or a local user. The user
creating the connection must have the privileges described in "connectStringSpec".
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To perform operations on the whole CDB or the root, you connect as TARGET to the
root. The user creating the connection must be a common user with the SYSpBa or
SYSBACKUP privilege. To perform operations on multiple PDBs, connect as TARGET to
the root. The user creating the connection must be a common user with the SYSDBA or
SYSBACKUP privilege. To perform operations on a PDB, you can connect as TARGET
either to the root or to the PDB.

" See Also:

Oracle Database Backup and Recovery User’s Guide for additional
information about connecting to CDBs and PDBs

Syntax

connect::=

CONNECT AUXILIARY
CONNECT CATALOG

connectStringSpec
connectStringSpec

CONNECT TARGET

(connectStringSpec::=)

Semantics

Syntax Element

Description

CONNECT AUXILIARY Establishes a connection between RMAN and an auxiliary database instance.

Auxiliary instances are used with the TRANSPORT TABLESPACE and
DUPLICATE commands, and during RMAN TSPITR.

CONNECT CATALOG Establishes a connection between RMAN and a recovery catalog database.

CONNECT TARGET

If the recovery catalog is a virtual private catalog (see CREATE CATALOG), then
the RMAN client connecting to this catalog must be at patch level 10.1.0.6 or
10.2.0.3. Oracle9i RMAN clients cannot connect to a virtual private catalog. This
version restriction does not affect RMAN client connections to an Oracle
Database 11g base recovery catalog, even if it has some virtual private catalog
users.

RMAN issues an RMAN-06445 error if you attempt to use the CONNECT CATALOG
command in an RMAN session when RMAN is in the default NOCATALOG mode
(see "Usage Notes").

Note: You must use RMAN with a recovery catalog in a Data Guard environment.

Establishes a connection between RMAN and a target database.

Note: RMAN can connect to physical standby databases as TARGET in a Data
Guard environment. If you run CONNECT TARGET for a database that has a

DB UNIQUE NAME thatis unknown to the recovery catalog, but the DBID identifies
a registered database, then RMAN automatically and implicitly registers the
database in the recovery catalog.

connectStringSpec Specifies the connection information for the database.

ORACLE
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Examples
Example 2-60 Connecting to a Target Database Without a Recovery Catalog

This example starts RMAN in NOCATALOG mode and then connects to the target database with
an Oracle Net service name prodl. sbu is a user who is granted the SYSBACKUP privilege.

% rman NOCATALOG
RMAN> CONNECT TARGET "sbu@prodl AS SYSBACKUP";

target database Password: password
connected to target database: PROD1 (DBID=39525561)

Example 2-61 Connecting to a Target Database in the Default NOCATALOG Mode

This example starts RMAN without specifying either CATALOG or NOCATALOG and then uses
operating system authentication to connect to a target database with operating system
authentication. Because no CONNECT CATALOG command has been run, RMAN defaults to
NOCATALOG mode when you run the BACKUP command.

o)

5 rman
RMAN> CONNECT TARGET /
RMAN> BACKUP DATABASE;

At this point in the RMAN session, you cannot run CONNECT CATALOG because the session has
defaulted to NOCATALOG mode. An attempt to connect to the catalog in this session receives
an error:

RMAN> CONNECT CATALOG rcol@catdb

RMAN-00571:
RMAN-00569: =============== ERROR MESSAGE STACK FOLLOWS ===============
RMAN-00571:
RMAN-06445: cannot connect to recovery catalog after NOCATALOG has been used

Example 2-62 Connecting to Target, Recovery Catalog, and Auxiliary Databases

This example connects to a target database with operating system authentication and
connects to the recovery catalog and auxiliary databases with password files. sbu is a user
who is granted the SYSBACKUP privilege. RMAN prompts for the password.

o

o rman
RMAN> CONNECT TARGET;

connected to target database: PROD (DBID=39525561)
RMAN> CONNECT CATALOG rcolcatdb;

recovery catalog database Password: password
connected to recovery catalog database

RMAN> CONNECT AUXILIARY "sbuldupdb AS SYSBACKUP";

auxiliary database Password: password
connected to auxiliary database: DUPDB (not mounted)

Example 2-63 Connecting to the Root Using Operating System Authentication

This example connects to the root in a CDB using operating system authentication. By
default, the connection is established using SYSDBA privilege.
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$rman
RMAN> CONNECT TARGET /

Example 2-64 Connecting to a PDB as a Local User

This example connects to the PDB hr pdb as the local user sbu_pdb who is granted
the SYSBACKUP privilege on the hr pdb PDB. hrpdb is the net service name
corresponding to the PDB hr pdb.

$rman
RMAN> CONNECT TARGET "Sbu_pdb@hrpdb AS SYSBACKUP";

2.11 CONVERT

ORACLE

Purpose

Use the CONVERT command to convert a tablespace, data file, or database to the
format of a destination platform in preparation for transport across different platforms.

The CONVERT DATAFILE of CONVERT TABLESPACE command is required in the following
scenarios:

* Transporting data files between platforms for which the value in
VSTRANSPORTABLE PLATFORM.ENDIAN FORMAT differs.

*  Transporting tablespaces with undo segments (typically SYSTEM and UNDO
tablespaces, but also tablespaces using rollback segments) between platforms,
regardless of whether the ENDIAN FORMAT is the same or different. Typically, the
SYSTEM and UNDO tablespaces are converted only when converting the entire
database.

« Performing any required conversion on other platform-specific data files, such as
when converting to or from the HP Tru64 operating system.

One use of CONVERT is to transport a tablespace into a database stored in Oracle
Automatic Storage Management (Oracle ASM). Native operating system commands
such as Linux cp and Microsoft Windows COPY cannot read from or write to Oracle
ASM disk groups.

Note that CONVERT cannot be used to convert a database from one Oracle Database
version to another.

¢ See Also:

Oracle Database Backup and Recovery User's Guide for a complete
discussion of the use of CONVERT DATAFILE, CONVERT TABLESPACE, and
CONVERT DATABASE

Prerequisites

The source and destination platforms must be supported by the CONVERT command.
Query VSTRANSPORTABLE PLATFORM to determine the supported platforms. Cross-
platform tablespace transport is only supported when both the source and destination
platforms are contained in this view.
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Both source and destination databases must be running with initialization parameter
COMPATIBLE set to 10.0.0 or higher. Note the following compatibility prerequisites:

e If COMPATIBLE is less than 11.0.0, then read-only tablespaces or existing transported
tablespaces must have been made read/write at least once before they can be
transported to a different platform. You can open a tablespace read/write and then
immediately make it read-only again.

e If COMPATIBLE is 11.0.0 or higher, then the preceding read/write tablespace restriction
does not apply. However, any existing transported tablespaces must have been made
read/write with COMPATIBLE set to 10.0 before they were transported.

CONVERT TABLESPACE Prerequisites

You can only use CONVERT TABLESPACE when connected as TARGET to the source database
and converting tablespaces on the source platform.

The source database must be mounted or open. The tablespaces to be converted must be
read-only at the time of the conversion. The state of the destination database is irrelevant
when converting tablespaces on the source database.

CONVERT DATAFILE Prerequisites

You can only use CONVERT DATAFILE when connected as TARGET to the destination database
and converting data file copies on the destination platform.

If you run a CONVERT DATAFILE script generated by CONVERT DATABASE ON DESTINATION, then
the destination database instance must be started with the NOMOUNT option. If you are not
running a CONVERT DATAFILE script generated by CONVERT DATABASE ON DESTINATION, then
the destination database can be started, mounted, or open.

The state of the source database is irrelevant when converting data file copies on the
destination database. However, if you run a CONVERT DATAFILE script as part of a database
conversion on the destination database, and if the script is directly accessing the data files on
the source database (for example, through an NFS mount), then the source database must
be open read-only.

When converting a tablespace on the destination host, you must use CONVERT DATAFILE
rather than CONVERT TABLESPACE because the target database cannot associate the data files
with tablespaces during the conversion. After you have converted the data files required for a
tablespace, you can transport them into the destination database.

CONVERT DATABASE Prerequisites

You can only use CONVERT DATABASE when connected as TARGET to the source database,
which must be opened read-only. The state of the destination database is irrelevant when
executing CONVERT DATABASE, even if you run CONVERT DATABASE ON DESTINATION.

Because CONVERT DATABASE uses the same mechanism as CONVERT TABLESPACE and CONVERT
DATAFILE to convert the data files, the usage notes and restrictions for tablespaces and data
files also apply.

The primary additional prerequisite for CONVERT DATABASE is that the source and target
platforms must share the same endian format. For example, you can transport a database
from Microsoft Windows to Linux for x86 (both little-endian), or from HP-UX to AlX (both big-
endian), but not from Solaris to Linux x86. You can create a new database on a target
platform manually, however, and transport individual tablespaces from the source database
with CONVERT TABLESPACE OF CONVERT DATAFILE.
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Even if the endian formats for the source and destination platform are the same, the
data files for a transportable database must undergo a conversion on either the source
or destination host. Unlike transporting tablespaces across platforms, where
conversion is not necessary if the endian formats are the same, transporting an entire
database requires that certain types of blocks, such as blocks in undo segments, be
converted to ensure compatibility with the destination platform.

Usage Notes

Input files are not altered by CONVERT because the conversion is not performed in
place. Instead, RMAN writes converted files to a specified output destination.

Data Type Restrictions

CONVERT does not perform endian conversions of data stored in the following data
types:

° RAW
*  LONG RAW
e BLOB

°  ANYTYPE/ANYDATA/ANYDATASET

» User-defined types or Oracle abstract types (such as the ORDImage media type)
that contain attributes of any of the above data types

¢ Note:

Although the file locator within the BFILE data type is converted, the external
file to which the BFILE points is not converted.

To transport objects between databases that are built on underlying types that store
data in a platform-specific format, use the Data Pump Import and Export utilities.

Before Oracle Database 10g, CLOBs in a variable-width character set such as UTF8
were stored in an endian-dependent fixed width format. The CONVERT command does
not perform conversions on these CLOBs. Instead, RMAN captures the endian format
of each LOB column and propagates it to the target database. Subsequent reads of
this data by the SQL layer interpret the data correctly based on either endian format
and write it out in an endian-independent way if the tablespace is writeable. CLOBs
created in Oracle Database 10g and later releases are stored in character set
AL16UTF16, which is platform-independent.

¢ See Also:

Oracle Database Administrator's Guide to learn how to transport tablespaces

Syntax

convert::=
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ROOT
| (lransportOptionList)-
(convertOptionList
PLUGGABLE DATABASE j>(pdb_name

DATABASE

convertOptionList ‘ I
{ DATAFILE -’ |x(filenames{ " -s(convertOptionList

=
Lr

merEserce} L1 rth

(transportOptionList::=, convertOptionList::=)

transportOptionList::=

NEW DATABASE '!l database_name ﬁl:h

—| ON DESTINATION PLATFOR

L CONVERT SCRIPT p&{soript,name)@j
M

]

skipSpec
SKIP UNNECESSARY DATAFILES P

JTRANSPORT SCRIPT p&»@crippname} fth

(skipSpec::=)
skipSpec::=

INACCESSIBLE
I OFFLINE i

;

convertOptionList::=

ALLOW INCONSISTENT I—

fileNameConversionSpec)i

FORMAT p(formatSpec)————

FROM PLATFORM }{* (platform{ " H

PARALLELISM f(integer)—————

TO PLATFORM " p(platiorm{ " | —

(fileNameConversionSpec::=, formatSpec::=)

formatSpec::=
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| p(format_string){ |

Semantics
convert

This clause specifies the objects to be converted: data files, tablespaces, or database.

Syntax Element

Description

DATABASE

DATABASE ROOT

ORACLE

Converts all the data files of a database to the format of the destination platform
and ensures the creation of other required database files.

In a multitenant container database (CDB), converts all the data files in the CDB.
You connect to the root to convert the whole CDB.

Note: Converting a PDB by connecting to the PDB and then using the CONVERT
DATABASE command is not supported.

You use CONVERT DATABASE to transport an entire database from a source
platform to a destination platform. The source and destination platforms must
have the same endian format.

Depending on the situation, you can use CONVERT DATABASE on either the

source or destination platform (see Example 2-68). The following parts of the

database are not transported directly:

« Redo logs and control files from the source database are not transported.
RMAN creates new control files and redo logs for the target database during
the transport and performs an OPEN RESETLOGS after the new database is
created. The control file for the converted database does not contain the
RMAN repository from the source database. Backups from the source
database are not usable with the converted database.

e BFILEs are not transported. The CONVERT DATABASE output provides a list
of objects that use the BFILE data type, but you must copy the BFILESs
manually and fix their locations on the target platform.

- Data files for locally managed temporary tablespaces are not transported.
The temporary tablespaces are re-created at the target platform by running
the transport script.

- External tables and directories are not transported. The CONVERT DATABASE
output shows a list of affected objects, but you must redefine these objects
on the target platform. See Oracle Database Administrator's Guide for more
information on managing external tables and directories.

« Password files are not transported. If a password file was used with the
source database, then the output of CONVERT DATABASE includes a list of all
user names and their associated privileges. Create a new password file on
the target database with this information. See Oracle Database
Administrator's Guide for more information on managing password files.

When using CONVERT DATABASE, RMAN detects the following problems and

does not proceed until they are fixed:

e The database has active or in-doubt transactions.

e The database has save undo segments.

e The database COMPATIBILITY setting is below 10.

e Some tablespaces have not been open read/write when the database
COMPATIBILITY setting is 10 or higher.

In a CDB, converts the data files of the root to the format of the destination
platform and ensures the creation of other required database files. Connect to the
root and convert the data files.

See the previous description of the DATABASE parameter for general information
about converting databases.
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Syntax Element

Description

transportOptionList

PLUGGABLE DATABASE
pdb_name

[convertOptionList]
DATAFILE 'filename'
convertOptionList

ORACLE

Specifies options that control the transport.
See Also: transportOptionList

This clause is not supported for converting one or more PDBs.

You can use the BACKUP command with the FOR TRANSPORT or TO PLATFORM
clause to create backup sets that can be used to transport one or more PDBs.

Specifies the name of a data file to be transported into a destination database
(see Example 2-66). To transport a data file in a PDB, connect to the PDB.

Note: You cannot convert a tablespace that contains undo segments when
connected as TARGET to a PDB.

The CONVERT DATAFILE command is only one part of a multiple-step procedure
for transporting data files across platforms. You can transport data files using your
live data files with the procedure described in Oracle Database Administrator's
Guide or from backups using the procedure described in Oracle Database
Backup and Recovery User's Guide. Refer to that document before attempting to
transport a tablespace across platforms.

Use FROM PLATFORM in convertOptionList to identify the source platform of the
data files to be converted. If you do not specify FROM PLATFORM, then the value
defaults to the platform of the destination database, that is, the database to which
RMAN is connected as TARGET. The destination platform is, implicitly, the
platform of the destination host.

You can use CONVERT DATAFILE without FROM PLATFORM or TO PLATFORM to
move data files into and out of ASM (see Example 2-67). In this case, CONVERT
DATAFILE creates data files copies that do not belong to the target database.
Thus, a LIST DATAFILECOPY command does not display them. The following
query shows all converted data files that do not belong to the database:

SELECT NAME
FROM  VSDATAFILE COPY
WHERE CONVERTED FILE='YES';

The CONVERT DATAFILE syntax supports multiple format names, so that each
data file can have a separate format. The DATAFILE syntax supports
convertOptionList both immediately following the CONVERT keyword and after each
DATAFILE 'filename' clause. However, RMAN generates an error in the
following situations:

e Any option in convertOptionList except FORMAT is specified more than once

e Any option in convertOptionList except FORMAT is specified in the DATAFILE
options list when multiple DATAFILE clauses are specified
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Syntax Element Description
TABLESPACE Specifies the name of a tablespace in the source database that you intend to
tablespace name transport into the destination database on a different platform (see
convertOptionList Example 2-65).

To transport a tablespace in a PDB, you must connect to the PDB.

Specify this option to produce data files for the specified tablespaces in the
format of a different destination platform. You can then transport the converted
files to the destination platform.

When connected to the root in a CDB, refers to tablespaces in the root. Refers to
a tablespace in a PDB when connected directly to a PDB.

You can only use CONVERT TABLESPACE when connected as TARGET to the
source database and converting on the source platform. The tablespaces to be
converted must be read-only at the time of the conversion. You use CONVERT
TABLESPACE when the data files that you intend to convert are known to the
database.

Use TO PLATFORM to identify the destination platform of the tablespaces to be
converted. If you do not specify TO PLATFORY, then the value defaults to the
platform of the database to which RMAN is connected as TARGET. The source
platform is, implicitly, the platform of the source host.

The CONVERT TABLESPACE command is only one part of a multiple-step process
for transporting tablespaces across platforms. You can transport tablespaces
using your live data files with the procedure described in Oracle Database
Administrator's Guide or from backups using the procedure described in Oracle
Database Backup and Recovery User's Guide. Refer to that document before
attempting to transport a tablespace across platforms.

Note: To convert the data files of a tablespace on the source host, use CONVERT
TABLESPACE ... TO and identify the tablespace to be converted and the
destination platform. Do not convert individual data files on the source platform
with CONVERT DATAFILE because RMAN does not verify that data files belong to
a read-only tablespace, which means you might convert active data files.

convertOptionList Specifies options that control the conversion.
See Also: convertOptionList

transportOptionList

This clause specifies options for the data files, tablespaces, or database to be
transported.

Syntax Element Description

NEW DATABASE Specifies the DB_NAME for the new database produced by the CONVERT
database name DATABASE command.

ORACLE 2-106



Chapter 2
CONVERT

Syntax Element

Description

ON DESTINATION PLATFORM

CONVERT SCRIPT
script name

skipSpec

SKIP UNNECESSARY
DATAFILES

TRANSPORT SCRIPT
script name

Generates a convert script of CONVERT DATAFILE commands (see CONVERT
SCRIPT parameter) that you can run on the destination host to create the
database.

Note: When this option is specified, CONVERT generates a script but does not
generate converted data file copies.

This option is useful for avoiding the overhead of the conversion on the source
platform, or in cases in which you do not know the destination platform. For
example, you may want to publish a transportable tablespace to be used by
recipients with many different target platforms.

When you run CONVERT with the ON DESTINATION PLATFORM option, the source
database must be open read-only. However, the script generated by CONVERT ON
DESTINATION PLATFORM must be run on a database instance that is started
NOMOUNT. If the convert script reads data files from the source database during
execution of the CONVERT DATAFILE commands, then the source database must
not be open read/write during the execution.

Specifies the location of the file to contain the convert script generated by
CONVERT DATABASE ... ON TARGET PLATFORM.

If not specified, the convert script is not generated.

CONVERT DATABASE skips inaccessible, offline, or read-only data files during the
conversion process.

Converts only data files with undo segments. If converting at the destination
platform then the generated CONVERT script only includes data files with undo
segments. Data files without undo segments do not need to be converted and
can be copied directly from the source database to the destination database. If
the command is converting from or to hp Tru64, data files with ASSM segment
headers must also be converted.

Specifies the location of the file to contain the transport script generated by
CONVERT DATABASE. If omitted, the transport script is not generated.

skipSpec

This subclause specifies which files are excluded from the conversion.

Syntax Element

Description

SKIP Excludes data files according to the criteria specified by the following keywords.
INACCESSIBLE Excludes data files that cannot be read due to I/O errors.
A data file is only considered inaccessible if it cannot be read. Some offline data
files can still be read because they still exist on disk. Others have been deleted or
moved and so cannot be read, making them inaccessible.
OFFLINE Excludes offline data files.
READONLY Excludes read-only data files.
convertOptionList
This subclause specifies input and output options for the conversion.
You can use either the FORMAT or fileNameConversionSpec arguments to control the names of
the output files generated by the CONVERT command. If you do not specify either, then the
rules governing the location of the output files equal those governing the output files from a
BACKUP as coPY operation. These rules are described in the backupTypeSpec entry.
ORACLE
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Syntax Element

Description

ALLOW INCONSISTENT

fileNameConversionSpec

FORMAT formatSpec

FROM PLATFORM 'platform'

PARALLELISM integer

TO PLATFORM 'platform'

Enables you to create a inconsistent backup of tablespaces that are not in read-
only mode. Although the backup is created, you cannot plug in these tablespaces
directly into the target database.

Note: You cannot use ALLOW INCONSISTENT for cross-platform database
backups.

A set of string pairs. Whenever an input file name contains the first half of a pair
anywhere in the file name, it is replaced with the second half of the same pair.
You can use as many pairs of replacement strings as required. You can use
single or double quotation marks.

See Also: "Duplication with Oracle Managed Files" to learn about restrictions
related to ASM and Oracle Managed Files

Specifies the name template for the output files. See the BACKUP AS COPY
command for the format values that are valid here.

If the database to which RMAN is connected as TARGET uses a recovery area,
then you must specify the FORMAT clause.

You can use CONVERT ... FORMAT without specifying FROM PLATFORM or TO
PLATFORM. If you do not specify platforms, then running CONVERT TABLESPACE
on the source database generates data file copies that are not cataloged. If you
run CONVERT DATAFILE on the destination database, and if the data file copy
uses the same endianess, then the command generates another data file copy.

As shown in Example 2-67, you can use CONVERT DATAFILE ... FORMAT to
convert a data file into ASM format. For very large data files, copying data files
between hosts consumes a large amount of space. Consider using NFS or disk
sharing. You can create a backup on the source host, mount the disk containing
the backups on the destination host, and then convert the data file into ASM.

Specifies the name of the source platform. If not specified, the default is the
platform of the database to which RMAN is connected as TARGET.

The specified platform must be a platform listed in the PLATFORM NAME column of
VSTRANSPORTABLE PLATFORM. You must use the exact name of the source or
target platform as a parameter to the CONVERT command. The following
statement queries supported Linux platforms:

SELECT PLATFORM NAME, ENDIAN FORMAT
FROM  VSTRANSPORTABLE PLATFORM
WHERE UPPER (PLATFORM NAME) LIKE 'LINUX%';

Specifies the number of channels to be used to perform the operation. If not
used, then channels allocated or configured for disk determine the number of
channels.

Specifies the name of the destination platform. If not specified, the default is the
platform of the database to which RMAN is connected as TARGET.

The specified platform must be a platforms listed in the PLATFORM NAME column
of VSTRANSPORTABLE PLATFORM. You must use the exact name of the source or
target platform as a parameter to the CONVERT command. The following SQL
statement queries supported Linux platforms:

SELECT PLATFORM NAME, ENDIAN FORMAT
FROM  VSTRANSPORTABLE PLATFORM
WHERE UPPER (PLATFORM NAME) LIKE 'LINUX%';

ORACLE
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Examples
Example 2-65 Converting Tablespaces on the Source Platform

Suppose you must convert tablespaces finance and hr in source database prodlin to the
platform format of destination database prodsun. The finance tablespace includes data
files /disk2/orahome/fin/fin01.dbf and /disk2/orahome/fin/£fin02.dbf. The hr
tablespace includes data files /disk2/orahome/fin/hr01.dbf and /disk2/orahome/fin/
hr02.dbf.

The prodlin database runs on Linux host 1in01. You query V$DATABASE and discover that
platform name is Linux IA (32-bit) and uses a little-endian format. The prodsun database
runs on Solaris host sun01. You query VSTRANSPORTABLE PLATFORM and discover that the
PLATFORM NAME for the Solaris host is Solaris[tm] OE (64-bit), which uses a big-endian
format.

You plan to convert the tablespaces on the source host and store the converted data files
in /tmp/transport to solaris/ onhost1in01. The example assumes that you have set
COMPATIBLE is to 10.0 or greater on the source database.

On source host 1in01, you start the RMAN client and run the following commands, where sBU
is any user with the SYSBACKUP privilege:

CONNECT TARGET "sbu@prodlin AS SYSBACKUP"

target database Password: password
connected to target database: PRODLIN (DBID=39525561)

ALTER TABLESPACE finance READ ONLY;
ALTER TABLESPACE hr READ ONLY;
CONVERT TABLESPACE finance, hr
TO PLATFORM 'Solaris[tm] OE (64-bit)'
FORMAT '/tmp/transport to solaris/$U';

The result is a set of converted data files in the /tmp/transport to solaris/ directory, with
data in the right endian-order for the Solaris 64-bit platform.

From this point, you can follow the rest of the general outline for tablespace transport. Use
the Data Pump Export utility to create the file of structural information, move the structural
information file and the converted data files from /tmp/transport to solaris/ to the desired
directories on the destination host, and plug the tablespace into the new database with the
Data Pump Import utility.

Example 2-66 Converting Data Files on the Destination Platform

This example assumes that you want to convert the finance and hr tablespaces from
database prodsun on host sun01 into a format usable by database prodlin on destination
host 1in01. You temporarily store the unconverted data files in directory /tmp/
transport from solaris/ on destination host 1in01 and perform the conversion with
CONVERT DATAFILE. When you transport the data files into the destination database, they are
stored in /disk2/orahome/dbs.

The example assumes that you have carried out the following steps in preparation for the
tablespace transport:

*  You used the Data Pump Export utility to create the structural information file (named, in
our example, expdat .dmp).

2-109



ORACLE

Chapter 2
CONVERT

* You made the finance and hr tablespaces read-only on the source database.

* You used an operating system utility to copy expdat.dmp and the unconverted data
files to be transported to the destination host 1in01 in the /tmp/
transport from solaris directory. The data files are stored as:

— /tmp/transport from solaris/fin/fin0l.dbf
— /tmp/transport from solaris/fin/fin02.dbf
— /tmp/transport from solaris/hr/hr01.dbf
— /tmp/transport from solaris/hr/hr02.dbf

* You queried the name for the source platform in VSTRANSPORTABLE PLATFORM and
discovered that the PLATFORM NAME iS Solaris[tm] OE (64-bit).

Note the following considerations when performing the conversion:

* ldentify the data files by file name, not by tablespace name. Until the data files are
plugged in, the local instance has no way of knowing the intended tablespace
names.

* The FORMAT argument controls the name and location of the converted data files.

*  When converting on the destination host, you must specify the source platform
with the FROM argument. Otherwise, RMAN assumes that the source platform is
also the platform of the host performing the conversion.

You start the RMAN client and connect to the destination database prodlin as TARGET.
sbu is a user who is granted the SYSBACKUP privilege. The following CONVERT command
converts the data files to be transported to the destination host format and deposits the
results in /disk2/orahome/dbs:

CONNECT TARGET "sbu@prodlin AS SYSBACKUP"

target database Password: password
connected to target database: PRODLIN (DBID=39525561)

CONVERT DATAFILE

'/tmp/transport from solaris/fin/fin0l.dbf',

'/tmp/transport from solaris/fin/fin02.dbf',

'"/tmp/transport from solaris/hr/hr0l.dbf',

'/tmp/transport from solaris/hr/hr02.dbf"’

DB _FILE_NAME CONVERT
'/tmp/transport from solaris/fin','/disk2/orahome/dbs/fin’',
'/tmp/transport from solaris/hr','/disk2/orahome/dbs/hr'

FROM PLATFORM 'Solaris[tm] OE (64-bit)"';

The result is that the following data files have been converted to the Linux format:
e /disk2/orahome/dbs/fin/fin01.dbf

e /disk2/orahome/dbs/fin/fin02.dbf

e /disk2/orahome/dbs/hr/hr01.dbf

e /disk2/orahome/dbs/hr/hr02.dbf

From this point, follow the rest of the general outline for tablespace transport. Use
Data Pump Import to plug the converted tablespaces into the new database, and make
the tablespaces read/write if applicable.
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Example 2-67 Copying Data Files to and from ASM with CONVERT DATAFILE

This example illustrates copying data files into ASM from normal storage. The generated files
are not considered data file copies that belong to the target database, so LIST DATAFILECOPY
does not display them.

Use CONVERT DATAFILE without specifying a source or destination platform. Specify ASM disk
group +DATAFILE for the output location, as shown here:

RMAN> CONVERT DATAFILE '/diskl/oracle/dbs/my tbs fl.df',
'/diskl/oracle/dbs/t axl.f'
FORMAT '+DATAFILE';

Starting conversion at 29-MAY-13

using channel ORA DISK 1

channel ORA DISK 1: starting datafile conversion

input filename=/diskl/oracle/dbs/t axl.f

converted datafile=+DATAFILE/asmv/datafile/sysaux.280.559534477

channel ORA DISK 1: datafile conversion complete, elapsed time: 00:00:16
channel ORA DISK 1: starting datafile conversion

input filename=/diskl/oracle/dbs/my tbs fl.df

converted datafile=+DATAFILE/asmv/datafile/my tbs.281.559534493

channel ORA DISK 1: datafile conversion complete, elapsed time: 00:00:04
Finished conversion at 29-MAY-13

The following example illustrates copying the data files of a tablespace out of ASM storage to
directory /tmp, with uniquely generated file names.

RMAN> CONVERT TABLESPACE tbs 2 FORMAT '/tmp/tbs 2 3U.df';

Starting conversion at 03-JUN-13

using target database control file instead of recovery catalog

allocated channel: ORA DISK 1

channel ORA DISK 1: sid=20 devtype=DISK

channel ORA DISK 1: starting datafile conversion

input datafile fno=00006 name=+DATAFILE/tbs 21.f

converted datafile=/tmp/tbs 2 data D-L2 I-2786301554 TS-TBS 2 FNO-6 1lgm2fq9.df
channel ORA DISK 1: datafile conversion complete, elapsed time: 00:00:01
channel ORA DISK 1: starting datafile conversion

input datafile fno=00007 name=+DATAFILE/tbs 22.f

converted datafile=/tmp/tbs 2 data D-L2 I-2786301554 TS-TBS 2 FNO-7 12gm2fqga.df
channel ORA DISK 1: datafile conversion complete, elapsed time: 00:00:01
channel ORA DISK 1: starting datafile conversion

input datafile fno=00019 name=+DATAFILE/tbs 25.f

converted datafile=/tmp/tbs 2 data D-L2 I-2786301554 TS-TBS 2 FNO-19 13gm2fqgb.df
channel ORA DISK 1: datafile conversion complete, elapsed time: 00:00:01
channel ORA DISK 1: starting datafile conversion

input datafile fno=00009 name=+DATAFILE/tbs 23.f

converted datafile=/tmp/tbs 2 data D-L2 I-2786301554 TS-TBS 2 FNO-9 1l4gm2fqgc.df
channel ORA DISK 1: datafile conversion complete, elapsed time: 00:00:01
channel ORA DISK 1: starting datafile conversion

input datafile fno=00010 name=+DATAFILE/tbs 24.f

converted datafile=/tmp/tbs 2 data D-L2 I-2786301554 TS-TBS 2 FNO-10 15gm2fqd.df
channel ORA DISK 1: datafile conversion complete, elapsed time: 00:00:01
Finished conversion at 03-JUN-13

Example 2-68 Transporting a Database to a Different Platform

The arguments to CONVERT DATABASE vary depending on whether you plan to convert the data
files on the source or destination platform. For a description of the conversion process on
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source and destination platforms and extended examples, refer to Oracle Database
Backup and Recovery User's Guide. Read that discussion in its entirely before
attempting a database conversion.

Assume that you want to transport database prod on a Linux host to a Windows host.
You decide to convert the data files on the source host rather than on the destination
host. The following example connects RMAN to the PROD database on the Linux host
and uses CONVERT DATABASE NEW DATABASE to convert the data files and generate the
transport script:

CONNECT TARGET "sbu@lin0Ol AS SYSBACKUP"

target database Password: password
connected to target database: PROD (DBID=39525561)

CONVERT DATABASE
NEW DATABASE 'prodwin'
TRANSPORT SCRIPT '/tmp/convertdb/transportscript'
TO PLATFORM 'Microsoft Windows IA (32-bit)'
DB_FILE NAME CONVERT '/diskl/oracle/dbs','/tmp/convertdb';

In the following variation, you want to transport a database running on a Linux host to
a Windows host, but you want to convert the data files on the destination host rather
than the source host. sbu is a user who is granted the SYSBACKUP privilege. The
following example connects RMAN to the prod database on the Linux host and
executes CONVERT DATABASE ON DESTINATION PLATFORM:

CONNECT TARGET "sbu@lin0l AS SYSBACKUP"

target database Password: password
connected to target database: PROD (DBID=39525561)

CONVERT DATABASE
ON DESTINATION PLATFORM
CONVERT SCRIPT '/tmp/convertdb/convertscript.rman'
TRANSPORT SCRIPT '/tmp/convertdb/transportscript.sql'
NEW DATABASE 'prodwin'
FORMAT '/tmp/convertdb/%U";

The CONVERT DATABASE ON DESTINATION PLATFORM command, which is executed on a
Linux database, generates a convert script that can be run on the Windows host to
convert the data files to the Windows format. The CONVERT DATABASE command also
generates a transport script.

Example 2-69 Transporting a Database to a Different Platform and Storage
Type

In this scenario, you have a database prod on a Solaris host named sun01 that you
want to move to an AIX host named aix01. The Solaris data files are stored in a non-
ASM file system, but you want to store the data files in ASM on the AIX host.

The following example connects to sun01 and runs CONVERT DATABASE to generate the
necessary scripts:

CONNECT TARGET "sbu@sun0l AS SYSBACKUP"

target database Password: password
connected to target database: PROD (DBID=39525561)

CONVERT DATABASE
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ON DESTINATION PLATFORM

CONVERT SCRIPT '/tmp/convert newdb.rman'

TRANSPORT SCRIPT '/tmp/transport newdb.sql'

NEW DATABASE 'prodaix'

DB FILE NAME CONVERT '/u0l/oradata/DBUA/datafile', '+DATA';

The convert script contains statements of the following form, where your_source_platform
stands for your source platform:

CONVERT DATAFILE '/uOl/oradata/DBUA/datafile/ol mf system 21g3905p .dbf'
FROM PLATFORM 'your source platform'
FORMAT '+DATA/ol mf system 21g3905p .dbf';

To reduce downtime for the conversion, you can use NFS rather than copying data files over
the network or restoring a backup. For example, you could mount the Solaris files system on
the AIX host as /net/solaris/oradata. In this case, you would edit the convert script to
reference the NFS-mounted directory as the location of the source data files to convert,
putting the commands into the following form:

CONVERT DATAFILE '/net/solaris/oradata/DBUA/datafile/ol mf system 21g3905p .dbf'
FROM PLATFORM 'your source platform'
FORMAT '+DATA/ol mf system 21g3905p .dbf';

You then connect RMAN to the destination database instance, in this case the instance on
host aix01, and convert the data files. During the conversion, the database at host sun0O1
remains in open read only mode. Afterward, you connect SQL*Plus to the database instance
on aix01 and run the transport script to create the database.

2.12 CREATE CATALOG

Purpose

Use the CREATE CATALOG command to create a base recovery catalog. A virtual private
catalog is created automatically when catalog privileges are granted to the virtual private
catalog owner.

A base recovery catalog is a database schema that contains RMAN metadata for a set of
target databases.

* Avirtual private catalog is a set of security policies that restrict user access to a subset of
a base recovery catalog.

¢ See Also:

e Oracle Database Backup and Recovery User's Guide to learn how to create the
recovery catalog

" RMAN Compatibility” to learn about the requirements for the compatibility of
the recovery catalog and the other components of the RMAN environment

Prerequisites

Execute this command only at the RMAN prompt. RMAN must be connected to the recovery
catalog database either through the caATAL.0G command-line option or the CONNECT CATALOG
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command, and the catalog database must be open. A connection to a target database
is not required.

The recovery catalog owner for the base recovery catalog must be granted the
RECOVERY CATALOG OWNER role. The recovery catalog is created in the default
tablespace of the recovery catalog owner.

You must have run the domsrmansys.sgl script to grant additional privileges that are
required for the RECOVERY CATALOG OWNER role.

" Note:

Starting with Oracle Database 12c Release 1 (12.1.0.2), the recovery catalog
database must use the Enterprise Edition.

The database user who owns a virtual private catalog must be granted the CREATE
SESSION privilege. Starting with Oracle Database 12¢ Release 1 (12.1.0.2), virtual
private catalogs can be created only when using Oracle Database Enterprise Edition.

If you are creating a virtual private catalog, then:

*  You must use SQL*Plus to connect to the recovery catalog database as the Sys
user with SYSDBA privilege.

* The base recovery catalog owner must have used the RMAN GRANT command to
grant either the CATALOG or REGISTER privilege (see Example 2-71).

See the CONNECT CATALOG description for restrictions for RMAN client connections to a
virtual catalog when the RMAN client is from release Oracle Database 10g or earlier.

Usage Notes

Typically, you create the recovery catalog in a database created especially for this
purpose. Do not create the recovery catalog in a privileged schema such as Sys or
SYSBACKUP.

The best practice is to create one recovery catalog that serves as the central RMAN
repository for many databases. For this reason it is called the base recovery catalog.

The owner of the base recovery catalog can GRANT or REVOKE restricted access to the
catalog to other database users. Each restricted user has full read/write access to his
own metadata, which is called a virtual private catalog. The RMAN metadata is
stored in the schema of the virtual private catalog owner. The owner of the base
recovery catalog controls what each virtual catalog user can access.

Syntax

createCatalog::=

CREATE CATALOG ptih
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Examples
Example 2-70 Creating a Recovery Catalog and Registering a Database

Assume that you start SQL*Plus and connect to the recovery catalog catdb with administrator
privileges. You execute the CREATE USER statement as follows, replacing password with a
user-specified password (see Oracle Database Security Guide for information on creating
secure passwords). The SQL statement creates a user rco in database catdb and grant the
rco user the RECOVERY CATALOG_OWNER role.

SQL> CREATE USER rco IDENTIFIED BY password
2 DEFAULT TABLESPACE cattbs
3 QUOTA UNLIMITED ON cattbs;
SQL> GRANT recovery_catalog_owner TO rco;
SQL> EXIT

Next, you run the domsrmansys. sqgl script to grant additional privileges that are required for
the RECOVERY CATALOG_OWNER role.

SQL> @SORACLE HOME/rdbms/admin/dbmsrmansys.sql

You then start RMAN and run the following RMAN commands to connect to the recovery
catalog database as rco and create the recovery catalog:

RMAN> CONNECT CATALOG rcol@catdb

recovery catalog database Password: password
connected to recovery catalog database

RMAN> CREATE CATALOG;

In the same RMAN session, you connect to a target database using operating system
authentication and use the REGISTER DATABASE command to register this database in the
catalog:

RMAN> CONNECT TARGET /
RMAN> REGISTER DATABASE;
RMAN> EXIT

Example 2-71 Creating a Virtual Private Catalog

Assume that you created the recovery catalog and registered a database as shown in
Example 2-70. Now you want to create a virtual private catalog for database user vpcl. The
database version is Oracle Database 12c¢ Release 1 (12.1.0.2). You start SQL*Plus and
connect to recovery catalog database catdb as the SYS user with SYSDBA privilege.

You create the vpcl user and grant recovery catalog ownership as follows, replacing
password with a user-specified password (see Oracle Database Security Guide for
information on creating secure passwords):

SQL> CREATE USER vpcl IDENTIFIED BY password
2 DEFAULT TABLESPACE vpcusers;

SQL> GRANT CREATE SESSION TO vpcl;

SQL> EXIT

You then start RMAN and connect to the recovery catalog database as the catalog owner
rco. By default, the virtual catalog owner has no access to the base recovery catalog. You
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use the GRANT command to grant virtual private catalog access to vpcl for RMAN
operations on database prodl (but not prod?2):

RMAN> CONNECT CATALOG rcol@catdb

recovery catalog database Password: password
connected to recovery catalog database

RMAN> GRANT CATALOG FOR DATABASE prodl TO vpcl;
RMAN> EXIT;

Now the backup operator who will use virtual private catalog vpc1 is ready to create
the virtual catalog. In the following example, the backup operator connects to the
recovery catalog database as vpcl and registers the database prod1 with vpcl.

The virtual private catalog is created automatically when catalog privileges are granted
to the virtual private catalog owner.

RMAN> CONNECT CATALOG vpcl@catdb

recovery catalog database Password: password
connected to recovery catalog database

RMAN> REGISTER DATABASE prodl;
RMAN> EXIT;

2.13 CREATE SCRIPT

Purpose

Use the CREATE SCRIPT command to create a stored script in the recovery catalog. A
stored script is a sequence of RMAN commands that is given a hame and stored in the
recovery catalog for later execution.

¢ See Also:

e Oracle Database Backup and Recovery User's Guide to learn how to use
stored scripts

e REPLACE SCRIPT to learn how to update a stored script

Prerequisites

Execute CREATE SCRIPT only at the RMAN prompt. RMAN must be connected to a
target database and a recovery catalog. The recovery catalog database must be open.

If GLOBAL is specified, then a global script with this name must not already exist in the
recovery catalog. If GLOBAL is not specified, then a local script must not already exist
with the same name for the same target database. In you do not meet these
prerequisites, then RMAN returns error RMAN-20401.
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Usage Notes

A stored script may be local or global. A local script is created for the current target database
only, whereas a global script is available for use with any database registered in the recovery
catalog.

It is permissible to create a global script with the same name as a local script, or a local script
with the same name as a global script.

Substitution Variables in Stored Scripts

RMAN supports the use of substitution variables in a stored script. &1 indicates where to
place the first value, &2 indicate where to place the second value, and so on. Special
characters must be quoted.

The substitution variable syntax is sinteger followed by an optional period, for example,
«1.3. The optional period is part of the variable and replaced with the value, thus enabling the
substitution text to be immediately followed by another integer. For example, if you pass the
value mybackup to a command file that contains the substitution variable &1. 3, then the result
of the substitution is mybackup3. To create the result mybackup. 3, use two periods in the
syntax &1..3.

When you create a stored script with substitution variables, you must provide example values
at create time. You can provide these values with the USING clause when starting RMAN (see
RMAN) or enter them when prompted (see Example 2-74).

Syntax

createScript::=
CREATE GLOBAL COMMENT comment
- '!l SCRIPT '!l script_name ﬁl:h f)l H:K >|Ih
CREATE OR REPLACE

backupCommands
maintenanceCommands

miscellaneousCommands

FROM FILE | Ji(filename)y |

|

I

backupCommands::=, maintenanceCommands::=, miscellaneousCommands::=,
restoreCommands::=)

Semantics

Syntax Element Description

CREATE OR REPLACE Creates a new script, if a script with the specified name does not exist. If a script
with the specified name already exists, it is recreated.
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Syntax Element

Description

GLOBAL

SCRIPT script name

COMMENT 'comment'

backupCommands
maintenanceCommands
miscellaneousCommands

restoreCommands

FROM FILE 'filename'

Identifies the script as global.

Note: A virtual private catalog has read-only access to global scripts. Creating or
updating global scripts must be done while connected to the base recovery
catalog.

Specifies the name of the script. Quotes must be used around the script name
when the name contains either spaces or reserved words.

Associates an explanatory comment with the stored script in the recovery
catalog. The comment is used in the output of LIST SCRIPT NAMES.

Specifies commands to include in the stored script. The commands allowable
within the brackets of the CREATE SCRIPT 'script name' {...} command are
the same commands supported within a RUN command. Any command that is
valid within a RUN command is permitted in the stored script. The following
commands are not valid within stored scripts: RUN, @ (at sign), and @@ (double
at sign).

Reads the sequence of commands to define the script from the specified file.

The file looks like the body of a valid stored script. The first line of the file must be
a left brace ({) and the last line must contain a right brace (}). The RMAN
commands in the file must be valid in a stored script.

Examples

Example 2-72 Creating a Local Stored Script

Assume that you want to create a local stored script for backing up database prod.
You start RMAN, connect to prod as TARGET, and connect to a recovery catalog. You
create a stored script called backup whole and then use EXECUTE SCRIPT to run it as

follows:

CREATE SCRIPT backup whole
COMMENT "backup whole database and archived redo log files"

{

BACKUP

INCREMENTAL LEVEL 0 TAG backup whole
FORMAT "/disk2/backup/%U"
DATABASE PLUS ARCHIVELOG;

}

RUN { EXECUTE SCRIPT backup whole; }

Example 2-73 Creating a Global Stored Script

This example connects RMAN to target database prod and recovery catalog database
catdb as catalog user rco. The example creates a global script called
global backup db that backs up the database and archived redo log files:

RMAN> CONNECT TARGET "sbulprod AS SYSBACKUP"

target database Password: password
connected to target database: PROD (DBID=39525561)

RMAN> CONNECT CATALOG rcol@catdb

recovery catalog database Password: password
connected to recovery catalog database

ORACLE
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RMAN> CREATE GLOBAL SCRIPT global backup db { BACKUP DATABASE PLUS ARCHIVELOG; }
RMAN> EXIT;

You can now connect RMAN to a different target database such as prod2 and run the global
stored script:

RMAN> CONNECT TARGET "sbu@prod2 AS SYSBACKUP"

target database Password: password
connected to target database: PROD2 (DBID=36508508)

RMAN> CONNECT CATALOG rcol@catdb

recovery catalog database Password: password
connected to recovery catalog database

RMAN> RUN { EXECUTE SCRIPT global backup db; }

Example 2-74 Creating a Stored Script That Uses Substitution Variables

The following example connects RMAN to a target database and recovery catalog and uses
CREATE SCRIPT to create a backup script that includes three substitution variables. RMAN
prompts you to enter initial values for the variables (user input is shown in bold).

RMAN> CONNECT TARGET /
RMAN> CONNECT CATALOG rcolcatdb

recovery catalog database Password: password
connected to recovery catalog database

RMAN> CREATE SCRIPT backup df

2> { BACKUP DATAFILE &1 TAG &2.1 FORMAT '/diskl/&3 %U'; }
Enter value for 1: 1

Enter value for 2: dfl_backup

Enter value for 3: dfl

starting full resync of recovery catalog
full resync complete
created script backup df

When you run EXECUTE SCRIPT, you can pass different values to the script. The following
example passes the values 3, test backup, and test to the substitution variables in the
stored script:

RMAN> RUN { EXECUTE SCRIPT backup df USING 3 test backup df3; }

After the values are substituted, the script executes as follows:

BACKUP DATAFILE 3 TAG test backupl FORMAT '/diskl/df3 %U';

2.14 CROSSCHECK

Purpose

Use the CROSSCHECK command to synchronize the physical reality of backups and copies with
their logical records in the RMAN repository.
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¢ See Also:

Oracle Database Backup and Recovery User's Guide to learn how to
manage database records in the recovery catalog

Prerequisites
RMAN must be connected to a target database instance, which must be started.

A maintenance channel is not required for a disk cross-check. If you use a media
manager and have not configured automatic channels for it, then you must use run
ALLOCATE CHANNEL FOR MAINTENANCE before CROSSCHECK. For example, if you
created a backup on an SBT channel, but have not configured automatic SBT
channels for this device, then you must manually allocate an SBT channel before
CROSSCHECK can check the backup. Furthermore, if you performed backups with
different media manager options (pools, servers, libraries, and so on), then you must
allocate maintenance channels for each combination.

CROSSCHECK validates all specified backups and copies, even if they were created in
previous database incarnations.

For preplugin backups, the CDB must be open in read-write mode and you must
connect as a common user with the SYSDBA or SYSBACKUP privilege.

Usage Notes

RMAN always maintains metadata about backups in the control file of every target
database on which it performs operations. If you use RMAN with a recovery catalog,
then RMAN also maintains the metadata from every registered database in the
recovery catalog.

If a backup is on disk, then CROSSCHECK determines whether the header of the file is
valid. If a backup is on tape, then RMAN queries the RMAN repository for the names
and locations of the backup pieces to be checked. RMAN sends this metadata to the
target database server, which queries the media management software about the
backups. The media management software then checks its media catalog and reports
back to the server with the status of the backups.

EXPIRED and AVAILABLE Status

You can view the status of backup sets and copies recorded in the RMAN repository
through LIST, v$ views, or recovery catalog views (if you use RMAN with a catalog).
Table 2-4 describes the meaning of each status.

The CROSSCHECK command only processes files created on the same device type as
the channels used for the cross-check. The CROSSCHECK command checks only objects
marked AVAILABLE or EXPIRED in the repository by examining the files on disk for DISK
channels or by querying the media manager for sbt channels.
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Table 2-4 Meaning of CROSSCHECK Status
|

Status

Description

EXPIRED

AVAILABLE

Object is not found either in file system (for DISK) or in the media manager
(for sbt). A backup set is EXPIRED if any backup piece in the set is
EXPIRED.

The CROSSCHECK command does not delete the repository records of files
that it does not find, but updates their repository records to EXPIRED. You
can run DELETE EXPIRED to remove the repository records for expired files
and any existing physical files whose status is EXPIRED.

If backups are EXPIRED, then you can reexecute the cross-check later and
determine whether expired backups are available. This precaution is
especially useful when you use RMAN with a media manager. For example,
if some backup pieces or copies were erroneously marked as EXPIRED
because the PARMS channel settings were incorrect, then after ensuring that
the files really do exist in the media manager, run the CROSSCHECK BACKUP
command again to restore those files to AVAILABLE status.

Object is available for use by RMAN. For a backup set to be AVATILABLE, all
backup pieces in the set must have the status AVAILABLE.

ORACLE

Cross-Checks in a Data Guard Environment

"RMAN Backups in a Data Guard Environment" explains the difference between the
association and accessibility of a backup. In a Data Guard environment, the database that
creates a backup or copy is associated with the file. You can use maintenance commands
such as CHANGE, DELETE, and CROSSCHECK for backups when connected to any database in
the Data Guard environment if the backups are accessible. In general, RMAN considers tape
backups created on any database as accessible to all databases in the environment,
whereas disk backups are accessible only to the database that created them.

RMAN can only update the status of a backup from AVAILABLE to EXPIRED or DELETED when
connected as TARGET to the database associated with the backup. If RMAN cannot delete a
backup because it is not associated with the target database, then RMAN prompts you to
perform the same CROSSCHECK operation for the file at the database with which it is
associated. In this way RMAN protects against unwanted status changes that result from
incorrect SBT configurations.

For example, assume that you connect RMAN as TARGET to standby database standbyl and
back it up to tape. If the backup is manually removed from the tape, and if you perform a
cross-check of the backup on standby2, then RMAN prompts you to run the cross-check on
standbyl. A cross-check on standbyl updates the status of the tape backup to EXPIRED when
the media manager reports that the backup has been deleted.

Syntax

crosscheck::=

& PREPLUGIN N

CROSSCHECK ]

maintSpec::=
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OF 1@9@!@»
BACKUP -
maintQualifier
archivelogRecordSpecifier |
TStObiLi!
COPY

foreignlogRecordSpecifieD—J
fal DEVICE TYPE )-)—E deviceSpecifier L

(listObjList::=, archivelogRecordSpecifier::=, foreignlogRecordSpecifier::=,
maintQualifier::=, recordSpec::=, deviceSpecifier::=)

Semantics
Syntax Element Description
PREPLUGIN Cross-checks preplugin backups. The preplugin backups can be that of a
non-CDB or a PDB before they were plugged in as a PDB into the current
CDB.
maintSpec Cross-checks backups. For maintSpec options, refer to the parameter
descriptions in maintSpec.
Examples

ORACLE

Example 2-75 Cross-Checking All Backups and Copies

This example, which assumes that the default configured channel is DEVICE TYPE sbt,
cross-checks all backups and disk (partial output is included). Because RMAN
preconfigures a disk channel, you do not need to manually allocate a disk channel.

RMAN> CROSSCHECK BACKUP;

allocated channel: ORA SBT TAPE 1

channel ORA SBT TAPE 1: SID=84 device type=SBT TAPE

channel ORA SBT TAPE 1: Oracle Secure Backup

allocated channel: ORA DISK 1

channel ORA DISK 1: SID=86 device type=DISK

backup piece handle=/disk2/backup/08i9umon 1 1 RECID=7 STAMP=614423319
crosschecked backup piece: found to be 'EXPIRED'

backup piece handle=/disk2/backup/09i9umso 1 1 RECID=8 STAMP=614423448
crosschecked backup piece: found to be 'EXPIRED'

backup piece handle=/diskl/cfauto/c-26213402-20130213-00 RECID=9 STAMP=614423452
crosschecked backup piece: found to be 'AVAILABLE'

backup piece handle=0bi%uo81 1 1 RECID=10 STAMP=614424833

crosschecked backup piece: found to be 'AVAILABLE'

backup piece handle=c-26213402-20130213-01 RECID=11 STAMP=614424851
crosschecked backup piece: found to be 'AVAILABLE'

Example 2-76 Cross-Checking Within a Range of Dates

This example queries the media manager for the status of the backup sets in a given
six week range. RMAN uses the date format specified in the NLS_DATE FORMAT
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parameter, which is 'DD-MON-YY" in this example. The first command cross-checks backups on
tape only:

ALLOCATE CHANNEL FOR MAINTENANCE DEVICE TYPE sbt;
CROSSCHECK BACKUP

COMPLETED BETWEEN 'O1-JAN-13' AND '14-FEB-13';
RELEASE CHANNEL;

The following command specifies DEVICE TYPE DISK to cross-check only disk:

CROSSCHECK BACKUP DEVICE TYPE DISK
COMPLETED BETWEEN 'Ol1-JAN-13' AND '14-FEB-13';

If the default channel is SBT, then you can cross-check both disk and SBT backups by
running CROSSCHECK with the default channels:

CROSSCHECK BACKUP COMPLETED BETWEEN 'Ol1-JAN-13' AND '14-FEB-13';

2.15 DELETE

ORACLE

Purpose
Use the DELETE command to perform the following actions:

e Delete physical backups and copies.
e Delete obsolete backups of sparse databases.

e Update the repository records in the target control file to show that the files are deleted.
For example, the record for a backup piece in V$BACKUP PIECE.STATUS shows the value
D.

* Remove the repository records for deleted files from the recovery catalog (if you use a
catalog). For example, RC_BACKUP PIECE no longer contains a row for a deleted backup
piece.

¢ See Also:

BACKUP to learn about the BACKUP ... DELETE INPUT command

Prerequisites
RMAN must be connected to a target database, which must be mounted or open.

RMAN uses all configured channels to perform the deletion. If you use DELETE for files on
devices that are not configured for automatic channels, then you must use ALLOCATE
CHANNEL FOR MAINTENANCE. For example, if you made a backup with an SBT channel, but
only a disk channel is configured, then you must manually allocate an SBT channel for
DELETE. An automatic or manually allocated maintenance channel is required when you use
DELETE on a disk-only file.

For preplugin backups, the CDB must be open in read-write mode and you must connect as a
common user with the SYSDBA or SYSBACKUP privilege.
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Usage Notes

The best practice is to run CROSSCHECK to update the status of backups and copies in
the repository and then run DELETE to remove the desired files. When running RMAN
interactively, DELETE displays a list of files and prompts for confirmation before deleting
any file in the list. If you confirm, then RMAN shows each item as it is deleted. When
reading commands from a command file, RMAN does not prompt for confirmation.

You can view the status of backups and copies recorded in the RMAN repository
through LIST, v$ views, or recovery catalog views (if you use a catalog). The repository
record for a backup can fail to reflect its physical status. For example, a user deletes a
disk backup with the Linux rm command. The backup record cannot be updated by rm,
so the RMAN repository shows the file as available although it no longer exists.

Behavior of DELETE Command for Files of Different Status Values

Table 2-5 describes the behavior of DELETE when the FORCE option is not specified.

Table 2-5 Behavior of DELETE Command Without FORCE Option

Repository Physical Status Behavior of DELETE Command

Status

AVAILABLE Not found on media Does not delete the object and reports the list of mismatched
objects at the end of the job. RMAN does not update the
repository status.

EXPIRED Found on media Does not delete the object and reports the list of mismatched
objects at the end of the job. RMAN does not update the
repository status.

UNAVAILABLE Any Removes repository record and deletes object if it exists. All /O
errors are ignored.

ORACLE

Backup Deletion in a Data Guard Environment

"RMAN Backups in a Data Guard Environment" explains the difference between the
association and accessibility of a backup. In a Data Guard environment, the database
that creates a backup or copy is associated with the file. You can use maintenance
commands such as CHANGE, DELETE, and CROSSCHECK for backups when connected
to any database in the Data Guard environment if the backups are accessible. In
general, RMAN considers tape backups created on any database as accessible to all
databases in the environment, whereas disk backups are accessible only to the
database that created them.

If a deletion is successful, then RMAN removes the metadata for the file, even if the
file is associated with another database. If a deletion was not successful, and if the file
is associated with another database in the Data Guard environment, then RMAN
prompts you to perform the same DELETE command while connected as TARGET to the

database associated with the file. You must use DELETE ... FORCE to delete the file
metadata.
Syntax
delete::=
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forDbUniqueNameOption
rmaintSpec) f{ }1
->| DELETE
obsOperandList DEVICE TYPE p~{(deviceSpecifier
AOBSOLETE € Dl E 5 L

(maintSpec::=, obsOperandList::=, deviceSpecifier::=)

.

maintSpec::=

OF -IistObjList
BACKUP -
maintQualifier
archivelogRecordSpecifier |
listObjList
COPY

foreignlogRecordSpecifieD—J
Ia| DEVICE TYPE )»—E deviceSpecifier L

(listObjList::=, archivelogRecordSpecifier::=, maintQualifier::=, deviceSpecifier::=,
recordSpec::=)

forDbUniqueNameOption::=

DB_UNIQUE_NAME ALL ]

Semantics

Syntax Element

Description

FORCE

NOPROMPT

PREPLUGIN

ORACLE

Deletes specified files—whether or not they exist on the media—and removes
repository records (see Example 2-80).

RMAN ignores any I/O errors for the deleted objects. RMAN also ignores any
CONFIGURE ARCHIVELOG DELETION POLICY settings. RMAN displays the
number of deleted objects at the end of the job.

Deletes specified files without first listing the files or prompting for confirmation.
The DELETE NOPROMPT command displays each item as it is deleted.

Deletes preplugin backups and removes their repository records.
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Syntax Element

Description

EXPIRED

maintSpec

forDbUniqueNameOption

ORACLE

Removes only files whose status in the repository is EXPIRED (see

Example 2-77). RMAN marks backups and copies as expired when you run a
CROSSCHECK command and the files are absent or inaccessible. To determine
which files are expired, run a LIST EXPIRED command.

If for some reason a backup marked EXPIRED exists when you run the DELETE
EXPIRED command, then RMAN does not delete the physical file.

Deletes backups and copies.

You can set rules for the deletion with the maintQualifier clause. For example, you
can delete archived redo log files that are backed up to tape (see Example 2-79).

When deleting backups of PDBs that were dropped, you identify the PDB using
its GUID. Use the GUID clause with the DELETE command to delete backups of
dropped PDBs. The dba_pdb history view contains the GUID of dropped
PDBs.

Note: DELETE ARCHIVELOG ALL considers only the archived log deletion policy
and does not consider the configured retention policy.

Note: In CDBs, you must connect to the root as a user with the SYSDBA or
SYSBACKUP privilege to delete archived redo logs. You cannot delete archived
redo logs when connected to a PDB.

See Also: maintSpec and maintQualifier

Deletes the backups and copies in maintSpec that are exclusively associated with
the specified DB_UNIQUE NAME in a Data Guard environment.

Note: The FOR DB _UNIQUE NAME option is not allowed with the DELETE
OBSOLETE command.

If RMAN successfully deletes tape backups associated with the specified

DB UNIQUE NAME, then RMAN removes the metadata for these files from the
recovery catalog. If RMAN could not delete these files because they are
associated with a different database in the Data Guard environment, then RMAN
prompts you to perform the same DELETE operation for these files at the
database that is associated with them.

Note: You cannot use FORCE to override the default behavior and specify that
RMAN deletes files that are associated with a different database. In this way,
RMAN protects you from accidental deletions caused by incorrect RMAN
configurations for SBT. To remove the metadata for files that RMAN prevents you
from deleting, use the CHANGE RESET DB _UNIQUE NAME command.

See Also: forDbUniqueNameOption for descriptions of the options in this clause
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Syntax Element

Description

OBSOLETE

Deletes data file backups and copies recorded in the RMAN repository that are
obsolete, that is, no longer needed (see Example 2-78). RMAN also deletes
obsolete archived redo log files and log backups.

RMAN determines which backups and copies of data files are no longer needed,
which in turn determines when logs (and backups of logs) are no longer needed.
RMAN considers the creation of a data file as a backup when deciding which logs
to keep.

RMAN first uses the options specified with obsOperandList to determine which
files are obsolete. If you do not specify options in obsOperandList, then RMAN
uses the options specified in CONFIGURE RETENTION POLICY.

Note: DELETE OBSOLETE considers only the backup retention policy and does
not use the configured archived log deletion policy to determine which logs are
obsolete. In contrast, DELETE ARCHIVELOG ALL considers only the configured
archived log deletion policy.

Note: If you make a backup with the KEEP UNTIL TIME clause, then this backup
becomes obsolete after the specified KEEP time passes and is removed by
DELETE OBSOLETE. RMAN does not consider the backup retention policy for
archival backups whose KEEP time has expired.

Note: The DELETE. . .OBSOLETE command cannot be used when backups are
stored to Zero Data Loss Recovery Appliance, commonly known as Recovery
Appliance.

obsOperandList Specifies the criteria for determining which backups and copies are obsolete.

DEVICE TYPE
deviceSpecifier

See Also: obsOperandList

Restricts the deletion to obsolete backups and copies created on the specified
device type only.

See Also: deviceSpecifier

ORACLE

Examples
Example 2-77 Deleting Expired Backups

This example uses a configured sbt channel to check the media manager for expired
backups of the tablespace users that are more than one month old and removes their
recovery catalog records.

CROSSCHECK BACKUPSET OF TABLESPACE users
DEVICE TYPE sbt COMPLETED BEFORE 'SYSDATE-31';
DELETE NOPROMPT EXPIRED BACKUPSET OF TABLESPACE users
DEVICE TYPE sbt COMPLETED BEFORE 'SYSDATE-31';

Example 2-78 Deleting Obsolete Backups

This example deletes backups and copies that are not needed to recover the database to an
arbitrary SCN within the last week. RMAN also deletes archived redo log files that are no
longer needed.

DELETE NOPROMPT OBSOLETE RECOVERY WINDOW OF 7 DAYS;
Example 2-79 Deleting Archived Redo Log Files That Are Backed Up

Assume that you have configured RMAN settings as follows:

CONFIGURE DEFAULT DEVICE TYPE TO sbt;
CONFIGURE ARCHIVELOG DELETION POLICY TO

2-127



ORACLE

Chapter 2
DELETE

BACKED UP 2 TIMES
TO DEVICE TYPE sbt;

The following DELETE command deletes all archived redo log files on disk if they are
not needed to meet the configured deletion policy, which specifies that logs must be
backed up twice to tape (sample output included):

RMAN> DELETE ARCHIVELOG ALL;

allocated channel: ORA DISK 1
channel ORA DISK 1: SID=84 device type=DISK

List of Archived Log Copies for database with db unique name PROD

Key Thrd Seq S Low Time
107 1 4 A 12-FEB-13

Name: /orcva/PROD/archivelog/2013 02 12/0l mf 1 4 2x28bpcm_.arc
108 1 5 A 12-FEB-13

Name: /orcva/PROD/archivelog/2013 02 12/0ol mf 1 5 2x28g7s9 .arc
109 1 6 A 12-FEB-13

Name: /orcva/PROD/archivelog/2013 02 13/0ol mf 1 6 2x3bbgym .arc
157 1 7 A 13-FEB-13

Name: /orcva/PROD/archivelog/2013 02 13/ol mf 1 7 2x3w2cvs_.arc
le4 1 8 A 13-FEB-13

Name: /orcva/PROD/archivelog/2013 02 13/0l mf 1 8 2x3wd0vr .arc
171 1 9 A 13-FEB-13

Name: /orcva/PROD/archivelog/2013 02 13/ol mf 1 9 2x3w8pf7 .arc
318 1 10 A 13-FEB-13

Name: /orcva/PROD/archivelog/2013 02 13/ol mf 1 10 2x3zx6d9 .arc
330 1 11 A 13-FEB-13

Name: /orcva/PROD/archivelog/2013 02 13/0ol mf 1 11 2x403wco_.arc
448 1 12 A 13-FEB-13

Name: /orcva/PROD/archivelog/2013 02 13/ol mf 1 12 2x40wnéx_.arc
455 1 13 A 13-FEB-13

Name: /orcva/PROD/archivelog/2013 02 13/ol mf 1 13 2x412s3m .arc
583 1 14 A 13-FEB-13

Name: /orcva/PROD/archivelog/2013 02 13/ol mf 1 14 2x428p9d .ar
638 1 15 A 13-FEB-13

Name: /orcva/PROD/archivelog/2013 02 13/ol mf 1 15 2x42f0gj .arc

Do you really want to delete the above objects (enter YES or NO)?

Example 2-80 Forcing the Deletion of a Backup Set
The following example attempts to delete the backup set copy with tag weekly bkup:

RMAN> DELETE NOPROMPT BACKUPSET TAG weekly bkup;

RMAN displays a warning because the repository shows the backup set as available,
but the object is not actually available on the media:

List of Backup Pieces
BP Key BS Key Pc# Cp# Status Device Type Piece Name

809 806 1 1 AVAILABLE SBT TAPE 0ri9uu08 1 1
RMAN-06207: WARNING: 1 objects could not be deleted for SBT TAPE channel(s) due

RMAN-06208: to mismatched status. Use CROSSCHECK command to fix status
RMAN-06210: List of Mismatched objects
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RMAN-06211:
RMAN-06212:  Object Type Filename/Handle

RMAN-062132 =mmmmmmmmmm e mm e = e e o e e e e e e e e e
RMAN-06214: Backup Piece Ori%uul8 1 1

The following command forces RMAN to delete the backup set (sample output included):

RMAN> DELETE FORCE NOPROMPT BACKUPSET TAG weekly bkup;

using channel ORA SBT TAPE 1
using channel ORA DISK 1

List of Backup Pieces

BP Key BS Key Pc# Cp# Status Device Type Piece Name
809 806 1 1 AVAILABLE SBT TAPE 0ri%uu08 1 1
deleted backup piece

backup piece handle=0riSuu08 1 1 RECID=26 STAMP=614430728
Deleted 1 objects

2.16 DELETE SCRIPT

ORACLE

Purpose

Use the DELETE SCRIPT command to delete a local or global stored script from the recovery
catalog.

Prerequisites

Execute DELETE SCRIPT only at the RMAN prompt. RMAN must be connected to a recovery
catalog and target database. The recovery catalog database must be open.

Usage Notes

A stored script may be local or global. A local script is created for the current target database
only, whereas a global script is available for use with any database registered in the recovery
catalog.

If GLOBAL is specified, then a global script with this name must exist in the recovery catalog;
otherwise, RMAN returns error RMAN-06710. If you do not specify GLOBAL, then RMAN looks
for a local stored script with the specified name defined on the current target database. If no
such script is defined on the target database, then RMAN checks for a global stored script
with this name and deletes it if it exists.

Syntax

deleteScript::=

GLOBAL
[ DELETE 1J SCRIPT f{h @&D
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Semantics

Syntax Element Description

GLOBAL Identifies the script as global.
If you attempt to delete a global script, then RMAN must not be connected to a
virtual private catalog. Virtual catalog users cannot modify global scripts,
although they can execute them.
See Also: "Usage Notes" for an explanation of the difference between global and
local scripts

SCRIPT script name Specifies the name of the script to delete. Quotes must be used around the script
name when the name contains either spaces or reserved words.

Example
Example 2-81 Deleting a Global Script

This example deletes global script backup_db from the recovery catalog (sample
output included):

RMAN> LIST SCRIPT NAMES;

List of Stored Scripts in Recovery Catalog

Scripts of Target Database PROD

Script Name
Description

backup whole
backup whole database and archived redo log files

Global Scripts

Script Name
Description

global backup db
back up any database from the recovery catalog, with logs

RMAN> DELETE GLOBAL SCRIPT global_backup_db;
deleted global script: global backup db
RMAN> LIST SCRIPT NAMES;

List of Stored Scripts in Recovery Catalog

Scripts of Target Database PROD

Script Name
Description
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backup whole
backup whole database and archived redo log files

2.17 DESCRIBE

Purpose
Use the DESCRIBE command to list the column definitions of a table or view.

This command provides the functionality of the SQL*Plus DESCRIBE command within RMAN.

Prerequisites

To access a table or view in another schema, you must have READ or SELECT privileges on the
object or connect in AS SYSDBA mode. The SYSBACKUP privilege does not grant access to user
tables or views.

Usage Notes
Descriptions provide this information for each column in the table or view:

*  Name
*  Whether null values are permitted (NULL or NOT NULL)

- Data type and, where applicable, the precision or scale

Syntax
describecmd::=
CATALOG schema -dblink
e| DESCRIBE f)l h f{ (table ) @ ﬁlzh
Semantics
Syntax Element Description
CATALOG Identifies the object as residing in the database containing the recovery catalog,
schema Schema location of the table or view, required only when it is not in your login
schema.
table Name of a table or view.
dblink Database link name for the database where the object exists, required only when
it is not in the login database.
Examples
This example describes the VSCONTROLFILE table:
RMAN> desc v$controlfile
Name Null? Type
STATUS VARCHAR2 (7)
NAME VARCHAR2 (513)
IS _RECOVERY DEST FILE VARCHAR? (3)
BLOCK_SIZE NUMBER
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FILE SIZE BLKS NUMBER
CON_ID NUMBER

2.18 DROP CATALOG

ORACLE

Purpose

Use the DROP CATALOG command to remove the recovery catalog.

¢ See Also:

Oracle Database Backup and Recovery User’s Guideto learn how to drop
the recovery catalog

Prerequisites
Execute this command only at the RMAN prompt.

You must be connected to the recovery catalog schema with the CATALOG command-
line option or the CONNECT CATALOG command. The recovery catalog database must
be open.

You do not have to be connected to a target database.

Usage Notes

After you execute DROP CATALOG, RMAN prompts you to enter the command again to
confirm that you want to perform the operation.

To bypass the command confirmation step, execute the DROP CATALOG command with
the NOPROMPT option when you run it the first time.

A base recovery catalog is created with CREATE CATALOG. To drop the base recovery
catalog, execute DROP CATALOG while connected to the recovery catalog database as
the recovery catalog owner.

# Note:

When you drop the base recovery catalog, all RMAN metadata is removed
from the recovery catalog. Any backups recorded in the recovery catalog but
not in a target database control are not usable by RMAN.

When connected to a virtual private catalog, the DROP CATALOG command does not
remove the base recovery catalog itself, but only drops the security policies that are
used to restrict user access to the base catalog..

Syntax
dropCatalog::=

_NOPROMPT
—>| DROP CATALOG - ﬁEh
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Semantics

NOPROMPT
Bypasses the confirmation step while dropping a catalog.

2.19 DROP DATABASE

Purpose

Use the DROP DATABASE command to delete the target database and, if RMAN is connected to
a recovery catalog, unregister it. RMAN removes the server parameter file, all data files,
online redo logs, and control files belonging to the target database. By default, RMAN
prompts for confirmation.

" Note:

This command cannot be used to delete a protected database that is configured to
create backups to Zero Data Loss Recovery Appliance, commonly known as
Recovery Appliance.

Prerequisites

Execute this command only at the RMAN prompt. You must be connected to a target
database. The target database must be mounted exclusive and not open, and started in
RESTRICT mode.

Syntax

dropDatabase::=

f-)l INCLUDING BACKUPS |—1 f-)l NOPROMPT h :

—>| DROP DATABASE

Semantics
Syntax Element Description
INCLUDING BACKUPS Deletes backup sets, proxy copies, image copies, and archived redo log files
associated with the target database from all configured device types.
Note: If you use a recovery catalog but run RMAN in NOCATALOG mode when you
drop the database, then RMAN does not delete any backups which are known to
the recovery catalog but no longer exist in the target database control file.
NOPROMPT Does not prompt for confirmation before deleting the database.
Example
Example 2-82 Deleting a Database
In this example, you want to delete a test database called test1 that is registered in the
recovery catalog. You start the RMAN client, connect to database testl as TARGET, and
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connect to the recovery catalog. You then run the following commands to delete the
target database files, and all backups, copies, and archived redo log files associated
with the database:

RMAN> CONNECT TARGET "sbu@testl AS SYSBACKUP"

target database Password: password
connected to target database: TEST1 (DBID=39525561)

RMAN> STARTUP FORCE MOUNT
RMAN> ALTER SYSTEM ENABLE RESTRICTED SESSION;
RMAN> DROP DATABASE INCLUDING BACKUPS NOPROMPT;

2.20 DUPLICATE

Purpose

Use the DUPLICATE command to create a copy of a source database. RMAN can
create either of the following types of databases:

* Aduplicate database, which is a copy of the source database (or a subset of the
source database) with a unique DBID. Because a duplicate database has a unique
DBID, it is independent of the source database and can be registered in the same
recovery catalog. Typically, duplicate databases are used for testing.

A standby database, which is a special copy of the source database (called a
primary database in a Data Guard environment) that is updated by applying redo
data from the primary database. A standby database is not assigned a new DBID.

RMAN can perform the duplication in any of the following supported modes:

* Active duplication
RMAN duplicates the files directly from either an open or mounted database.

Active duplication can use image copies or backup sets. Backup sets offer several
advantages, including unused block compression and encryption.

» Backup-based duplication without a target connection

RMAN creates duplicate files from pre-existing RMAN backups and copies. The
DUPLICATE command must have been issued with the DATABASE clause. This form
requires a connection to an auxiliary instance and a recovery catalog.

This mode is useful when the target database is not available or a connection to it
is not desirable (as mandated by security policy restrictions or a firewall).

* Backup-based duplication with a target connection
RMAN creates duplicate files from pre-existing RMAN backups and copies.

» Backup-based duplication without a connection to target or a recovery
catalog

RMAN creates duplicate files from RMAN backups and copies that were placed in
a designated BACKUP LOCATION.

ORACLE 2-134



Chapter 2
DUPLICATE

¢ See Also:
e Oracle Database Backup and Recovery User’s Guide to learn how to create a
duplicate database with the DUPLICATE command

e Oracle Data Guard Concepts and Administration to learn how to create,
manage, and back up a standby database

Additional Topics

e Prerequisites
* Usage Notes
e Syntax

e Semantics

« Examples

Prerequisites

The prerequisites vary depending on the type of duplication.

¢ See Also:

For information about the versions supported for the RMAN client and auxiliary
instance, see RMAN Compatibility Matrix.

Prerequisites Common to All Forms of Duplication

RMAN must be connected as AUXILIARY to the instance of the duplicate database. The
instance of the duplicate database is called the auxiliary instance. The auxiliary instance
must be started with the NOMOUNT option.

The source host is the database on which the source database resides. The destination
host is the host on which you intend to create the duplicate database. If you intend to create
the duplicate database on the source host, then set the CONTROL FILES initialization
parameter appropriately so that the DUPLICATE command does not generate an error because
the source control file is in use. Also, set all * DEST or other related initialization parameters
appropriately so that the source database files are not overwritten by the duplicate database
files.

Typically, the source and duplicate databases must be on the same platform; however some
cross-platform duplication is supported. For DUPLICATE, 32-bit and 64-bit versions of the same
platform are considered the same platform. For example, Linux 1A (32-bit) is considered the
same platform as Linux IA (64-bit). However, after duplicating a database between 32-bit and
64-bit platforms, you must run the utlirp.sql script to convert the PL/SQL code to the new
format. This script is located in ORACLE HOME/rdbms/admin on Linux and UNIX platforms.
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< Note:

In certain cases, the source and duplicate databases can be on different
platforms. For more information about mixed platform support for the
DUPLICATE command, refer to the My Oracle Support Note 1079563.1 at
https://support.oracle.com/rs?type=doc&id=1079563.1

The DUPLICATE command requires one or more auxiliary channels. These channels
perform the work of the duplication on the auxiliary database instance. In the following
circumstances, RMAN uses the channel configuration from the source database for
auxiliary channels:

*  You have not used ALLOCATE CHANNEL to manually allocate auxiliary channels.
e You have not used CONFIGURE to configure auxiliary channels.

If you have configured automatic target channels to use CONNECT strings, then RMAN
attempts to replicate the channel allocation on the auxiliary instance. However, if you
must control or vary the channel allocation for duplication, you manually allocate
auxiliary channels.

If the COMPATIBLE initialization parameter is set greater than or equal to 11.0.0, then by
default RMAN duplicates transportable tablespaces that were not made read/write
after being transported. Otherwise, RMAN cannot duplicate transportable tablespaces
unless they have been made read/write after being transported.

To duplicate a CDB, the COMPATIBLE initialization parameter of the source CDB and the
auxiliary instance must to 12.2.0 or higher. To duplicate a PDB to a new CDB, the
COMPATIBLE initialization parameter of the source CDB and the auxiliary instance must
be 12.2.0 or higher. To duplicate a PDB to an existing CDB, the COMPATIBLE
initialization parameter of the source CDB and the destination CDB must be 18.0.0 or
higher.

You must configure a static listener to perform duplication.

The following database encryption features use the Oracle software keystore:
Transparent Data Encryption (TDE), which functions at the column level, and
tablespace encryption. If you are duplicating an encrypted tablespace, then you must
manually copy the Oracle keystore to the duplicate database. Auto-login keystores can
be opened by RMAN when required. When a password-based Oracle keystore is
used, the password required to open the Oracle keystore must be specified using the
SET DECRYPTION WALLET OPEN IDENTIFIED BY command.

¢ See Also:

Oracle Database Advanced Security Guide to learn about TDE

Prerequisites Specific to Backup-Based Duplication

As shown in Table 2-6, the prerequisites for backup-based duplication depend on
whether RMAN is connected as TARGET to the source database.
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Table 2-6 Prerequisites for Three Modes of Backup-Based Duplication

Prerequisite No Target and No Target Target
No Recovery Connection Connection
Connection
RMAN requires a connection to a recovery catalog. No Yes No
All backups and archived redo log files used for creating and Yes Yes Yes
recovering the duplicate database must be accessible by the
server session on the destination host.
If the destination host is different from the source host, then you No Yes Yes
must make backups on disk on the source host available to the
destination host with the same full path name as in the source
database.
You must provide the name of the source database with the No if BACKUP  Yes No
DATABASE clause. If the name of the source database is not LOCATION
unique in the recovery catalog, then you must also provide the does not have
database ID (DBID) in the DATABASE clause. backups from
multiple
databases.
UNTIL clause must be specified in the current incarnation. Not applicable No Yes
NOREDO must be specified when RMAN must prevent application Yes Yes Yes
of archived redo log files to the backups (see description of
NOREDO for more information).
If you duplicate a subset of tablespaces, and if the source Yes No Yes (if no
database is not open, then any duplicated tablespaces with undo catalog used
segments must be listed in the UNDO TABLESPACE clause. and target is
not open)
RMAN automatically enforces the rule that the set of tablespaces No No Yes
must be self-contained and must not contain database objects
owned by SYS.

ORACLE

Prerequisites Specific to Active Database Duplication

When you execute DUPLICATE with FROM ACTIVE DATABASE, at least one normal target
channel and at least one AUXILIARY channel are required. If you do not configure or
preallocate channels, RMAN allocates the necessary channels by default. If you configure or
manually allocate channels for active duplication with backup sets, ensure that the number of
auxiliary channels is greater than or equal to the number of target channels.

When you connect RMAN to the source database as TARGET, you must specify a user name
and password, even if RMAN uses operating system authentication. The connection to the
auxiliary instance must use the same user name and password as the source database
connection. The source database must be mounted or open. If the source database is open,
then archiving must be enabled. If the source database is not open, then it must have been
shut down consistently.

When you connect RMAN to the auxiliary instance, the following rules apply:

*  When running RMAN on the same host as the auxiliary instance, you can connect locally
without a net service name, provided that you connect using a user name and password,
and provided that your DUPLICATE command does not include the PASSWORD FILE clause.
The connecting user must have the SYSDBA or SYSBACKUP privilege.
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*  When connecting remotely, or when using the PASSWORD FILE clause in the
DUPLICATE command, you must connect using a net service name. You must first
create a password file for the auxiliary instance.

The source database and auxiliary instances must use the same sys and SYSBACKUP
password, which means that both instances must have password files. The password
file must contain at least two passwords, for the sys and SYSBACKUP users. You can
start the auxiliary instance and enable the source database to connect to it.

The DUPLICATE behavior for password files varies depending on whether your
duplicate database will act as a standby database. If you create a duplicate database
that is not a standby database, then RMAN does not copy the password file by default.
You can specify the PASSWORD FILE option to indicate that RMAN can overwrite the
existing password file on the auxiliary instance. If you create a standby database, then
RMAN copies the password file to the standby host by default, overwriting the existing
password file. In this case, the PASSWORD FILE clause is not necessary.

You cannot use the UNTIL clause when performing active database duplication. RMAN
chooses a time based on when the online data files have been completely copied, so
that the data files can be recovered to a consistent point in time.

" See Also:

Oracle Database Security Guide to learn about password protection

Prerequisites for Duplicating a PDB to an Existing CDB

In addition to the prerequisites for active database duplication, the following
prerequisites are applicable:

* The COMPATIBLE initialization parameter on the source CDB and the destination
CDB must set to 18.0.0 or higher

* The source CDB and the auxiliary (duplicate) CDB must use local undo
* The PDB being duplicated must be in read-only or read-write mode

* The destination CDB to which the PDB is being duplicated must be open in read-
write mode

* The destination CDB must use a server parameter file (spfile)

* The initialization parameter REMOTE RECOVERY FILE DEST must be set on the
destination CDB

«  RMAN must connect to the root of the auxiliary (duplicate) CDB

Prerequisites for Performing Duplication with Encryption

In addition to the prerequisites specific to the form of duplication being used, the
following prerequisites are applicable when using the AS ENCRYPTED Or AS DECRYPTED
clauses.

* The COMPATIBLE initialization parameter must be set to 18.0.0 or higher

*  The master key must be set at least once using the ADMINISTER KEY MANAGEMENT
SET ENCRYPTION KEY command.
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» Oracle keystore used to encrypt databases, CDBs, or tablespaces on the source
database must be copied to the duplicate/auxiliary database and then opened.

Usage Notes

When you duplicate a whole multitenant container database (CDB) or one or more pluggable
databases (PDBs), you must create the auxiliary instance as a CDB and must connect to the
root of both the target and auxiliary instances. To create the auxiliary instance as a CDB,
include the declaration enable pluggable database=TRUE in the initialization parameter file.

Active database duplication with image copies uses the auxiliary net service name to copy
the source database over the network to the auxiliary instance on the destination host.
Conversely, in active database duplication with backup sets, the auxiliary instance uses the
target instance net service name to retrieve the source database files over the network.
Backup-based duplication uses pre-existing RMAN backups and copies.

Table 2-7 shows which files from the source database are duplicated.

Table 2-7 Duplicated Files

|
Source Database Files Active Database Backup-Based

Control files Copied from source database Restored from backups
when FOR STANDBY specified;
otherwise re-created

Data files Copied from source database Restored from backups (unless
(unless excluded with a SKIP excluded with a SKIP option)
option)

Tempfiles Re-created (see "Temp File Re- Re-created (see "Temp File Re-
Creation") Creation")

Online redo log files Re-created Re-created

Standby redo log files Re-created when FOR STANDBY Re-created when FOR STANDBY
specified and defined on primary specified and defined on primary
database database

Archived redo log files Copied from source database, Obtained from backups or
but only if needed for the cataloged copies, but only if
duplication needed for the duplication

Server parameter file Copied from source database Restored from backup if SPFILE
(see SPFILE clause in clause is specified (see
dupOptionList) dupOptionList)

Flashback log files Not re-created Not re-created

Block change tracking file Not re-created Not re-created

Password file Copied by default for standby Not re-created

databases; for nonstandby
databases, copied only if
PASSWORD FILE option is
specified

Backups and other files in fast Not copied Not copied

recovery area

All data files are included in the duplicate database unless they are offline clean or excluded.
You can exclude tablespaces with the skKIP clause, or by including only a subset of
tablespaces with DUPLICATE ... TABLESPACE.
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The fast recovery area is defined on the duplicate or standby database if you explicitly
define it. Also, if a fast recovery area was defined on the source database, and if the
auxiliary instance uses a server parameter file that was copied or restored with the
DUPLICATE command, then a fast recovery area is defined on the duplicate or standby
database.

If you use active database duplication, then see the FROM ACTIVE DATABASE
description in dupOptionList for usage notes.

Backup-Based Duplication

In backup-based duplication of databases with a connection to the target database
and in NOARCHIVELOG mode, media recovery uses the NOREDO option. Thus, if
incremental backups exist, RMAN applies only these incremental backups to the
restored files during recovery.

For backup-based duplication of databases in ARCHIVELOG mode, RMAN recovers by
default up to the last archived redo log generated at the time the command was
executed, or until a time specified with a SET UNTIL clause.

For backup-based duplication of databases without a connection to the target
database, RMAN cannot determine whether the source database was in NOARCHIVELOG
mode. Therefore, you must use the NOREDO option when the source database was in
NOARCHIVELOG mode when the backups were taken. You can also use the NOREDO
option when you do not want to apply archived redo log files to a consistent backup.

If you are using backup-based duplication, and if the source database and auxiliary
instances reside on different hosts, then you must decide how to make the backups of
the source database available to the auxiliary instance. For more information on how
to do this with BACKUP LOCATION, review the options described in "Oracle Database
Backup and Recovery User’s Guide" .

If the target database does not use a recovery area in ASM storage, then perform one
of the following tasks before executing the DUPLICATE command:

* If you are using SBT backups, then make the tapes with the backups accessible to
the destination host.

» If you are using disk backups, and if you can use the same backup directory
names on the destination host as the source host, then do one of the following:

— Manually transfer the backups and copies from the source host to the
destination host to an identical path.

— Use NFS or shared disks and ensure that the same path is accessible in the
destination host.

» If you are using disk backups, and if you cannot use the same backup directory
names on the destination host as the source host, then use of the techniques
described in Oracle Database Backup and Recovery User's Guide.

If the source database uses a recovery area in ASM storage, then perform one of the
following tasks before executing the DUPLICATE command:

e Make a database backup to a location outside the fast recovery area. You can
make this backup accessible in the following ways:

— Use NFS to mount the backup on the destination host with the same name.
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— Use NFS to mount the backup on the destination host with a different name, and then
CATALOG the backup while RMAN is connected as TARGET to the source database.

» Back up the fast recovery area to tape and use it for duplication.

Duplication with Oracle Managed Files

If the source database files are in the Oracle Managed Files (OMF) format, then you cannot
use the DB_FILE NAME CONVERT and LOG_FILE NAME CONVERT initialization parameters or the
fileNameConversionSpec clause to generate new OMF file names for the duplicate database. If
you do not follow this rule, the new OMF files generated from these three methods can cause
problems. For more information on OMF names, see the "Considerations When Renaming
OMF Auxiliary Set Files in TSPITR" in the Oracle Database Backup and Recovery User's
Guide

The only exception to this rule is when changing only an ASM disk group name. Assume that

source data files and online redo log files are stored in ASM disk group +SOURCEDSK. You want
to store the duplicate database files in ASM disk group +DUPDSK. In this case, you can set the

initialization parameters as follows:

DB FILE NAME CONVERT = ("+SOURCEDSK","+DUPDSK")
LOG FILE NAME CONVERT = ("+SOURCEDSK","+DUPDSK")

RMAN uses DB FILE NAME CONVERT or LOG_FILE NAME CONVERT to convert the disk group
name, and then generates a new, valid file name based on the converted disk group name.

You have the following other supported options for naming data files when the source files
are in the Oracle Managed Files format:

e Use SET NEWNAME to specify names for individual data files.

* SetDB CREATE FILE DEST to make all data files of the new database Oracle-managed
files, except the files for which SET NEWNAME is used. Do not set DB_FILE NAME CONVERT if
you set DB_CREATE FILE DEST.

Supported options for naming online redo logs duplicated from Oracle-managed files are
DB CREATE FILE DEST, DB RECOVERY FILE DEST, Or DB_CREATE ONLINE LOG DEST n.

Temp File Re-Creation

The DB_FILE NAME CONVERT parameter can convert the temp file names for the new database
that are not Oracle-managed files (OMF). The only exception to this restriction are Automatic
Storage Management (ASM) OMF names where you can change only the name of the disk
group.

The other method for converting temp file names for the new database is to use SET NEWNAME
FOR TEMPFILE TO 'filename' Or TO NEW. With this latter method, it does not matter if the
data files are OMF or non-OMF, the temp files are re-created in the DB_CREATE FILE DEST
directory location when the database is opened.

To specify different file names for the temp files, see the discussion of SWITCH TEMPFILE.
Duplication with CDBs, PDBs, and Sparse Databases

The DUPLICATE command enables you to duplicate CDBs, the root, and one or more PDBs.
The process is similar to that of duplicating non-CDBs. The differences are that you must
connect to the root as a user who is granted the SYSBACKUP or SYSDBA privilege and the
auxiliary instance must be created as a CDB. To duplicate PDBs, use the DUPLICATE
command with the PLUGGABLE DATABASE option.
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RMAN also enables you to duplicate sparse databases using backup-based
duplication in the target connection mode. To duplicate a sparse database, RMAN first
performs an implicit restore and then picks the data files from the selected backup.

¢ See Also:

* "CONNECT"

e Oracle Database Backup and Recovery User's Guide for information
about duplicating CDBs and PDBs

Syntax

duplicate::=

DBID jinteger INCARNATION p(primaryKey
. ey L, AR GO
DATABASE 1

TARGET DATABASE
i TARGET N

PLUGGABLE DATABASE F@db_name)

—)| DUPLICATE
(P}

(GO

’

(dupOptionList::=)
dupOptionList::=

ORACLE 2-142



Chapter 2
DUPLICATE

DECRYPTED

AS
A EcveeD

BACKUP LOCATION

H DEVICE TYPE }9—& deviceSpecifieD]

—| DORECOVER

H(fleNameConversionSpec)

ACTIVE DATABASE
L]

—|LOGFILE ‘ I I X logSpec)

TNOFILENAMECHECK |

" {[PLUGGABLE DATABASE )»-deb_name)] -
PFILE ‘!l filename ﬁl:h

H SECTION SIZE }(sizeSpec)

—| SKIP READONLY

[ SKIP PLUGGABLE DATABASE }»—debfname)]

L
‘ Ll
m-pdb_name f)| h f)| h’
—| SKIP TABLESPACE I x(tablespace_name)

setParameter

| | 1 G
PARAMETER_VALUE_CONVERT '!l '!l string_pattern ﬁl:h -

—|SPFILE
—
e LEERh T o ]
pdb_name
TABLESPACE ﬁl:h tablespace_name ﬁl:h
Mk

1]

UNDO TABLESPACE '!l tablespace_name ﬁl:h
TO RESTORE POINT |>(restore_point_name)1

untilClause J

COMPRESSED
~| USING BACKUPSET
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(deviceSpecifier::=, fleNameConversionSpec::=, logSpec::=, setParameter::=,
sizeSpec::=, untilClause::=)
setParameter::=
] ﬁl COMMENT |>@uoted_strin@—1
logSpec::=
| REUSE |
] fiIename)EH SIZE (sizeSpec) ‘
i
H REUSE
| b(filename )y’ | ‘;l
(sizeSpec::=)
Semantics
duplicate
This clause enables you to duplicate a database or tablespace. Refer to the
duplicate::= diagram for the syntax.
Syntax Element Description
TARGET DATABASE Specifies the source database, which is the database you want to duplicate.
Starting with Oracle Database 11g Release 2 the TARGET keyword is optional.
DATABASE Specifies the source database.
In a CDB, specifies the whole CDB. Specifies the PDB when connected to a
PDB.
'database name' Specifies the name of the source database, which is the database to duplicate.

This clause can be used instead of TARGET DATABASE when RMAN is connected
as TARGET to the source database. When performing duplicate with a target
connection, then you must specify the currently connected database and not use
the INCARNATION subclause.

For backup-based duplication without a target connection, you must either specify
the database name or run the SET DATABASE 'database_name' command.

DBID integer Specifies the database ID (DBID) of the source database.

The DBID parameter is required when you duplicate without a TARGET connection
to the source database and the database name in the recovery catalog is not
unique. Another option is to use the SET DBID command.

When RMAN duplicates the database while connected to the source database as
TARGET, the DBID parameter is not needed. If you specify DBID, then set the
value to match the DBID of the source database.
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Syntax Element

Description

INCARNATION primaryKey

[TARGET] PLUGGABLE
DATABASE pdb name

AS pdb name

FOR FARSYNC

ORACLE

Specifies an orphan incarnation.

By default, the DUPLICATE command with the UNTIL clause refers to a point in
time in the current database incarnation or the direct ancestor of the current
incarnation. This clause enables you to designate an incarnation not in the
current incarnation path, known as an orphan incarnation. It is invalid to specify
INCARNATION when connected to a target database or when using BACKUP
LOCATION.

Another option is to use the SET INCARNATION command.

Specifies the source PDB, which is the PDB that you want to duplicate to an
existing CDB.

You must connect to the root as a common user with the SYSDBA or SYSBACKUP
privilege.

Note: Only active duplication is supported when using this option.

Specifies the name of the PDB in the destination CDB when duplicating a PDB to

an existing CDB. If a PDB with the specified hame exists in the destination CDB,
then the command fails.

Creates an Oracle Data Guard far sync instance. You can use active database
duplication or backup-based duplication to create a far sync instance.

This option does not work with DORECOVER and results in an error message.
See Oracle Data Guard Concepts and Administration.
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Syntax Element Description

FOR STANDBY Designates the database being duplicated as a standby database (see
Example 2-92).
To create a standby database with the DUPLICATE command you must specify
the FOR STANDBY option. The DUPLICATE ... FOR STANDBY command creates
the standby database by restoring a standby control file and mounting the
standby control file. If you specify FROM ACTIVE DATABASE, then RMAN copies
the data files from the primary to standby database. Otherwise, RMAN restores
backups of the source database data files to the standby database. RMAN
restores the most recent files, unless SET UNTIL is specified.

If you are duplicating the SPFILE, then specify a unique DB_UNIQUE NAME in the
SPFILE clause. If not, then manually set this parameter to a unique value in the
PFILE or SPFILE of the auxiliary instance.

You cannot use TO database name for a standby database.

If you specify DORECOVER, then RMAN also recovers the database. The standby
database remains mounted after duplication is complete.

You cannot use SET NEWNAME or CONFIGURE AUXNAME to transform the file
names for the online redo logs on the standby database.

You cannot CONNECT RMAN to the standby database and then use
DUPLICATE ... FOR STANDBY to create an additional standby database. To
create additional standby databases, connect RMAN to the original primary
database and run DUPLICATE ... FOR STANDBY.

Note: RMAN does not support partial PDB duplication. Therefore, you cannot
use the SKIP TABLESPACE, TABLESPACE, SKIP PLUGGABLE DATABASE, and
PLUGGABLE DATABASE options when creating a standby database.

Note: Although you can use the DUPLICATE command to create a standby
database, you cannot use this command to activate a standby database.

When you connect RMAN to the standby database and the recovery catalog in
which the primary database is registered, RMAN recognizes the standby
database and implicitly registers it. Do not attempt to use the REGISTER
command for the standby database.

TO database name Specifies the name of the duplicate database when duplicating a CDB/PDB to a
new CDB or duplicating non-CDBs. This duplicate database is not a standby
database, so this clause cannot be used with FOR STANDBY.

Specifies the name of the CDB into which a source PDB must be duplicated
when duplicating a PDB to an existing CDB. The CDB must exist and be opened
in read-write mode.

If you do not specify the SPFILE clause, then the specified database name must
match the name in the initialization parameter file of the duplicate database
instance, which is the instance to which RMAN is connected as AUXILIARY.
Otherwise, the database signals an error.

You cannot use the same database name for the source database and duplicate
database when the duplicate database resides in the same Oracle home as the
source database. However, if the duplicate database resides in a different Oracle
home from the source database, then its database name just has to differ from
other database names in its Oracle home. To simplify administration of duplicate
database, Oracle recommends that you use different names for the source and
duplicate databases.

dupOptionList Specifies options for creating a duplicate or standby database. See
dupOptionList.

dupOptionList
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This subclause includes options that control aspects of duplication such as naming the files
and determining an end point for the duplication. Refer to the dupOptionList::= diagram for

the syntax.

Specify new file names or convert source database file names for the data files and online
redo logs when the file names of the duplicate database must be different from the file names
of the source database (as when the destination host and source host are the same). If you
do not specify file names for the online redo logs and data files of the duplicate database,
then RMAN uses the data file names from the source database.

Syntax Element

Description

AS ENCRYPTED

AS DECRYPTED

BACKUP LOCATION
backup_location

ORACLE

Specifies that data blocks must be encrypted at the destination database when
duplicating a source CDB, PDBs, or tablespaces that are not encrypted.

This is useful when you want to duplicate an on-premises database that does not
use encryption to Oracle Cloud. Duplicating the database or PDB using AS
ENCRYPTED ensures that the PDB on Oracle Cloud is encrypted.

Note: The COMPATIBLE initialization parameter must be set to 18.0.0 or higher to
use this clause.

Note: You cannot use this clause with the CONTROLFILE, SPFILE, ARCHIVELOG,
FOREIGN ARCHIVELOG, DATAFILE, FOREIGN DATAFILE, and BACKUPSET
clauses.

Note: This clause is not supported for the following operations:

e creating a standby database

e duplicating a PDB to an existing CDB

e performing point-in-time recovery

Specifies that a source database or PDB containing encrypted tablespaces or
columns must be duplicated with the data blocks in the duplicate database being
unencrypted.

Note: The COMPATIBLE initialization parameter must be set to 18.0.0 or higher to
use this clause.

Note: You cannot use this clause with the CONTROLFILE, SPFILE, ARCHIVELOQG,
FOREIGN ARCHIVELOG, DATAFILE, FOREIGN DATAFILE, and BACKUPSET
clauses.

Note: This clause is not supported for the following operations:

e creating a standby database

e duplicating a PDB to an existing CDB

e performing point-in-time recovery

Specifies the backup location on disk where the backups and copies of the
database to be duplicated have been placed. This option is valid for duplication
without a target or a recovery catalog connection.
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Syntax Element

Description

BACKUP LOCATION FROM
FILE backup list file

DEVICE TYPE deviceSpecifier

DORECOVER

ORACLE

Specifies the name of the XML file that contains the backup metadata of the
source database that you want to duplicate.

Use this option if you are performing backup-based duplication of a source
database whose backups are stored in a non-disk location.

For example, the source database backups, required for the duplication, may be
stored in an Object Storage container on Oracle Cloud. In this case, you must
first extract the source database backup metadata into an XML file, and then run
the DUPLICATE command along with the BACKUP LOCATION FROM FILE clause.
Indicate the location of the XML file using backup list file.

For example, BACKUP LOCATION FROM FILE '/home/oracle/OPC/
duplicate.xml'. See Example 2-96.

You must ensure that the backup metadata file or the XML file is accessible to the
destination host.

Allocates automatic channels for the specified device only (for example, DISK or
sbt).

This option is valid only if you have configured automatic channels and have not
manually allocated channels. For example, if you CONFIGURE automatic disk
and tape channels, and if you run DUPLICATE. ..DEVICE TYPE DISK, then
RMAN allocates only disk channels.

See Also: deviceSpecifier

Recovers the standby database after creating it. If you specify an untilClause,
then RMAN recovers to the specified SCN or time and leaves the database
mounted.

RMAN leaves the standby database mounted after media recovery is complete,
but does not place the standby database in manual or managed recovery mode.
After RMAN creates the standby database, you must resolve any gap sequence
before placing it in manual or managed recovery mode, or opening it in read-only
mode.

The checkpoint SCN of the control file must be included in an archived redo log
that is either available at the standby site or included in an RMAN backup. For
example, assume that you create the standby control file and then immediately
afterward archive the current log, which has a sequence of 100. In this case, you
must recover the standby database up to at least log sequence 100, or the
database signals an ORA-1152 error message because the standby control file
backup was taken after the point in time.
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Syntax Element Description

fileNameConversionSpec Specifies one or more patterns to map source database file names to duplicate
database file names (see Example 2-86).
DB_FILE NAME CONVERT seton the DUPLICATE command overrides the
initialization parameter DB_FILE NAME CONVERT (if set). For example, if the
initialization parameter file setting is
DB _FILE NAME CONVERT=('diskl','disk2'), butyou execute
DUPLICATE ... DB FILE NAME CONVERT ( 'diskl', 'disk3"'), then RMAN
does not convert the diskl substring to disk2. Instead, RMAN converts the
diskl substring to disk3.

If a file in the specification list is not affected by the conversion parameter in
DUPLICATE, then you must rename it by other means, such as SET NEWNAME.

Note: If you specify the SPFILE clause, then DUPLICATE

DB FILE NAME CONVERT overrides any conversion parameter specified in the
SPFILE syntax. For example, if you specify DB FILE NAME CONVERT twice in the
DUPLICATE command, both in the SPFILE clause and outside of the SPFILE
clause, then the setting outside of the SPFILE clause takes precedence.

See Also: fileNameConversionSpec

FROM ACTIVE DATABASE Provides the files for the duplicate database directly from the source database
and not from a backup of the source database (see Example 2-83).

See Also: "Prerequisites Specific to Active Database Duplication” for command
prerequisites

FROM SPARSE Provides the sparse data files for the duplicate database by internally restoring
them from a sparse database. To use this setting, ensure that the COMPATIBLE
initialization parameter of the database being duplicated is 12.2 or higher.

FROM NONSPARSE Specifies that only non-sparse data files must be internally restored and then
duplicated. This setting overrides the default sparseness mode of the duplication
environment. To use this setting, ensure that the COMPATIRBLE initialization
parameter of the database being duplicated is 12.2 or higher. This setting does
not affect the behavior of the other options of the DUPLICATE command.

LOGFILE Specifies options for creating online redo logs when creating a duplicate
database that is not a standby database (see Example 2-86).

INSTANCE 'inst name'  Creates online redo logs for the specified instance in a Real Applications Cluster
(Oracle RAC) database. The instance name is a string of up to 80 characters.

RMAN automatically uses the thread mapped to the specified instance. If no
INSTANCE name is specified, then the log files are for the default instance.

This clause is relevant when you use DUPLICATE TARGET DATABASE to
duplicate an Oracle RAC database to a single-instance database. Otherwise, you
do not need to use INSTANCE. If you use the LOGFILE clause, then use
INSTANCE to specify the name of the Oracle RAC instance for each thread that
was open during the database backup (for backup-based duplication) or during
the UNTIL TIME (for active database duplication).

logSpec Specifies the file names and groups for the online redo log files.
See Also: logSpec for the valid options

NOCHECK Disables the RMAN ability to check that a set of tablespaces must be self-
contained. This check is performed automatically by RMAN when backup based
duplication with a target connection is performed.
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Syntax Element

Description

NOFILENAMECHECK

NOOPEN

NOREDO

NORESUME

OPEN RESTRICTED

ORACLE

Prevents RMAN from checking whether the data files and online redo logs files of
the source database are in use when the source database files share the same
names as the duplicate database files. You are responsible for determining that
the duplicate operation does not overwrite useful data.

This option is necessary when you are creating a duplicate database in a different
host that has the same disk configuration, directory structure, and file names as
the host of the source database. For example, assume that you have a small
database located in the /dbs directory of srchost:

/oracle/dbs/system prodl.dbf
/oracle/dbs/users_prodl.dbf
/oracle/dbs/rbs prodl.dbf

Assume that you want to duplicate this database to desthost, which has the
same file system /oracle/dbs/*, and you want to use the same file names in
the duplicate database as in the source database. In this case, specify the
NOFILENAMECHECK option to avoid an error message. Because RMAN is not
aware of the different hosts, RMAN cannot determine automatically that it need
not check the file names.

If duplicating a database on the same host as the source database, then ensure
that NOFILENAMECHECK is not set. Otherwise, RMAN can potentially overwrite
and corrupt the target database data files, temp files, or online logs. It may also
signal the following error:

RMAN-10035: exception raised in RPC: ORA-19504: failed to create
file "/oracle/dbs/tbs_01.f"

ORA-27086: skgfglk: unable to lock file - already in use

SVR4 Error: 11: Resource temporarily unavailable

Additional information: 8

RMAN-10031: ORA-19624 occurred during call to

DBMS BACKUP RESTORE.RESTOREBACKUPPIECE

Specifies that the duplicate database must not be opened after it is created.

By default, RMAN creates a duplicate database and then opens it in RESETLOGS
mode.

Applies no archived redo log files when recovering a consistent backup in any of

the following scenarios:

*  You do not want to apply archived redo log files to the consistent backup
even though the archived redo log files are available.

e The source database was running in NOARCHIVELOG mode at backup time
and DUPLICATE is not connected to the target database.

e The source database is currently running in ARCHIVELOG mode but the
backup was taken when the database was in NOARCHIVELOG mode.

Disables the ability for RMAN to automatically recover from a failed duplication

operation. Using NORESUME in the first invocation of duplicate permanently

prevents any subsequent duplicate command for the new database from using

this automatic optimization.

See Also: Oracle Database Backup and Recovery User's Guide to learn more
about the automated recovery from a failed DUPLICATE operation.

Enables a restricted session in the duplicate database by issuing the following
SQL statement: ALTER SYSTEM ENABLE RESTRICTED SESSION. RMAN issues

this statement immediately before the duplicate database is opened.
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PASSWORD FILE Uses the password file on the source database to overwrite the password file
currently used by the auxiliary instance (see Example 2-83). This option is only
valid when FROM ACTIVE DATABASE is specified; otherwise, RMAN signals an
error.

If FOR STANDBY is specified, then RMAN copies the password file by default; if
not specified, then RMAN does not copy the password file by default. You can use
PASSWORD FILE to request that RMAN overwrite the existing password file with
the password file from the source database. If you want the duplicate database to
contain all the passwords available on your production database, then use the
PASSWORD FILE option.

PLUGGABLE DATABASE

pdb name Duplicates one or more PDBs specified in a comma-delimited list to a new CDB.

To duplicate PDBs, you must connect to the root as described in "Connecting to
CDBs and PDBs". To perform backup-based duplication of PDBs, you must also
back up the root and the seed database (PDBSSEED) of the CDB that contains the
listed PDBs.

By default, RMAN duplicates the root and the seed database of the CDB that
contains the listed PDBs.

See Oracle Database Backup and Recovery User's Guide for examples about
duplicating PDBs.

PFILE filename Specifies a text-based initialization parameter file used by the auxiliary instance
(see Example 2-86). RMAN automatically shuts down and restarts the auxiliary
instance during duplication. If the auxiliary does not use a server parameter file in
the default location, then you must specify the text-based initialization parameter
file that RMAN uses when starting the auxiliary instance. The initialization
parameter file must reside on the same host as the RMAN client used to perform
the duplication.

If the auxiliary instance uses a server parameter file in the default location, then
you do not need to specify PFILE.

SECTION SIZE sizeSpec Specifies the size of each backup section produced during the data transfer
phase of the active duplicate operation. When this option is used, RMAN uses
active duplication with backup sets by default. Therefore, ensure that
prerequisites for this type of duplication are met.

See SECTION SIZE sizeSpec.

SKIP READONLY Excludes data files in current read-only tablespaces from the duplicate database.
By default RMAN duplicates current read-only tablespaces.
If a tablespace is currently read/write, but you use untilClause to duplicate the
database to an SCN at which the tablespace was read-only, then RMAN does not
include the tablespace in the duplicate database. Tablespaces that were
previously read-only are considered offline tablespaces and so are not included in
the duplication.
Note: The read-only tablespaces must be self-contained for the DUPLICATE
command to succeed with this option.

SKIP PLUGGABLE DATABASE  pyplicates all the PDBs within the CDB, except the ones specified in the comma-
pdb_name separated list pdb_name to a new CDB. To duplicate PDBs, you must connect to
the root as described in "Connecting to CDBs and PDBs".

By default, RMAN duplicates the root and the seed database of the CDB.
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SKIP TABLESPACE Excludes the specified tablespace from the duplicate database (see
tablespace name Example 2-86).
Note: This clause cannot be used when creating a standby database using
DUPLICATE ... FOR STANDBY.

Note: You must not exclude SYS-owned objects or tablespaces with rollback
segments, nor tablespaces containing materialized views. The set of tablespaces
to be duplicated must be self-contained.

If you must duplicate a database when some backups of the source database do
not exist, then SKIP TABLESPACE is required. If you do not specify SKIP
TABLESPACE, then RMAN attempts to duplicate the following:

« All data files in online tablespaces, whether or not the data files are online.

»  All tablespaces taken offline with an option other than NORMAL. For example,
RMAN attempts to duplicate tablespaces taken offline with the IMMEDIATE
option. You cannot duplicate OFFLINE NORMAL tablespaces, although you
can add these tablespaces manually after duplication.

SKIP TABLESPACE pdb- Excludes the specified tablespaces from the duplicate PDB when duplicating a

name:tablespace name PDB to a new CDB. Multiple databases can have tablespaces with the same
name, so a qualifier before the name uniquely identifies the tablespace. pdb-
name is the name of a PDB.

See the previous description of SKIP TABLESPACE for general information about
excluding tablespaces from a duplicate database.

Note: You cannot use this clause with CREATE PLUGGABLE DATABASE to
duplicate a PDB to an existing CDB.

SPFILE Copies the server parameter file from the source database to the duplicate
database. No initialization parameters previously set in the duplicate database
are used.

setParameter Sets the specified initialization parameters to the specified values. Refer to
setParameter.
PARAMETER VALUE CONVE Replaces the first string with the second string in all matching initialization
RT string pattern parameter values. Refer to the description of PARAMETER VALUE CONVERT in
[setParameter] dupOptionList.

TABLESPACE Specifies which tablespaces are included in the specified database.

tablespace name Unlike SKIP TABLESPACE, which specifies which tablespaces are excluded from

the duplicate database, this option specifies which tablespaces are included and
then skips the remaining tablespaces.

Note: RMAN automatically includes the SYSTEM, SYSAUX, and undo tablespaces
in the duplicate database. These tablespaces cannot be skipped and the set of
tablespaces that you want to duplicate must be self-contained.

TABLESPACE pdb- Specifies which tablespaces are included in a CDB when duplicating a PDB to a

name:tablespace name new CDB. Multiple databases can have tablespaces with the same name. A
qualifier before the name uniquely identifies the tablespace. pdb-name is the
name of a PDB.

See the previous descriptions of TABLESPACE and UNDO TABLESPACE for general
information about these parameters.
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Syntax Element

Description

UNDO TABLESPACE
tablespace name

TO RESTORE POINT
restore point name

untilClause

USING BACKUPSET

USING COMPRESSED

Specifies the names of the tablespaces with undo segments. This option is only
required when a subset of tablespaces are being duplicated with the SKIP
TABLESPACE and TABLESPACE clauses. You must provide the list of tablespaces
with undo segments in the following cases:

*  No connection to the target database or the recovery catalog

*  No connection to a recovery catalog, a connection to the target but the target
database is not open.

Specifies a restore point for backup-based duplication, with the SCN at which the
restore point was created as the upper, inclusive limit. Because the limit is
inclusive, RMAN selects only files that it can use to duplicate a database up to
and including the corresponding SCN.

Note: The same restrictions that apply to untilClause also apply to TO RESTORE
POINT.

Sets the end time, SCN, or log sequence number for point-in-time recovery in
backup-based duplication (see Example 2-86). The UNTIL clause is not
supported in active database duplication.

You can achieve the same result by running SET UNTIL before the DUPLICATE
command. If you specify the UNTIL clause for duplication, then the following
restrictions apply:

*  RMAN determines whether to use NOREDO based on the current state of the
database. If the database was in an archiving mode at the specified UNTIL
time or SCN that is different from the current archiving mode, then RMAN
does not use NOREDO.

e The end point for a DUPLICATE command cannot be before the SCN of the
most recent ALTER DATABASE OPEN RESETLOGS. Duplication with a
connection to a target does not support previous database incarnations.
However, you can specify previous incarnations if you are duplicating without
a connection to a target database.

*  You cannot recover the duplicate database to the current point in time, that
is, the most recent SCN. RMAN recovers the duplicate database up to or
before the most recent available archived log, but cannot recover into the
online redo logs.

Performs active database duplication by copying all or a subset of data from the
source database to the destination database using backup sets.

Enables binary compression of the data transfer from the source database to the

BACKUPSET auxiliary database, thereby reducing the network bandwidth consumption.
setParameter
This subclause specifies server parameter file values.
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Description

SET identifier string Sets the specified initialization parameters to the specified values (see

Example 2-84). You can use SET to adjust for differences in memory, turn off
replication options, and set other options for the duplicate database.

This SET functionality is equivalent to pausing the duplication after restoring the
server parameter file and issuing ALTER SYSTEM SET statements to change the
initialization parameter file.

RMAN processes SET after PARAMETER VALUE CONVERT. If
PARAMETER VALUE CONVERT sets the file name specified by a parameter, and if
SET sets the file name specified by the same parameter, then the SET value
overrides the PARAMETER VALUE CONVERT setting.

Note: If DB FILE NAME CONVERT is specified on the DUPLICATE command, then
its file name settings override competing settings specified by SPFILE SET.

COMMENT 'string' Specifies an optional comment for the parameter setting.

RESET identifier string  Deletes specified initialization parameters from the parameter file. You can use

RESET to remove unneeded initialization parameters.

This RESET functionality is equivalent to pausing the duplication after restoring
the server parameter file and issuing ALTER SYSTEM RESET statements to
change the initialization parameter file.

logSpec

This subclause specifies the online redo logs when creating a duplicate database that
is not a standby database. Refer to the logSpec::= diagram for the syntax diagram.

If you do not specify LOGFILE, then RMAN first checks whether any of the following
initialization parameters are set: LOG_FILE NAME CONVERT,DB CREATE FILE DEST,

DB _RECOVERY FILE DEST Or DB_CREATE ONLINE LOG DEST n. If these parameters are
set, RMAN directs duplicate database online redo log files to Oracle managed storage
based on these parameter settings. If none if these initialization parameters are set,
then RMAN uses the original redo log file names of the source database for redo log
files of the duplicate database. You must specify the NOFILENAMECHECK option in this
case.

Syntax Element

Description

'filename' SIZE sizeSpec Specifies the file name of the online redo log member and the size of the file in

REUSE

GROUP integer
('filename',
SIZE sizeSpec

REUSE

kilobytes (K) or megabytes (M). The default is in bytes.

Allows the database to reuse an existing file. If the file exists, then the database
verifies that its size matches the value of the SIZE parameter. If the file does not
exist, then it is created.

Specifies the group containing the online redo log members, the file name of the
L) online redo log member, and the size of the file in kilobytes (K) or megabytes (M).
The default is in bytes.

Allows the database to reuse an existing log.
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Example 2-83 Duplicating from an Active Database to a Host with the Same Directory
Structure

Assume that you want to create a test database from database prodl on a new host. The
new host has the same directory structure as the source host, so the files in the duplicate
database can use the same names as the files in the source database. You want to create
the database without using RMAN backups and allow prodl to remain open during the
duplication.

If prodl uses a server parameter file, then you can create an initialization parameter file on
the destination host that contains only the DB_NAME parameter set to a new value and the
DB DOMAIN parameter set to the appropriate domain. Setting DB DOMAIN enables you to
connect with RMAN to the default database service. Before starting the auxiliary instance,
create a password file that has the same syS and SYSBACKUP password as the source
database. Afterward, start the auxiliary instance using an spfile, if available. If you start the
auxiliary instance with a pfile, then RMAN creates an spfile in the default location, possibly
overwriting any spfile residing there.

By default, RMAN does not duplicate the password file when creating a duplicate database
that is not a standby database. The PASSWORD FILE option copies the password file to the
destination host. If you want the duplicate database to contain all the passwords available on
your source database, then use the PASSWORD FILE option.

You do not need to change your source database channel configuration or configure auxiliary
channels. Start the RMAN client, connect to the source and auxiliary database instances with
net service names, and duplicate the database as follows:

o

s rman
RMAN> CONNECT TARGET "sbulprodl AS SYSBACKUP"

target database Password: password
connected to target database: PROD1 (DBID=39525561)

RMAN> CONNECT AUXILIARY "sbu@dupl AS SYSBACKUP"

auxiliary database Password: password
connected to auxiliary database: DUP1 (not mounted)

RMAN> DUPLICATE TARGET DATABASE TO dupl
2> FROM ACTIVE DATABASE

3> NOFILENAMECHECK

4> PASSWORD FILE

5> SPFILE;

Example 2-84 Copying the Server Parameter File in Active Database Duplication

Assume that you want to create a standby database from database prodl on a new host. The
destination host has a different directory structure from the source host, so the standby
database files are stored in /disk2 rather than /diskl. You want to create the standby
database without using RMAN backups and let prodl remain open during the duplication.

Your first step is to create a minimal initialization parameter file for the standby database and
then start the standby instance. This parameter file is minimal because when you use the
SPFILE option, RMAN copies the server parameter file to the new host and sets various
parameters to the new values provided.
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Start the RMAN client, CONNECT to the source database as TARGET and connect to the
auxiliary instance. Allocate multiple channels to the target instance and a channel to
the auxiliary instance as shown here:

ALLOCATE CHANNEL tgtl0 TYPE DISK;
ALLOCATE CHANNEL tgt20 TYPE DISK;
ALLOCATE CHANNEL tgt30 TYPE DISK;
ALLOCATE CHANNEL tgt40 TYPE DISK;
ALLOCATE AUXILIARY CHANNEL dupl TYPE DISK;

You can then enter the following command:

DUPLICATE TARGET DATABASE

FOR STANDBY

FROM ACTIVE DATABASE

PASSWORD FILE

SPFILE
PARAMETER VALUE CONVERT '/diskl', '/disk2'
SET DB_FILE NAME CONVERT '/diskl','/disk2'
SET LOG FILE NAME CONVERT '/diskl','/disk2'
SET DB_UNIQUE NAME 'dupl’
SET SGA MAX SIZE 200M
SET SGA TARGET 125M;

Example 2-85 Duplicating a Database Without a Target Connection to a Host
with the Same Directory Structure

Assume that you want to duplicate source database prod using backups and do not
want to connect RMAN as TARGET to this database because it is shut down for
maintenance. A description of the environment follows:

e The source and destination hosts have identical directory structures. The data file
and online redo log names in the duplicate database are identical to the names in
the source database.

e The same number of online redo log files are used in the duplicate database.

e Arecovery catalog is available. The source database name prod is unique in the
recovery catalog.

*  Auxiliary channels have been configured with the CONFIGURE CHANNEL command.
The following commands create a duplicate database named DUPDB:

[

s rman
RMAN> CONNECT CATALOG rco@catdb;

recovery catalog database Password: password
connected to recovery catalog database

RMAN> CONNECT AUXILIARY "sbu@dupdb AS SYSBACKUP";

auxiliary database Password: password
connected to auxiliary database: DUPDB (not mounted)

RMAN> DUPLICATE DATABASE 'PROD' TO 'DUPDB' NOFILENAMECHECK;

Assume a different scenario in which the database name prod is not unique in the
recovery catalog. The following DUPLICATE command uses the DBID parameter to
uniquely identify the source database:
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RMAN> DUPLICATE DATABASE 'PROD' DBID 39525561 TO 'DUPDB' NOFILENAMECHECK;

Example 2-86 Setting New File Names in the DUPLICATE Command

Assume that you want to use tape backups to duplicate the source database prod on
srchost t0 newdb On desthost.

In this scenario, the source database does not use a server parameter file. You create a text-
based initialization parameter file on desthost and use it to start the database instance.
Thus, backup-based duplication must use a target connection (see Table 2-6).

When executing DUPLICATE On desthost, you must use the PFILE parameter to specify the
location of the initialization parameter file. You must use the RMAN client on the same host
as the initialization parameter file for the duplicate database.

You do not want the tablespaces example and history to be included in the duplicate
database, so you specify DUPLICATE ... SKIP TABLESPACE for these tablespaces. Also, you
want the duplicate database to be in the state that the production database was in 24 hours
ago, so you use DUPLICATE ... UNTIL TIME.

This example assumes that the data files of the source database are on srchost in

directory /hl/oracle/dbs/trgt. You intend to duplicate the data files to the directory /h2/
oracle/oradata/newdb, SO you specify DUPLICATE ... DB FILE NAME CONVERT to generate
the names for the duplicate data files. You use DUPLICATE ... LOGFILE to specify names for
the online redo log files in the duplicate database.

Start the RMAN client on desthost, CONNECT to the source database as TARGET, and connect
to the auxiliary instance. You can then enter the following RUN command:

RUN
{
ALLOCATE AUXILIARY CHANNEL newdb DEVICE TYPE sbt;
DUPLICATE TARGET DATABASE TO newdb
PFILE ?/dbs/initNEWDB.ora
UNTIL TIME 'SYSDATE-1' # specifies incomplete recovery
SKIP TABLESPACE example, history # skip desired tablespaces
DB_FILE NAME CONVERT ('/hl/oracle/dbs/trgt/','/h2/oracle/oradata/newdb/")
LOGFILE
GROUP 1 ('/h2/oradata/newdb/redo0l 1.f',

'/h2/oradata/newdb/redo0l 2.f") SIZE 4M,
GROUP 2 ('/h2/oradata/newdb/redo02 1.f',
'/h2/oradata/newdb/redo02 2.£f") SIZE 4M,

GROUP 3 ('/h2/oradata/newdb/redo03 1.f',

'/h2/oradata/newdb/redo03 2.f') SIZE 4M REUSE;

}

Example 2-87 Using SET NEWNAME FOR DATABASE to Name Duplicate Files
In this scenario, you intend to use backup-based duplication without a target connection.

The source database prod contains eight data files spread out over multiple directories. The
data files are not Oracle Managed Files. You want to duplicate the source database to dupdb
on destination host desthost.

In this scenario, srchost and desthost have different directory structures. You want to store
the data files in desthost in the /oradatal subdirectory, SO you use SET NEWNAME FOR
DATABASE to specify the file names stripped of directory paths. For example, if a source data
file has the name '/oradata/prod/financial.dbf', then $b results in 'financial.dbf'.
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The source database does not use a server parameter file, so you cannot use the
SPFILE technique to specify names for the duplicate data files. You decide to use the
SET NEWNAME DATABASE command because you want all duplicate data files in the
same directory on the destination host.

You want to create two online redo log groups, each with two members of size 200 KB,
in the directory /duplogs on the destination host. Assume that srchost and desthost
cannot mount each other's file systems by any means such as NFS.

You have disk copies or backup sets stored on disk for all the data files and archived
redo log files in the source database, and you have manually copied them to desthost
with an operating system utility. These backups and copies exist in the same location
on desthost as they do in srchost.

You use an operating system utility to copy the initialization parameter file from
srchost to an appropriate location in desthost. You have reset all initialization
parameters that end in DEST and specify a path name. You do not set

DB FILE NAME CONVERT and LOG FILE NAME CONVERT because you are specifying
names for data files and online logs in the RUN command itself. The auxiliary instance
uses a server-side initialization parameter file in the default location so the PFILE
parameter is not necessary on the DUPLICATE command.

The following sample script creates the duplicate database. A RUN command is
necessary because you can only execute SET NEWNAME within RUN.

RUN
{
SET NEWNAME FOR DATABASE TO '/oradatal/%b';
DUPLICATE TARGET DATABASE TO dupdb
LOGFILE
GROUP 1 ('/duplogs/redo0Ola.log',
'/duplogs/redoOlb.log') SIZE 4M REUSE,
GROUP 2 ('/duplogs/redo02a.log',
'/duplogs/redo02b.log') SIZE 4M REUSE;
}

Example 2-88 Using SET NEWNAME FOR DATAFILE and SET NEWNAME FOR
TABLESPACE to Name Duplicate Files

In this scenario, you intend to duplicate database by using backup-based duplication.

Assume that the source database PROD is on SRCHOST and contains nine data files,
which are spread out over multiple directories. You want to duplicate the source
database to database DUPDB on remote host DESTHOST. The DUPDB database excludes
tablespace TOOLS, but keeps all of the other tablespaces.

The source database does not use a server parameter file, so you cannot use the
SPFILE technique to specify names for the duplicate data files. You decide to use SET
NEWNAME commands to specify the file names because the duplicate data files will be
spread across several directories.

In this scenario, srchost and desthost have different directory structures. You want to
store the data files in desthost in the /oradatal through /oradata7 subdirectories.
You want to place each data file in a different directory, except the USERS tablespace,
which contains two data files that you intend to duplicate to /oradata7.
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You want to create two online redo log groups, each with two members of size 200 KB, in the
directory /duplogs on the destination host. Assume that srchost and desthost cannot mount
each other's file systems by any means such as NFS.

You have disk copies or backup sets stored on disk for all the data files and archived redo log
files in the source database, and you have manually copied them to desthost with an
operating system utility. These backups and copies exist in the same location on desthost as
they do in srchost.

You use an operating system utility to copy the initialization parameter file from srchost to an
appropriate location in desthost. You have reset all initialization parameters that end in _DEST
and specify a path name. You do not set DB FILE NAME CONVERT and
LOG_FILE NAME CONVERT because you are specifying names for data files and online logs in
the RUN command itself. The auxiliary instance uses a server-side initialization parameter file
in the default location so the PFILE parameter is not necessary on the DUPLICATE command.

The following sample scripts creates the duplicate database. A RUN command is necessary
because you can only execute SET NEWNAME within RUN.

RUN
{
SET NEWNAME FOR DATAFILE 1 TO '/oradatal/system0l.dbf';
SET NEWNAME FOR DATAFILE 2 TO '/oradata2/undotbs0l.dbf';
SET NEWNAME FOR DATAFILE 3 TO '/oradata3/cwmlite(Ol.dbf';
SET NEWNAME FOR DATAFILE 4 TO '/oradatad/drsys01';
SET NEWNAME FOR DATAFILE 5 TO '/oradata5/example(l.dbf';
# because the users tablespace contains 2 data files, the following command
# generates unique names for both data files, placing them in /oradata7
SET NEWNAME FOR TABLESPACE users TO '/oradata7/users%b.dbf';
DUPLICATE TARGET DATABASE TO dupdb
SKIP TABLESPACE tools
LOGFILE
GROUP 1 ('/duplogs/redoOla.log',
'/duplogs/redo0lb.log') SIZE 4M REUSE,
GROUP 2 ('/duplogs/redo02a.log',
'/duplogs/redo02b.log') SIZE 4M REUSE;
}

Example 2-89 Using SET NEWNAME FOR DATAFILE to Name Oracle-Managed Files

There are two ways to store specific data files or temp files in an Oracle-managed files
destination that is independent of the locations of the rest of the database files.

1. Setthe parameter DB CREATE FILE DEST in the initialization parameter file of the auxiliary
instance to the desired location

2. Set the initialization parameters DB_CREATE FILE DEST and DB FILE NAME CONVERT. At
this point, you can use the SET NEWNAME command for those data files that you do not
want to be converted by DB FILE NAME CONVERT.

The specified data files or temp files are created with Oracle-managed file names in the
location specified by DB CREATE FILE DEST.

As shown in the following sample script, you can also use SET NEWNAME to direct individual
data files or temp files to a specific ASM disk group.

RUN

{
SET NEWNAME FOR DATAFILE 1 TO "+DGROUP1";
SET NEWNAME FOR DATAFILE 2 TO "+DGROUP2";
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DUPLICATE TARGET DATABASE
TO dupdb
FROM ACTIVE DATABASE
SPFILE SET DB CREATE FILE DEST +DGROUP3;

Example 2-90 Using CONFIGURE AUXNAME to Name Duplicate Files

This section assumes the same circumstances described in Example 2-88. This
example is a variation that uses CONFIGURE AUXNAME instead of SET NEWNAME to specify
the new data file names. These new file names are recorded in the control file and
used every time you perform the duplication in the future.

This example also uses automatic channels and a client-side initialization parameter
file for the database duplication, and uses the LOGFILE clause to specify names and
sizes for the online redo logs. In this case the RUN command is not necessary because
you are not using SET NEWNAME.

CONFIGURE AUXNAME FOR DATAFILE
CONFIGURE AUXNAME FOR DATAFILE
CONFIGURE AUXNAME FOR DATAFILE
CONFIGURE AUXNAME FOR DATAFILE
CONFIGURE AUXNAME FOR DATAFILE
CONFIGURE AUXNAME FOR DATAFILE
DUPLICATE TARGET DATABASE
TO dupdb
SKIP TABLESPACE tools
LOGFILE
GROUP 1 ('/duplogs/redo0Ola.log',
'/duplogs/redoOlb.log') SIZE 4M REUSE,
GROUP 2 ('/duplogs/redo02a.log',
'/duplogs/redo02b.log') SIZE 4M REUSE;

TO '/oradatal/system0l.dbf';
TO '/oradata2/undotbs0l.dbf';
TO '/oradata3/cwmliteOl.dbf';
TO '/oradata4/drsys0l';

TO '/oradata5/example(Ol.dbf';
TO '/oradata6/indx01.dbf"';

oY U b W N

RMAN uses all incremental backups, archived redo log backups, and archived redo
log files to perform incomplete recovery and then opens the database with the
RESETLOGS option to create the online redo logs.

After the duplication is complete, you can clear the configured auxiliary names for the
data files in the duplicate database, so that they are not overwritten by future
operations. For example, enter the following commands:

CONFIGURE AUXNAME FOR DATAFILE 1 CLEAR;
CONFIGURE AUXNAME FOR DATAFILE 2 CLEAR;
CONFIGURE AUXNAME FOR DATAFILE 3 CLEAR;
CONFIGURE AUXNAME FOR DATAFILE 4 CLEAR;
CONFIGURE AUXNAME FOR DATAFILE 5 CLEAR;
CONFIGURE AUXNAME FOR DATAFILE 6 CLEAR;

Alternatively, you may want to periodically synchronize a duplicate database with the
original database that was duplicated. In this case, you can run the DUPLICATE
command again, essentially re-creating the duplicate database. This technique
requires making complete copies of the data files of the duplicate database. Run the
following script whenever you want to synchronize the duplicate with the source
database. For example, you might run the script daily or weekly.

DUPLICATE TARGET DATABASE TO dupdb
SKIP TABLESPACE tools
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LOGFILE
GROUP 1 ('/duplogs/redoOla.log',
'/duplogs/redoOlb.log') SIZE 4M REUSE,
GROUP 2 ('/duplogs/redo02a.log',
'/duplogs/redo02b.log') SIZE 4M REUSE;

Example 2-91 Creating a Standby Database with the Same Directory Structure

Assume that you want to use RMAN backups to create a standby database on a remote host
with the same directory structure as the source host. The source database is called prodl
and is the primary database in the Data Guard environment.

First, start the RMAN client, CONNECT to the source database prodl as TARGET, and connect
to the auxiliary instance. You can then CONFIGURE the default device type to sbt for a
standby database with the DB UNIQUE NAME of standbyl:

CONFIGURE DEFAULT DEVICE TYPE sbt FOR DB UNIQUE NAME standbyl;
CONFIGURE DEVICE TYPE sbt PARALLELISM 2 FOR DB UNIQUE NAME standbyl;

Assume all backups needed to create the standby database are on tape. In the standby
database initialization parameter file, you set DB UNIQUE NAME t0 standbyl.

The default initialization parameter file location is in use on the standby database. After
starting the standby instance NOMOUNT, you start the RMAN client, CONNECT to the source
database as TARGET, and connect to the auxiliary instance and recovery catalog. You run the
following DUPLICATE command, specifying the NOFILENAMECHECK option because the standby
and primary data files and online redo log files have the same names:

DUPLICATE TARGET DATABASE FOR STANDBY
NOFILENAMECHECK;

Example 2-92 Creating a Standby Database in OMF and ASM

Assume that you want to use RMAN backups to create a standby database on a host that
uses OMF and ASM. The source database is called prodl and is the primary database in the
Data Guard environment.

First, start the RMAN client, CONNECT to database prodl as TARGET, and connect to the
recovery catalog. Run the following commands to CONFIGURE the default device type to sbt
for a standby database with the DB_UNIQUE NAME of standbyl and the net service name sbyl.

CONFIGURE CONNECT IDENTIFIER "sbyl" FOR DB UNIQUE NAME standbyl;
CONFIGURE DEFAULT DEVICE TYPE TO sbt FOR DB UNIQUE NAME standbyl;
CONFIGURE DEVICE TYPE sbt PARALLELISM 2 FOR DB UNIQUE NAME standbyl;

Assume all backups needed to create the standby database are stored on tape. You set the
following parameters in the initialization parameter file for database standby1:

e Set DB UNIQUE NAME to the value standbyl.

* SetDB CREATE FILE DEST and DB_RECOVERY FILE DEST to the desired ASM disk groups
on the standby host. For example, set DB CREATE FILE DEST to +DATAFILE and
DB_RECOVERY FILE DEST tO +FLASH REC AREA.

Ensure that the standby instance is in NOMOUNT mode. Start the RMAN client, CONNECT to
database prodl as TARGET, connect to the standbyl instance as AUXILIARY, and connect to
the recovery catalog. Enter the following command to create the standby database:

DUPLICATE TARGET DATABASE FOR STANDBY;
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RMAN automatically generates new OMF/ASM data file names for the restored data
files.

Example 2-93 Duplicating a Database Without Connection to Target Database
and Recovery Catalog

In this example, all the necessary backups of data files, control file and archived logs
of database prod can be accessed from the location: /net/prod/backups. This
location is where only backups of database prod reside. The only connection is to the
new instance as AUXILIARY.

Enter the following command to create a test database when there is no connection to
the recovery catalog or target database:

DUPLICATE DATABASE TO 'TEST' BACKUP LOCATION '/net/prod/backups' NOFILENAMECHECK;

Example 2-94 Selecting a Specific Database When Duplicating Without
Connection to Target Database and Recovery Catalog

In this example, /backups contains backups from several databases, including more
than two databases with the name PROD. In this case, you must specify the DBNAME and
the DBID of the database to duplicate. The only connection is to the auxiliary instance.

DUPLICATE DATABASE 'PROD' dbid 8675309 to 'TEST'
UNTIL TIME "to_date('11/01/2013', 'MM/DD/YYYY")"
BACKUP LOCATION '/backups' NOFILENAMECHECK
PFILE='?/dbs/inittest.ora' db file name convert='prod', 'test';

Example 2-95 Duplicating PDBs and Specific Tablespaces in a PDB to a New
CDB

In this example, the PDBs pdb1, pdb5, and the users tablespace in PDB pdb2 are
duplicated to a new CDB. By default, RMAN also duplicates the root and the seed
database in the CDB. The auxiliary instance must have been started with an
initialization parameter file that contains the declaration

enable pluggable database=TRUE. You are connected to the root as a user with the
common SYSBACKUP privilege.

DUPLICATE TARGET DATABASE TO cdb
PLUGGABLE DATABASE pdbl,pdb5
TABLESPACE pdb2:users;

Example 2-96 Duplicating an On-premise Database Using Its Cloud Backup
and Without a Connection to the Target Database and Recovery Catalog

This example assumes the source database backups are stored in Oracle Cloud. The
backup metadata, required for the duplication, is stored in an XML file called
duplicate.xml in the location /dsk1/bkps on the destination database.

This is a sample content of an XML file.

<MetaData>
<File>

<Filename>6GJ28IEKFL 07CEC18D372F4D29E06379624664E053</Filename>
<SetStamp>1150345378</SetStamp>
<IsSpfile>NO</IsSpfile>
<IsControlFile>NO</IsControlFile>
<PieceNo>1</PieceNo>
<Dbname>SALESDB</Dbname>

2-162



Chapter 2
EXECUTE SCRIPT

<Db1d>3483424530</Dbid>
</File>
<File>
<Filename>6GJ28IEKFL 07CEC1A6254D4D36E0637962466444CD</Filename>
<SetStamp>1150345451</SetStamp>
<IsSpfile>NO</IsSpfile>
<IsControlFile>NO</IsControlFile>
<PieceNo>1</PieceNo>
<Dbname>SALESDB</Dbname>
<Db1d>3483424530</Dbid>
</File>
</MetaData>

Run the DUPLCIATE command along with the BACKUP LOCATION FROM FILE clause to specify
the location of the backup metadata file duplicate.xml.

RMAN>

RUN {

ALLOCATE AUXILIARY CHANNEL chl DEVICE TYPE SBT PARMS 'SBTiLIBRARY:/home/oracle/OPC/lib/
libopc.so,

ENV=(OPC_PFILE=/home/oracle/OPC/opcConfig.ora)";

SET NEWNAME FOR DATABASE TO '/uOl/app/oracle/oradata/DUP122/%b';
DUPLICATE DATABASE SALESDB to DUPSALESDB

LOGFILE

GROUP 1 ('/uOl/app/oracle/oradata/DB122/redo0l.log') size 100M reuse,
GROUP 2 ('/uOl/app/oracle/oradata/DB122/redo02.log') size 100M reuse
BACKUP LOCATION FROM FILE '/dskl/bkps/duplicate.xml';

2.21 EXECUTE SCRIPT

ORACLE

Purpose

Use the EXECUTE SCRIPT command to run a local or global RMAN script stored in the
recovery catalog.

¢ See Also:

e Oracle Database Backup and Recovery User's Guide to learn how to use
stored scripts

e CREATE SCRIPT and REPLACE SCRIPT

Prerequisites

Use EXECUTE SCRIPT only within the braces of a RUN command. RMAN must be connected to
the recovery catalog with the CATALOG command-line option or the CONNECT CATALOG
command. The recovery catalog database must be open.
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Usage Notes

When you run an EXECUTE SCRIPT command within a RUN block, RMAN places the
contents of the script in that RUN block. Therefore, do not allocate a channel within the
RUN block if you also allocate it in the script.

If GLOBAL is specified, then a global script with this name must exist in the recovery
catalog; otherwise, RMAN returns error RMAN-06004. If GLOBAL is not specified, then
RMAN searches for a local stored script defined for the current target database. If no
local script with this name is found, then RMAN searches for a global script by the
same name and executes it if one is found.

Syntax

executeScript::=

— integer

Semantics
Syntax Element Description
GLOBAL Specifies the execution of a global stored script instead of a local one.
See Also: "Usage Notes" for an explanation of the difference between global
and local scripts
SCRIPT script name Specifies the name of the stored script to execute. Quotes must be used around
the script name when the name contains either spaces or reserved words.
USING Specifies one or more values for use in substitution variables in a stored script
[string or identifier | (see Example 2-98).
integer] See Also: CREATE SCRIPT to learn how to create a stored script with
substitution variables, and RMAN and @ (at sign) to learn how to use
substitution variables with RMAN
Example

ORACLE

Example 2-97 Executing a Stored Script

This example uses LIST to list the script stored in the recovery catalog and PRINT
SCRIPT to show the contents of global backup db, which was created in
Example 2-73. Finally, the example runs global backup db to back up the database.

RMAN> LIST SCRIPT NAMES;
List of Stored Scripts in Recovery Catalog
Global Scripts

Script Name
Description

global backup db
back up any database from the recovery catalog, with logs
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RMAN> PRINT SCRIPT global backup db;

printing stored global script: global backup db

{
BACKUP DATABASE PLUS ARCHIVELOG;

RMAN> RUN { EXECUTE GLOBAL SCRIPT global backup db; }

executing global script: global backup db

Starting backup at 07-JUN-13

current log archived

allocated channel: ORA DISK 1

channel ORA DISK 1: SID=120 device type=DISK

Example 2-98 Creating and Executing a Stored Script That Uses Substitution
Variables

After starting RMAN and connecting to a target database and recovery catalog, use REPLACE
SCRIPT to create a backup script that includes three substitution variables. RMAN prompts
you to enter initial values for the variables (user input is in bold).

RMAN> REPLACE SCRIPT

2> backup_df { BACKUP DATAFILE &1 TAG &2.1 FORMAT '/diskl/&3_%U'; }
Enter value for 1: 1

Enter value for 2: dfl_backup

Enter value for 3: dfl

starting full resync of recovery catalog

full resync complete
created script backup df

Later, you can execute the backup df script with different values. The following example
passes the values 3, test backup, and test to the substitution variables in the stored script:

RMAN> RUN { EXECUTE SCRIPT backup df USING 3 test backup df3; }

After the values are substituted, RMAN executes the BACKUP command as follows:

BACKUP DATAFILE 3 TAG test_backupl FORMAT '/diskl/df3_3%U';

2.22 EXIT

Purpose

Use the EXIT command to shut down the Recovery Manager utility. This command is
functionally equivalent to the QUIT command.
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Prerequisites

Execute only at the RMAN prompt.

Syntax

exit::=

Example
Example 2-99 Exiting RMAN

This example terminates RMAN:

RMAN> EXIT

2.23 FLASHBACK DATABASE

Purpose

Use the FLASHBACK DATABASE command to rewind the database to a target time, SCN,
log sequence number, or restore point.

This command undoes changes made by Oracle Database to the data files that exist
when you run the command. Flashback can fix logical failures, but not physical
failures. As a result, you cannot use the command to recover from disk failures or the
accidental deletion of data files.

FLASHBACK DATABASE is usually much faster than a RESTORE operation followed by
point-in-time recovery because no data files are restored. The time needed to perform
FLASHBACK DATABASE depends on the number of changes made to the database since
the desired flashback time. On the other hand, the time needed to do a traditional
point-in-time recovery from restored backups depends on the size of the database.

Flashback Database operations also have several uses in a Data Guard environment.

< Note:

Flashback operations on a proxy PDB are not supported.

¢ See Also:
e Oracle Database SQL Language Reference for a complete list of
command prerequisites and usage notes for FLASHBACK DATABASE

e Oracle Data Guard Concepts and Administration to learn about uses of
Flashback Database in a Data Guard environment
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Prerequisites
* You can run this command from the RMAN prompt or from within a RUN command.

RMAN must be connected as TARGET to a database, which must be Oracle Database 10g
or later. The target database must be mounted with a current control file, that is, the
control file cannot be a backup or re-created.

* The database must run in ARCHIVELOG mode.
* The fast recovery area must be configured to enable flashback logging.

Flashback logs are stored as Oracle-managed files in the fast recovery area and cannot
be created if no fast recovery area is configured.

*  You must enable flashback logging before the target time for flashback by issuing the
SQL statement ALTER DATABASE ... FLASHBACK ON.

Query VSDATABASE . FLASHBACK ON to see whether flashback logging has been enabled.

* You cannot use FLASHBACK DATABASE to return to a point in time before the restore or re-
creation of a control file. If the database control file is restored from backup or re-created,
then all existing flashback log information is discarded.

* The database must contain no online tablespaces for which flashback functionality was
disabled with the SQL statement ALTER TABLESPACE ... FLASHBACK OFF.

Prerequisites for Flashback Operations on PDBs

The following are additional prerequisites for performing flashback operations on a pluggable
database (PDB):

* The COMPATIBLE initialization parameter must be set to 12.2.0.0 or higher.

«  RMAN must be connected to the root as a common user with the SYSDBA or SYSBACKUP
privilege.

* The PDB on which a Flashback Database operation is being performed must be closed.
Other PDBs may be open and operational.

*  The root must be open when opening the PDB with resetlogs.

Usage Notes

A Flashback Database operation applies to the whole database. You cannot flash back
individual tablespaces. A Flashback Database operation is similar to a database point-in-time
recovery (DBPITR) performed with RECOVER, but RMAN uses flashback logs to undo
changes to a point before the target time or SCN. RMAN automatically restores from backup
any archived redo log files that are needed and recovers the database to make it consistent.
RMAN never flashes back data for temporary tablespaces.

The earliest SCN that can be used for a Flashback Database operation depends on the
setting of the DB_ FLASHBACK RETENTION TARGET initialization parameter, and on the actual
retention of flashback logs permitted by available disk. View the current database SCN in
VS$DATABASE.CURRENT SCN.

In a multitenant environment, you can perform a flashback database operation either for the
whole CDB or for a particular PDB. When using restore points, you can rewind the PDB
either to a PDB restore point or CDB restore point.
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¢ See Also:

e “Overview of Restore Points in a Multitenant Environment” in Oracle
Database Backup and Recovery User’s Guide for information about PDB
restore points and CDB restore points

e "Performing Point-in-Time Recovery of CDBs and PDBs” in Oracle
Database Backup and Recovery User’s Guide for the steps to rewind a
PDB to a specific point in time

Effect of NOLOGGING Operations on Flashback Database

When using FLASHBACK DATABASE with a target time at which a NOLOGGING operation
was in progress, block corruption is likely in the database objects and data files
affected by the NOLOGGING operation. For example, assume that you do a direct-path
INSERT operation in NOLOGGING mode and that the operation runs from 9:00 to 9:15 on
April 3. If you later use Flashback Database to return to 09:07 on this date, then the
objects and data files updated by the direct-path INSERT may be left with block
corruption after Flashback Database completes.

If possible, avoid using FLASHBACK DATABASE with a target time or SCN that coincides
with a NOLOGGING operation. Also, perform a full or incremental backup of the affected
data files immediately after any NOLOGGING operation to ensure recoverability to points
in time after the operation. If you expect to use FLASHBACK DATABASE to return to a
point in time during an operation such as a direct-path INSERT, then consider
performing the operation in LOGGING mode.

¢ See Also:

The discussion of logging clause in Oracle Database SQL Language
Reference for more information about operations that support NOLOGGING
mode

Effect of Data File Status Changes on Flashback Database

The FLASHBACK DATABASE command does not start modifying the database until it has
made sure that it has all the files and resources that it needs. A Flashback Database
operation does not fail due to missing data files, redo log files, or flashback logs.

If a data file has changed status between the current SCN and the target SCN of the
flashback, then the FLASHBACK DATABASE command behaves differently depending on
the nature of the status change. Refer to Table 2-8 for details.

Table 2-8 How FLASHBACK DATABASE Responds to Data File Status Changes

If this data file operation Then the FLASHBACK DATABASE command ...

occurred during the
flashback window ...

Added Removes the data file record from the control file.
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Table 2-8 (Cont.) How FLASHBACK DATABASE Responds to Data File Status Changes

If this data file operation Then the FLASHBACK DATABASE command ...
occurred during the
flashback window ...

Dropped

Renamed

Resized

Taken offline

Brought online

Made read-only or read/write  Changes the status of the data file in the control file.

Adds the data file to the control file, but marks it as offline and does not flash it
back. You can then restore and recover the data file to the same time or SCN.

Ignores the renaming. The data file retains its current name.

May fail. You can take the data file offline and then rerun the FLASHBACK
DATABASE command. The data file is not flashed back. You can then restore and
recover the data file to the same time or SCN.

Ignores the operation. The data file retains its current online status.

Ignores the operation. The data file retains its current offline status.

ORACLE

Tablespaces with Flashback Logging Disabled

It is possible for the ALTER TABLESPACE ... FLASHBACK OFF statement to have been
executed for some tablespaces. If FLASHBACK DATABASE has insufficient flashback data to
rewind a tablespace to the target SCN, then RMAN issues an error and does not modify the
database. Whenever FLASHBACK DATABASE fails or is interrupted, the database is left
mounted.

In this scenario, query VSTABLESPACE to determine which tablespaces have flashback logging
disabled. You have the following options:

» Take the data files in the affected tablespaces offline. Afterwards, run RESTORE and then
RECOVER to bring these data files to the same point in time as the rest of the database.

e Drop the affected data files with the ALTER DATABASE DATAFILE ... OFFLINE FOR DROP
statement. You can then open the database with the RESETLOGS option. After the
database is open, execute DROP TABLESPACE statements for the tablespaces that contain
the dropped data files.

State of the Database After Flashback Database

After running FLASHBACK DATABASE, the database may not be left at the SCN most
immediately before the target time. Events other than transactions can cause the database
SCN to be updated. If you use the FLASHBACK DATABASE TO form of the command, and if a
transaction is associated with the target SCN, then after the flashback the database includes
all changes up to and including this transaction. Otherwise, all changes up to but not
including this transaction are included in the data files, whether you use the FLASHBACK
DATABASE TO or FLASHBACK DATABASE TO BEFORE form of the command. Changes after the
specified target SCN are never applied because of FLASHBACK DATABASE.

After FLASHBACK DATABASE completes, you may want to open the database read-only and run
gueries to ensure that you achieved the intended result. If you are not satisfied, then you can
use RECOVER DATABASE to recover the database to its state when you started the flashback.
You can then rerun FLASHBACK DATABASE.

If you are satisfied with the results of the flashback, then you can OPEN RESETLOGS to
abandon all changes after the target time. Alternatively, you can use Data Pump to export lost
data, use RECOVER DATABASE to return the database to its state before the flashback
operation, and then use Data Pump to reimport the lost data.
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Syntax
flashback::=

Pl DEVICE TYPE }»—E deviceSpecifier L
->| FLASHBACK XflashbackObject)>| |>

flashbackObject::=

APPLICATION ROOT DATABASE

@)
quoted_string
DATABASE

PLUGGABLE DATABASE F@dbfname)—J

| TO BEFORE SCN }(integer)

{TO BEFORE SEQUENCE Jx(integer)
7O BEFORE RESETLOGS |

{ TO BEFORE TIME b{* |\(date_string}{ }—————
TO SCN p(integer
THREAD

H TO SEQUENCE |(integer):
H TO RESTORE POINT y(restore_point_name)———

TOTIME " p(date_stringp{' |—————

(deviceSpecifier::=)

Semantics

flashback::=

Syntax Element Description

DEVICE TYPE deviceSpecifier  Allocates automatic channels for the specified device type only. For example, if
you configure automatic disk and tape channels, and issue FLASHBACK ...
DEVICE TYPE DISK, then RMAN allocates only disk channels. RMAN may need
to restore redo logs from backup during the flashback database process.
Changes between the last flashback log and the target time must be re-created
based on the archived redo log. If no automatic channels are allocated for tape
and a needed redo log is on tape, then the FLASHBACK DATABASE operation fails.

See Also: deviceSpecifier

flashbackObject::=
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Syntax Element

Description

DATABASE

PLUGGABLE DATABASE
pdb_name

TO BEFORE SCN integer

TO BEFORE SEQUENCE
integer [THREAD integer]

TO BEFORE RESETLOGS

TO BEFORE TIME
'date string'

TO SCN integer

TO SEQUENCE integer
THREAD integer

TO RESTORE POINT
restore point name

ORACLE

Rewinds the entire database.
For CDBs, rewinds the entire CDB including all its PDBs.

Rewinds the specified PDB. All other PDBs can be open and operational, but the
specified PDB must be closed.

When the CDB uses shared undo, an auxiliary destination is used to store
temporary files used during the flashback operation. The default auxiliary
destination is the fast recovery area. You can use the AUXILIARY DESTINATION
clause to explicitly specify an alternate auxiliary destination that is not the fast
recovery area.

Returns the database to its state just before the specified SCN. Any changes at
an SCN lower than that specified are applied, but if there is a change associated
with the specified SCN it is not applied. By default, the provided SCN resolves to
the current or ancestor incarnation. You can override the default by using the
RESET DATABASE INCARNATION command.

Query OLDEST FLASHBACK SCN in V$FLZ—\SHBZ—\CK_DATABASE_LOG to see the
approximate lowest SCN to which you can flash back.

Specifies a redo log sequence number and thread as an upper limit. RMAN
applies changes up to (but not including) the last change in the log with the
specified sequence and thread number.

Returns the database to its state including all changes up to the SCN of the most
recent OPEN RESETLOGS.

Note: FLASHBACK DATABASE can only return the database to a point before the
most recent OPEN RESETLOGS operation if your database has been upgraded to
Oracle Database 10g Release 2 or later.

For PDBs, the Flashback Operation must return the PDB to its state including all
changes up to the most recent OPEN RESETLOGS operation on the CDB or the
most recent OPEN RESETLOGS operation on the PDB, whichever of the two is
more recent.

Returns the database to its state including all changes up to but not including
changes at the specified time.

Query OLDEST FLASHBACK TIME in V$FLASHBACK_DATABASE_LOG to see the
approximate lowest time to which you can flash back.

Returns the database to the point up to (and including) the specified SCN. By
default, the provided SCN resolves to the current or ancestor incarnation. You can
override the default by using the RMAN RESET DATABASE command to set the
recovery target incarnation.

Query OLDEST FLASHBACK SCN in V$FLASHBACK7DATABASE7LOG to see the
approximate lowest SCN to which you can flash back.

Specifies a redo log sequence number and thread as an upper limit. RMAN
applies changes up to (and including) the last change in the log with the specified
sequence and thread number.

Returns the database to the SCN associated with the specified restore point. This
can be an ordinary restore point or a guaranteed restore point.

For CDBs, you must specify a CDB restore point. The entire CDB is returned to
the SCN associated with the specified CDB restore point.

For PDBs, you can specify either a CDB restore point, PDB restore point, or a
clean PDB restore point. RMAN returns the PDB to the SCN associated with the
specified restore point. The remaining PDBs in the CDB are not impacted by a
flashback operation on a particular PDB.
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Syntax Element

Description

TO TIME 'date string' Returns the database to its state at the specified time. You can use any SQL

AUXILIARY

DATE expressions to convert the time to the current format, for example,
FLASHBACK DATABASE TO TIME 'SYSDATE-7'.

Quen(OLDEST_FLASHBACK_TIMEinV$FLASHBACK_DATABASE_LOGt0seethe
approximate lowest time to which you can flash back.

Specifies the location where temporary database files used during flashback

DESTINATION ’location’ database operations in a multitenant environment are stored. When a CDB uses

shared undo, you must specify an auxiliary destination. For CDBs that use local
undo, specifying an auxiliary destination is optional.

ORACLE

Examples
Example 2-100 FLASHBACK DATABASE to a Specific SCN

Assume that you inserted corrupted rows in many tables at 5:00 p.m. on February 14.
You connect SQL*Plus to the database and query the earliest SCN in the flashback
window:

SQL> SELECT OLDEST FLASHBACK SCN, OLDEST FLASHBACK TIME
2 FROM  VSFLASHBACK DATABASE LOG;

OLDEST FLASHBACK SCN OLDEST FLASHBACK

411010 2013/02/14 16:49

You then open a new terminal, start the RMAN client, and connect to the target
database and recovery catalog. You enter RMAN commands as follows (sample
output for the FLASHBACK DATABASE is included):

RMAN> SHUTDOWN IMMEDIATE
RMAN> STARTUP MOUNT
RMAN> FLASHBACK DATABASE TO SCN 411010;

Starting flashback at 15-FEB-13

allocated channel: ORA DISK 1
channel ORA DISK 1: SID=104 device type=DISK

starting media recovery

media recovery complete, elapsed time: 00:00:07
Finished flashback at 15-FEB-13

RMAN> ALTER DATABASE OPEN RESETLOGS;

Example 2-101 FLASHBACK DATABASE to a Restore Point

Assume that you are preparing to load a massive number of updates to the database.
You create a guaranteed restore point before the performing the updates:

SQL> CREATE RESTORE POINT before update GUARANTEE FLASHBACK DATABASE;
The bulk update fails, leaving the database with extensive corrupted data. You start an

RMAN session, connect to the target database and recovery catalog, and list the
guaranteed restore points:
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RMAN> LIST RESTORE POINT ALL;

SCN RSP Time Type Time Name

412742 GUARANTEED 15-FEB-13 BEFORE UPDATE

You mount the database, flash back the database to the restore point (sample output
included), and then open the database with the RESETLOGS option:

RMAN> SHUTDOWN IMMEDIATE
RMAN> STARTUP MOUNT
RMAN> FLASHBACK DATABASE TO RESTORE POINT 'BEFORE UPDATE';

Starting flashback at 15-FEB-13
allocated channel: ORA DISK 1
channel ORA DISK 1: SID=104 device type=DISK

starting media recovery

archived log for thread 1 with sequence 34 is already on disk as file /disk2/oracle/
oradata/prod/arch/archivel 34 614598462.dbf

media recovery complete, elapsed time: 00:00:01

Finished flashback at 15-FEB-13

RMAN> ALTER DATABASE OPEN RESETLOGS;

Example 2-102 FLASHBACK DATABASE for a PDB to a Guaranteed PDB Restore
Point

Assume that you need to upgrade an application that performs DML operations on the tables
in the PDB hr pdb. Before you perform the application upgrade, you create a guaranteed
PDB restore point in hr_pdb when connected to the PDB (the PDB is mounted):

SQL> CREATE RESTORE POINT hr pdb grp before upgrade GUARENTEE FLASHBACK DATABASE;

The application upgrade fails leaving the PDB with corrupted data. You want to rewind the
PDB to its state before the upgrade failure. You start SQL*Plus, connect to the CDB as a
common user with the SYSDBA or SYSBACKUP privilege, and then run the following command to
view all the restore points:

SQL> SELECT name, guarantee flashback database, pdb restore point, con id
FROM vS$restore point;

NAME GUARANTEE FLASHBACK DATABASE PDB RESTORE POINT CON ID
CDB_GRP BEFORE_PATCH YES NO 0
HR PDB GRP BEFORE UPGRADE YES YES 1

The output indicates that the restore point HR_PDB_GRP_BEFORE_UPGRADE is a guaranteed PDB
restore point. You can reverse the effects of data corruption by rewinding hr pdb to this
guaranteed PDB restore point. To perform a flashback operation for hr_pdb, this PDB must
be closed. All other PDBs in the CDB can remain open and operational.

You place the CDB in mount mode, flash back the PDB to the guaranteed PDB restore point,
and then open the PDB with resetlogs. In this example, the CDB uses shared undo and,
therefore, an auxiliary instance is used to store temporary files during the flashback
operation.
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RMAN> SHUTDOWN IMMEDIATE;
RMAN> STARTUP MOUNT;
RMAN> FLASHBACK PLUGGABLE DATABASE hr pdb TO RESTORE POINT
hr pdb grp before upgrade
AUXILIARY DESTINATION '/temp/aux_dest';
RMAN> ALTER PLUGGABLE DATABASE hr pdb OPEN RESETLOGS;

2.24 GRANT

ORACLE

Purpose

Use the GRANT command to assign privileges for a virtual private catalog schema to a
database user. By default, a virtual catalog user has no access to the base recovery
catalog.

Prerequisites
Execute this command at the RMAN prompt.

A base recovery catalog must have been created with CREATE CATALOG before you
can use GRANT to assign privileges for a virtual private catalog.

Usage Notes

The best practice is to create a base recovery catalog that stores metadata for all
databases. You can then create an Oracle Database user to own the virtual private
catalog schema. In Oracle Database 12¢ Release 1 (12.1.0.1), the virtual private
catalog user must be granted the RECOVERY CATALOG OWNER role. Starting with Oracle
Database 12c¢ Release 1 (12.1.0.2), the virtual private catalog user only needs the
CREATE SESSION privilege.

Connect RMAN to the base recovery catalog and use the GRANT command to assign
recovery catalog privileges to the virtual catalog owner. Afterwards, run CREATE
VIRTUAL CATALOG to create a virtual catalog schema for this user. You can use REVOKE
to revoke catalog privileges.

Relationship Between Users with CATALOG Privileges on the Same Database

As an illustration of GRANT usage, suppose databases prodl and prod2 are registered
in the base recovery catalog. While logged in as a user with the SYSBACKUP or SYSDBA
privilege to the base recovery catalog, you create two virtual private catalog users:
VvPC1 and VPC2. You grant both users CATALOG FOR DATABASE access for database
PROD1, but not PROD2.

In this scenario, both vpCc1 and vPC2 can access the metadata for backups of PROD1
made by the base recovery catalog owner. Both users can also access the metadata
for backups of PROD1 made by each other. Neither vPC1 nor vPC2 can access backup
metadata for database PROD2.

Relationship Between GRANT REGISTER and GRANT CATALOG

When you grant REGISTER DATABASE to a user, RMAN implicitly grants recovery
CATALOG FOR DATABASE privileges for any database registered by this user. If you
REVOKE only the REGISTER DATABASE privilege from a user (for example, VIRTCAT),
then it does not implicitly revoke the CATALOG FOR DATABASE privilege for a database
registered by virtcat (for example, PROD). Because the CATALOG FOR DATABASE
privilege includes registration privileges for prod, virtcat can continue to unregister
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and register prod. To prevent VIRTCAT from performing any operations on prod, including

reregistering it, REVOKE ALL PRIVILEGES from VIRTCAT.

Syntax
grant::=
privoptdb )
CATALOG FOR [ ON [(privoptdb ]
GRANT privoptpdb ) R
REGISTER DATABASE TO ;
privoptdb::=

privoptpdb::-

—>| PLUGGABLE DATABASE

M, G )
L -

Semantics

Syntax Element

Description

CATALOG FOR DATABASE

[database _name | Note: The catalog operations granted on the specified database include
integer] TO userid registering and unregistering this database.

CATALOG FOR PLUGGABLE

Specify the database by either database name or DBID. If you specify a name
when multiple databases with this name are registered in the catalog, then RMAN

returns an error. In this case, specify the database by DBID.

To grant access to databases that are registered in the recovery catalog, you
must use the GRANT CATALOG command. You can also grant access for a target
database that is not yet registered in the catalog, thereby enabling a virtual
private catalog user to register a database. You must grant access by using the

DBID of the database that has not yet been registered.

DATABASE [database name | specified user.

GUID guid name] TO userid

ORACLE

Note: The catalog operations granted on the specified database include
registering and unregistering this database.

Grants recovery catalog access for the specified database to the specified user.

Grants recovery catalog access for the specified pluggable database (PDB) to the

Specify the PDB by using either the PDB name or the PDB GUID. If you specify a
PDB name when multiple PDBs with this name are registered in the recovery
catalog, then RMAN returns an error. In this case, specify the GUID of the PDB.
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Syntax Element

Description

REGISTER DATABASE TO Grants the specified user the ability to use REGISTER DATABASE to register

userid

databases that are currently unknown to the recovery catalog.

When you grant REGISTER DATABASE to a user, RMAN implicitly grants recovery
CATALOG FOR DATABASE privileges for any database registered by the user. The
CATALOG FOR DATABASE privileges on the database include registering and
unregistering this database.

For example, assume that user virtcat is granted REGISTER DATABASE and
registers database prod in the catalog. RMAN implicitly grants recovery CATALOG
FOR DATABASE privileges for prod to virtcat.

ORACLE

Examples
Example 2-103 Granting Privileges for a Virtual Private Catalog

Assume that database user RCO owns the base recovery catalog in database CATDB.
This base recovery catalog stores the RMAN metadata for a large number of
databases in a data center. Your goal is to create virtual private catalogs for two
backup operators in the data center. The database version is Oracle Database 12c
Release 1 (12.1.0.2).

You start SQL*Plus and connect to the CATDB database as SYS. You then use the
CREATE USER statement to create the BCKOP2 and BCKOP3 users on CATDB. You can
grant the CREATE SESSION privilege to these users as follows:

SQL> GRANT CREATE SESSION TO bckop2, bckop3;
SQL> EXIT

You then start the RMAN client and connect to the recovery catalog database as user
RCO. You use the RMAN GRANT command to give BCKOP2 the ability to register any
database in her virtual private catalog, but grant BCKOP3 access to only a subset of the
databases in the data center:

RMAN> CONNECT CATALOG rcol@catdb

recovery catalog database Password: password
connected to recovery catalog database

RMAN> GRANT REGISTER DATABASE TO bckop2;

RMAN> GRANT CATALOG FOR DATABASE prod TO bckop3;
RMAN> GRANT CATALOG FOR DATABASE prodb TO bckop3;
RMAN> EXIT;

You start a new RMAN session and connect as user BCKOP2. When you connect for the
first time, RMAN automatically creates the virtual private catalog. You must exit and
restart RMAN after creating each virtual catalog.

RMAN> CONNECT CATALOG bckop2@catdb

recovery catalog database Password: password
connected to recovery catalog database

RMAN> EXIT;

You start a new RMAN session and connect as user BCKOP3 to create the virtual
private catalog associated with this user:
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RMAN> CONNECT CATALOG bckop3@catdb

recovery catalog database Password: password
connected to recovery catalog database

RMAN> EXIT;

In the following example, backup operator DBA1 uses her virtual private catalog, which is
stored in the BCKOP3 schema on CATDB, to store the metadata for a backup of a target
database:

RMAN> CONNECT TARGET /
RMAN> CONNECT CATALOG bckop3@catdb

recovery catalog database Password: password
connected to recovery catalog database

RMAN> BACKUP DATABASE PLUS ARCHIVELOG;

Example 2-104 Granting Privileges for a PDB

Assume that the recovery catalog owner, in the database catdb, is rco and the VPC user
vpcl. You need to grant access to the PDB mypdb to vpcl.

Connect to the base recovery catalog rco by using the following command:

RMAN> CONNECT CATALOG rco@catdb

recovery catalog database Password: password
connected to recovery catalog database

Use the following command to grant privileges to the access metadata for the PDB mypdb to
the VPC user vpcl:

RMAN> GRANT CATALOG FOR PLUGGABLE DATABASE mypdb TO vpcl;

2.25 HOST

ORACLE

Purpose

Use the HOST command to invoke an operating system command-line sub-shell from within
RMAN.

Syntax

host::=

command
[T [ p(command)y'|

{b

Prerequisites

Execute this command at the RMAN prompt or within the braces of a RUN command.
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Semantics
Syntax Element Description
HOST Displays a command prompt and resumes after you exit the subshell (see
Example 2-105).
' command' Runs the command in the specified string and then continues (see
Example 2-106).
Examples

Example 2-105 Hosting to the Operating System Within a Backup

This example makes an image copy of data file 3, hosts out to the Linux prompt to
check that the copy is in the directory (the Linux session output is indented and
displayed in bold), and then resumes the RMAN session:

RMAN> BACKUP DATAFILE 3 FORMAT '/disk2/df3.cpy';

Starting backup at 15-FEB-13

using channel ORA DISK 1

channel ORA DISK 1: starting full datafile backup set

channel ORA DISK 1: specifying datafile(s) in backup set

input datafile file number=00003 name=/diskl/oracle/oradata/prod/undotbs0l.d bf
channel ORA DISK 1: starting piece 1 at 15-FEB-13

channel ORA DISK 1: finished piece 1 at 15-FEB-13

piece handle=/disk2/df3.cpy tag=TAG20130215T111326 comment=NONE

channel ORA DISK 1: backup set complete, elapsed time: 00:00:01

Finished backup at 15-FEB-13

RMAN> HOST;

$ ls /disk2/df3.copy
/disk2/df3.cpy

% exit

exit

host command complete

RMAN>

Example 2-106 Executing an Operating System Copy Within RMAN

This example makes a backup of data file system01.dbf and then executes the Linux
1s command to display all files in the /disk2 directory:

BACKUP DATAFILE '?/oradata/prod/system01.dbf'
FORMAT '/disk2/system01.dbf';
HOST 'ls -1t /disk2/*';

2.26 IMPORT CATALOG

ORACLE

Purpose

Use the IMPORT CATALOG command to import the metadata from one recovery catalog
schema into a different catalog schema. If you created catalog schemas of different
versions to store metadata for multiple target databases, then this command enables
you to maintain a single catalog schema for all databases.
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¢ See Also:
CREATE CATALOG

Prerequisites

RMAN must be connected to the destination recovery catalog, which is the catalog into which
you want to import catalog data. This recovery catalog must not be a virtual private catalog.

No target database connection is needed to merge catalog schemas. Execute this command
at the RMAN prompt.

The version of the source recovery catalog schema must be equal to the current version of
the destination recovery catalog schema. If they are not equal, then upgrade the schemas to
the same version.

Ensure that the same database is not registered in both the source recovery catalog schema
and destination catalog schema. If a database is registered in both schemas, then
UNREGISTER this database from source recovery catalog and execute the TMPORT command
again.

Usage Notes

If the operation fails in the middle of the import, then the import is rolled back. Thus, a patrtial
import is not permitted. The unregister operation is separate from the import. By default, the
imported database IDs are unregistered from the source recovery catalog schema after a
successful import.

Stored scripts are either global or local. It is possible for global scripts, but not local scripts, to
have name conflicts during import because the destination schema contains an object with
the same name. In this case, RMAN renames the global script name to COPY OF

script name. For example, RMAN renames bp cmd to COPY OF bp cmd.

If the renamed global script is still not unique, then RMAN renames it to COPY (2) OF
script name. If this script name also exists, then RMAN renames the script to COPY (3) OF
script name. RMAN continues the COPY (n) OF pattern until the script is uniquely named.

Syntax

import::=

NO UNREGISTER

[ IMPORT CATALOG J(connectStringSpec)

(connectStringSpec::=)
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Semantics

Syntax Element

Description

connectStringSpec

DBID integer

Specifies the connection string for the source recovery catalog, which is the
catalog whose metadata is imported.

Specifies the list of DBIDs for the databases whose metadata is imported from
the source catalog schema (see Example 2-108).

When not specified, RMAN merges metadata for all database IDs from the
source catalog schema into the destination catalog schema. RMAN issues an
error if the database whose metadata is merged is already registered in the
recovery catalog schema.

DB NAME database name Specifies the list of databases whose metadata is imported from the source

NO UNREGISTER

catalog schema (see Example 2-108).

When not specified, RMAN merges metadata for all databases from the source
catalog schema into the destination catalog schema. RMAN issues an error if the
same DBID is registered in both recovery catalogs.

Forces RMAN to keep imported database IDs in the source catalog schema. By
default, the imported database IDs are unregistered from source recovery catalog
schema.

ORACLE

Examples
Example 2-107 Importing Metadata for All Registered Databases

In this example, database prod contains a 10.2 catalog schema owned by user rcat,
while database catdb contains an 11.1 catalog schema owned by user rco. RMAN
imports metadata for all database IDs registered in rcat into the recovery catalog
owned by rco. All target databases registered in rcat are unregistered.

RMAN> CONNECT CATALOG rcolcatdb

recovery catalog database Password: password
connected to recovery catalog database

RMAN> IMPORT CATALOG rcat@prod;

Starting import catalog at 15-FEB-13

source recovery catalog database Password: password
connected to source recovery catalog database

import validation complete

database unregistered from the source recovery catalog
Finished import catalog at 15-FEB-13

Example 2-108 Importing Metadata for a Subset of Registered Databases

This example is a variation on Example 2-107. Instead of importing the entire recovery
catalog, it imports only the metadata for the database with DBID 1618984270.

RMAN> CONNECT CATALOG rcol@catdb

recovery catalog database Password: password
connected to recovery catalog database

RMAN> IMPORT CATALOG rcat@instl DBID=1618984270;

Starting import catalog at 15-FEB-13
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source recovery catalog database Password: password
connected to source recovery catalog database

import validation complete

database unregistered from the source recovery catalog
Finished import catalog at 15-FEB-13

2.27 LIST

Purpose

Use the LIST command to display backups and information about other objects recorded in
the RMAN repository.

# See Also:

Oracle Database Backup and Recovery User's Guide to learn how to make lists and
reports, and REPORT

Additional Topics

e Prerequisites

* Usage Notes

e Syntax

e Semantics

e LIST Command Output

Examples
Prerequisites
Execute LIST only at the RMAN prompt. Either of the following conditions must be met:

*  RMAN must be connected to a target database. If RMAN is not connected to a recovery
catalog, and if you are not executing the LIST FAILURE command, then the target
database must be mounted or open. If RMAN js connected to a recovery catalog, then
the target database instance must be started.

*  RMAN must be connected to a recovery catalog and SET DBID must have been run.

To list preplugin backups, you must connect to the root as a common user with the SYSDBA or
SYSBACKUP privilege.

Usage Notes

Except for LIST FAILURE, the LIST command displays the backups and copies against which
you can run CROSSCHECK and DELETE commands. The LIST FAILURE command displays
failures against which you can run the ADVISE FAILURE and REPAIR FAILURE commands.
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< Note:

Starting in Oracle Database 19c, the Data Recovery Advisor (DRA) feature is
deprecated.

The deprecation of DRA includes deprecation of the following Oracle
Recovery Manager (RMAN) commands: LIST FAILURE, ADVISE

FATLURE, REPATR FAILURE, and CHANGE FAILURE. Database administrators
will no longer have access to these commands. There is no replacement
feature for DRA.

"RMAN Backups in a Data Guard Environment" explains how RMAN handles backups
in a Data Guard environment. In general, RMAN considers tape backups created on
one database in the environment as accessible to all databases in the environment,
whereas disk backups are accessible only to the database that created them. In a
Data Guard environment, LIST displays those files that are accessible to the
connected target database.

RMAN prints the LIST output to either standard output or the message log, but not to
both at the same time.

Syntax

list::=
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DB_UNIQUE_NAME

OF DATABASE

|
‘!l database_name '!l l

maintQualifier
' recoverableClause l
' EXPIRED q listObjectSpec

} ﬁqorDbUniqueNameOptiorD-l

PREPLUGIN recordSpec)

Low

UNKNOWN
' failureNumber l

Ial EXCLUDE FAILURE F—EfailureNumber L Ial DETAIL h

—| FAILURE

1, G ey L2

f-)| OF DATABASE
—| INCARNATION

maintQualifier
' recoverableClause l

listObjectSpec

ﬁﬁorDbUniqueNameOptiorD-l

RESTORE POINT }(restore_point_name)————
RESTORE POINT ALL |

e

SCRIPT NAMES

(listObjectSpec::=, recordSpec::=, maintQualifier::=, forDbUniqueNameOption::=,

untilClause::=)

maintQualifier::=

A completedTimeSpec)

H DEVICE TYPE }9—& deviceSpecifieD]

_)_—| LIKE Hj;(stringfpatter@;m ,
guid_name

H BACKED UP |(integer | TIMES TO DEVICE TYPE j(deviceSpecifier)-

e G h

(completedTimeSpec::=, deviceSpecifier::=)

listObjectSpec::=
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istObjLisD-1 r)QistBackupOptiorD-l

archivelogRecordSpecifier)—

foreignlogRecordSpecifier)—

(listObjList:

:=, listBackupOption::=, archivelogRecordSpecifier::=,

foreignlogRecordSpecifier::=)

recoverableClause::=

TO RESTORE POINT }(restore_point_name
untilClause
9|RECOVERABLE

(untilClause::=)

listBackup

Option::=

(o)

Semantics

list

Syntax Element

Description

DB_UNIQUE NAME

ALL

OF DATABASE
database name

EXPIRED

PREPLUGIN

ORACLE

Lists the DB UNIQUE NAME of one or more databases registered in the recovery
catalog.

RMAN must be connected to a recovery catalog. RMAN must also be connected
to a mounted or open target database, or you must identify the target database
with the SET DBID command. The DBID for a primary database is identical to the
DBID of its associated standby databases: they are distinguished by

DB UNIQUE NAME.

See Also: Table 2-28 for a description of the output

Lists the DB_UNIQUE NAME of every database registered in the RMAN repository.

Lists the DB UNIQUE NAME of every database with the specified DB NAME.

Displays backup sets, proxy copies, and image copies marked in the repository
as EXPIRED, which means they were not found. See Table 2-9 for a description of
the output.

To ensure that LIST EXPIRED shows up-to-date output, use a CROSSCHECK
command periodically. When you use a CROSSCHECK command, RMAN searches
disk and tape for backups and copies recorded in the repository. If it does not find
them, then it updates their repository records to status EXPIRED.

Lists preplugin backups.
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Syntax Element

Description

listObjectSpec

maintQualifier

recordSpec

forDbUniqueNameOption

ORACLE

Specifies the type of expired object or objects that you are listing.
See Also: listObjectSpec

Restricts the range of the listing.
See Also: maintQualifier

To display backups of PDBs that were dropped, use the GUID option with the
LIST command and specify the GUID of the dropped PDB. Query the
dba_pdb_history view to determine the GUID, of dropped PDBs.

Specifies the expired object or objects that you are listing.

See Also: recordSpec

Lists the expired files in listObjectSpec or recordSpec that are exclusively
associated with the specified DB UNIQUE NAME in a Data Guard environment.

You can specify a database with db_unique name or use ALL for all uniquely
named databases recorded in the catalog for a particular DBID. A database is
uniquely identified in the recovery catalog by a DBID and the value of the

DB UNIQUE NAME initialization parameter.

RMAN must be connected to a recovery catalog. RMAN must also be connected
to a mounted or open target database, or you must have run the SET DBID
command.

See Also: forDbUniqgueNameOption for descriptions of the options in this clause
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Syntax Element

Description

FAILURE

ALL

CRITICAL

HIGH

LOow
UNKNOWN

failureNumber
CLOSED

EXCLUDE FAILURE
failureNumber

ORACLE

Lists failures recorded by the Data Recovery Advisor. The database to which
RMAN is connected must be a single-instance database and must not be a
physical standby database.

Starting in Oracle Database 19c, the Data Recovery Advisor (DRA) feature is
deprecated.

The deprecation of DRA includes deprecation of the following Oracle Recovery
Manager (RMAN) commands: LIST FAILURE, ADVISE FAILURE, REPAIR
FAILURE, and CHANGE FAILURE. Database administrators will no longer have
access to these commands. There is no replacement feature for DRA.

See Also: "Oracle RAC and Data Recovery Advisor"

The Data Recovery Advisor can detect and repair a wide variety of physical
problems that cause data loss and corruption. Physical corruptions are typically
caused by faulty /0 subsystems or human error. The Data Recovery Advisor may
not detect or handle some types of logical corruptions. Corruptions of this type
require help from Oracle Support Services.

For Data Recovery Advisor, a failure is a persistent data corruption that is
mapped to a set of repair actions. Data failures are detected by checks, which are
diagnostic procedures that assess the health of the database or its components.
Each check can diagnose one or more failures, which are mapped to a set of
repairs.

The typical use case is to run LIST FAILURE to list any failures, then use
ADVISE FAILURE to display repair options, and REPAIR FAILURE to fix the
failures. Run these commands in the same RMAN session.

If no options are specified on LIST FAILURE, then the command lists only the
highest priority failures that have status OPEN. Therefore, CRITICAL and HIGH
failures are always listed in the command output if they exist. Failures with LOW
priority are listed only if no CRITICAL or HIGH priority failures exist. Failures are
sorted in reverse order of occurrence, with the most recent failure listed first.
The LIST FAILURE command does not initiate checks to diagnose new failures;
rather, it lists the results of previously executed assessments. Thus, repeatedly
executing LIST FAILURE reveals new failures only if the database automatically
diagnosed them in response to errors that occurred in between command
executions. However, LIST FAILURE revalidates all existing failures when the
command is issued. If a user fixed failures manually, or if the failures were
transient problems that disappeared, then Data Recovery Advisor removes these
failures from the LIST FAILURE output.

See Also: Table 2-27 for an explanation of the column headings of the LIST
FAILURE output table and Example 2-114 for an illustration

Lists failures with all priorities and status OPEN.

Lists only critical failures with status OPEN.

Lists only failures with HIGH priority and status OPEN.
Lists only failures with LOW priority with status OPEN.

Lists only failures whose priority cannot be determined until the database is
mounted.

Specifies the failures by failure number.
Lists only closed failures.

Excludes the specified failures from the list.
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Syntax Element

Description

DETAIL

INCARNATION

OF DATABASE
database name

listObjectSpec

maintQualifier

recoverableClause

recordSpec

untilClause

RESTORE POINT

restore point name
ALL
forDbUniqueNameOption

ALL SCRIPT NAMES

ORACLE

Lists failures by expanding the consolidated failure. For example, if multiple block
corruptions existed in a file, then specifying the DETAIL option would list each of
the block corruptions.

Displays information about the incarnations of a database.

Whenever you open a database with the RESETLOGS option, you create a hew
incarnation of the database. If LIST INCARNATION displays n incarnations of a
database, then you have reset the online redo logs for this database n-1 times.

The LIST output includes the primary keys of all database incarnation records for
the specified database name (in the column Inc Key, which contains the
incarnation key). Use the key in a RESET DATABASE command to change the
incarnation that RMAN considers to be current to a previous incarnation.

See Also: Table 2-24 for an explanation of the column headings of the LIST
INCARNATION output table and Example 2-113 for an illustration

Specifies the name of the database. If you do not specify the OF DATABASE
option, then LIST displays all databases registered in the recovery catalog.
Specifies the type of expired object or objects that you are listing.

See Also: listObjectSpec

Restricts the range of the listing.
See Also: maintQualifier
Restricts the list to data file backups or copies whose status in the repository is

AVAILABLE and which can be used for restore and recovery in the current
incarnation of the target database.

See Also: recoverableClause

Specifies the object or objects that you are listing.
See Also: recordSpec

Specifies an end time, SCN, or log sequence number.
See Also: untilClause

Displays restore points known to the RMAN repository.

See Also: Table 2-26 for an explanation of the column headings of the LIST
RESTORE POINT output table

Displays the specified restore point.

Displays all restore points known to the RMAN repaository.

Lists the backups and restore points that are exclusively associated with the
specified DB_UNIQUE NAME in a Data Guard environment.

You can specify a database with db_unique name or use ALL for all uniquely
named databases recorded in the catalog for a particular DBID. A database is
uniquely identified in the recovery catalog by a DBID and the value of the

DB UNIQUE NAME initialization parameter.

RMAN must be connected to a recovery catalog. RMAN must also be connected
to a mounted or open target database.

See Also: forDbUniqueNameOption for descriptions of the options in this clause
RMAN lists all global and local scripts defined for all databases in the connected
recovery catalog, along with any descriptive comments.

You must be connected to a recovery catalog, but you do not need to be
connected to a target database.
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Syntax Element Description
GLOBAL SCRIPT NAMES RMAN lists only global scripts defined in the connected recovery catalog, along
with any descriptive comments.
You must be connected to a recovery catalog, but you do not need to be
connected to a target database.
SCRIPT NAMES Lists local and global scripts that can be executed on the current target database.

You must be connected to a target database and a recovery catalog to use this
form of the command.

See Also: Table 2-25 for a description of the output and Example 3-19 for an
illustration

listObjectSpec

This subclause specifies the type of object or objects that you are listing.

Syntax Element Description

BACKUP Displays information about backup sets (including detail on backup pieces) and
proxy copies.
See Also: Table 2-9 for a description of LIST BACKUP output and Example 2-109
for an illustration

OF listObjList Restricts the list of objects operated on to the object type specified in the
listObjList clause. If you do not specify an object, then LIST defaults to OF
DATABASE CONTROLFILE ARCHIVELOG ALL.

Note: The LIST BACKUP ... LIKE command is not valid. The only valid
exception is LIST BACKUP OF ARCHIVELOG LIKE.

See Also: listObijList

listBackupOption Specifies whether to list summary information about backups or detailed
information.
archivelogRecordSpecifier Displays information about a range of archived redo log files.
COPY Displays only information about data file copies, archived redo log files, and

image copies of archived redo log files. By default, LIST COPY displays copies of
all database files and archived redo log files. Both usable and unusable image
copies are included in the output, even those that cannot be restored or are
expired or unavailable.

See Also: Table 2-21 and Table 2-23 for an explanation of the column headings
of the LIST COPY output tables

OF listObjList Restricts the list of objects operated on to the object type specified in the
listObjList clause.

See Also: listObijList

foreignlogRecordSpecifier Displays information about a range of foreign archived redo log files.

recoverableClause

This subclause specifies recoverable backups.
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Syntax Element

Description

RECOVERABLE

TO RESTORE POINT
restore point name

untilClause

Restricts the list to expired data file backups or copies whose status in the
repository is AVAILABLE and which can be used for restore and recovery in the
current incarnation of the target database. This list includes all backups and
copies except the incremental backups that have no valid parent to which the
incremental can be applied.

Specifies a restore point, with the SCN at which the restore point was created as
the upper, inclusive limit. Because the limit is inclusive, RMAN only lists files that
are recoverable up to and including the SCN corresponding to the restore point.
Specifies an end time, SCN, or log sequence number.

See Also: untilClause

listBackupOption

Specifies whether to summarize backups or list the backups for a particular data file.

Syntax Element

Description

BY FILE Lists backups of each data file, archived redo log file, control file, and server
parameter file.
See Also: Table 2-18, Table 2-19, and Table 2-20 for a description of LIST
BACKUP ... BY FILE output
SUMMARY Gives a one-line summary for each backup.
See Also: Table 2-16 for a description of LIST BACKUP ... SUMMARY output
and Example 2-110 for sample output
LIST Command Output
The information that appears in the output is described in the following tables:
* Table 2-9
* Table 2-10
* Table 2-11
* Table 2-12
* Table 2-13
* Table 2-14
* Table 2-15
* Table 2-16
* Table 2-17
* Table 2-18
* Table 2-19
* Table 2-20
* Table 2-21
* Table 2-22
* Table 2-23
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* Table 2-24
* Table 2-25
* Table 2-26
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* Table 2-28
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Table 2-9 List of Backup Sets (for data file backup sets)
|

Column

Indicates

BS Key

Type

Lv

Size

Device Type

Elapsed Time

Completion Time

List of data files

in backup set ...

A unique key identifying this backup set.

If RMAN is connected to a recovery catalog, then BS Key is the
primary key of the backup set in the catalog. It corresponds to

BS KEY inthe RC_BACKUP_SET view. If RMAN is connected in the
default NOCATALOG mode, then BS Key displays the RECID from
V$BACKUP78ET.

The type of backup: Full or Incr (incremental).

Note: Column only included in data file backup sets.

The level of the backup: NULL for nonincrementals, level 0 or level 1
for incrementals.

Note: Column only included in data file backup sets.

The size of the backup in bytes.

Note: Column only included in data file backup sets.

The type of device on which the backup was made, for example,
DISK or sbt.

The duration of the backup.

The date and time that the backup set completed. The format of
this field depends on the NLS LANG and NLS DATE FORMAT
environment settings.

See Table 2-11

Table 2-10 List of Backup Pieces (for sets with only one piece)

Column

Indicates

BP Key

Status

Compressed

A unique identifier for this backup piece in the recovery catalog or
target database control file.

If RMAN is connected to a recovery catalog, then BP Key is the
primary key of the backup piece in the catalog. It corresponds to
BP KEY inthe RC BACKUP PIECE view. If RMAN is connected in
NOCATALOG mode, then BP Key displays the RECID from
V$BACKUP_PIECE.

Note: The values for KEY in the recovery catalog and the control
file are different.

The backup piece status: AVAILABLE, UNAVAILABLE, or EXPIRED
(refer to the CHANGE, CROSSCHECK, and DELETE commands for
an explanation of each status).

Whether the backup piece is compressed (YES or NO).
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Table 2-10 (Cont.) List of Backup Pieces (for sets with only one piece)

Column Indicates

Tag The tag applied to the backup set. Tag hames are not case
sensitive and appear in all uppercase.

Piece Name/Handle The file name or handle of the backup piece. If the backup piece is
on SBT, then the Media ID is displayed with the name.

SPFILE Included A server parameter file is included in the backup.

Control File A control file is included in the backup.

Included Note: This row appears only if the current control file is included in
the backup.

Ckp SCN The SCN of the backup control file checkpoint. All database

changes recorded in the redo records before the specified SCN are
reflected in this control file.

Note: This row appears only if the current control file is included in
the backup.

Ckp time The time of the backup control file checkpoint. All database
changes recorded in the redo records before the specified time are
reflected in this control file.

Note: This row appears only if the current control file is included in
the backup.

Table 2-11 List of Data Files in backup set ...

Column Indicates

File The number of the file that was backed up.

LV The level of the backup: NULL for nonincrementals, level O or 1 for
incrementals.

Type The type of backup: Full or Incr (incremental).

Ckp SCN The checkpoint of the data file at the time it was backed up. All database

changes before the SCN were written to the file; changes after the
specified SCN were not written to the file.

Ckp Time The checkpoint of the data file at the time it was backed up. All database
changes before the time were written to the file; changes after the
specified time were not written to the file.

Name The location where this file would be restored now if it were restored
from this backup set and no SET NEWNAME command was entered.

See Also: SET

Table 2-12 List of Archived Logs in backup set ...

| Column Indicates |

Thrd The thread number of the redo log.
Seq The log sequence number of the archived log.
Low SCN The lowest SCN in the archived log.
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Table 2-12 (Cont.) List of Archived Logs in backup set ...
|

Column Indicates

Low Time The time when the database switched into the redo log having this
sequence number.

Next SCN The low SCN of the next archived log sequence.

Next Time The low time of the next archived log sequence.

Table 2-13 Backup Set Copy ... of backup set ... (only if multiple pieces)
|

Column Indicates

Device Type The type of device on which the backup was made, for example,
DISK or sbt.

Elapsed Time The duration of the backup.

Completion Time The date and time that the backup set completed. The format of

this field depends on the NLS LANG and NLS DATE FORMAT
environment settings.

Tag The tag applied to the backup set. Tag names are not case
sensitive and appear in all uppercase.

Table 2-14 List of Backup Pieces for backup set ... Copy ... (if multiple pieces)

e
Column Indicates

BP Key A unique identifier for this backup piece in the recovery catalog or
target database control file.
If RMAN is connected to a recovery catalog, then BP Key is the
primary key of the backup piece in the catalog. It corresponds to
BP_KEY in the RC_BACKUP_PIECE view. If RMAN is connected in
NOCATALOG mode, then BP Key displays the RECID from
V$BACKUP PIECE.

Note: The values for KEY in the recovery catalog and the control
file are different.

Pc# The number of the backup piece in the backup set.

Status The backup piece status: AVATLABLE, UNAVAILABLE, or EXPIRED
(refer to the CHANGE, CROSSCHECK, and DELETE commands for
an explanation of each status).

Piece Name The file name or handle of the backup piece. If the backup piece is
stored on SBT, then the media ID is also displayed.
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Table 2-15 List of Proxy Copies

Column

Indicates

PC Key

File
Status

Completion Time

Ckp SCN

Ckp time

Datafile name

Handle

Tag

A unique key identifying this proxy copy.

If RMAN is connected to a catalog, then PC Key is the primary key of the
proxy copy in the catalog. It corresponds to XDF KEY in the
RC_PROXY_DATAFILE\AeMIorXCF_KEYinthe]RC_PROXY_CONTROLFILE
view. If RMAN is connected in NOCATALOG mode, then PC Key displays
the RECID from VSPROXY DATAFILE.

The absolute data file number of the file that was copied.

The proxy copy status: AVAILABLE, UNAVAILABLE, or EXPIRED (refer to
the CHANGE, CROSSCHECK, and DELETE commands for an
explanation of each status).

The date and time that the backup set completed. The format of this field
depends on the NLS LANG and NLS DATE FORMAT environment
settings.

The SCN of the proxy copy control file checkpoint. All database changes

recorded in the redo records before the specified SCN are reflected in
this control file.

The time of the proxy copy control file checkpoint. All database changes
recorded in the redo records before the specified time are reflected in
this control file.

The location where this file would be restored now if it were restored
from this backup set and no SET NEWNAME command was entered.

See Also: SET command

The media manager's handle for the proxy copy. If the object is on sbt,
then the media ID is also displayed.

The tag applied to the proxy copy. Tag names are not case sensitive and
appear in all uppercase.

Table 2-16 List of Backup Sets (LIST BACKUP ... SUMMARY)
|

Device Type

Column Indicates

Key A unique key identifying this backup set.
If RMAN is connected to a recovery catalog, then BS Key is the primary
key of the backup set in the catalog. It corresponds to BS_KEY in the
RC_BACKUP_SET view. If RMAN is connected in NOCATALOG mode, then
BS Key displays the RECID from VSBACKUP_SET.

TY The type of backup: backup set (B) or proxy copy (P).

v For incremental backups, the incremental backup level (0 or 1).
For backup sets containing full backups of data files, F.
For backup sets containing archived redo log files, A.

S The status of the backup: A (available), U (unavailable), or X (all backup

pieces in set expired). Refer to the CHANGE, CROSSCHECK, and
DELETE commands for an explanation of each status.

The type of device on which the backup was made, for example, DISK or
sbt.
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Table 2-16 (Cont.) List of Backup Sets (LIST BACKUP ... SUMMARY)

Column

Indicates

Completion Time

#Pieces

#Copies

Compressed

Tag

The date and time that the backup set completed. The format of this field
depends on the NLS_LANG and NLS_DATE FORMAT environment
settings.

The number of backup pieces in the backup set.

The number of copies made of each backup piece in the set. The
number is 1 if no duplexing was performed. Otherwise, the value ranges
from 2 to 4.

YES if the backup set was compressed by RMAN; NO if not compressed
by RMAN.

The tag applied to the backup set. An asterisk (*) indicates that backup
pieces have different tags within the same backup set, which occurs
when a user changes the tag when using CATALOG or BACKUP
BACKUPSET. Tag names are not case sensitive and appear in all
uppercase.

Table 2-17 List of Backup Pieces (LIST BACKUPPIECE ...)

Column

Indicates

BP Key

BS Key

Pc#
Cp#

Status

Device Type

Piece Name

A unique identifier for this backup piece in the recovery catalog or
target database control file.

If RMAN is connected to a catalog, then BP Key is the primary key
of the backup piece in the catalog. It corresponds to BP_KEY in the
RC_BACKUP_PIECE view. If RMAN is connected in NOCATALOG
mode, then BP Key displays the RECID from VSBACKUP PIECE.

Note: The values for KEY in the recovery catalog and the control
file are different.

A unique key identifying this backup set.

If RMAN is connected to a recovery catalog, then BS Key is the
primary key of the backup set in the catalog. It corresponds to
BS_KEY inthe RC_BACKUP SET view. If RMAN is connected in
NOCATALOG mode, then BS Key displays the RECID from
V$BACKUP_SET.

The number of the backup piece in the backup set.

The copy number of this backup piece in the backup set. The
number is 1 if no duplexing was performed. Otherwise, the value
ranges from 2 to 4.

The backup piece status: AVAILABLE, UNAVAILABLE, or EXPIRED
(refer to the CHANGE, CROSSCHECK, and DELETE commands for
an explanation of each status).

The type of device on which the backup was made, for example,
DISK or sbt

The file name or handle of the backup piece. If the piece is stored
on SBT, then the Handle and media ID are displayed.
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Table 2-18 List of Datafile Backups (LIST BACKUP ... BY FILE)
___________________________________________________________________________________|

Column Indicates

File The absolute data file number.

Key A unique key identifying this backup set.

If RMAN is connected to a recovery catalog, then Key is the primary key
of the backup set in the catalog. It corresponds to BS_KEY in the
RC_BACKUP_SET view. If RMAN is connected to a target database in
NOCATALOG mode, then Key displays the RECID from VSBACKUP SET.

TY The type of backup: backup set (B) or proxy copy (P).

LV The backup level: F for nonincrementals, level 0 or 1 for incrementals.

S The status of the backup: A (available), U (unavailable), or X (all backup
pieces in set expired). Refer to the CHANGE, CROSSCHECK, and
DELETE commands for an explanation of each status.

Ckp SCN The checkpoint of the data file at the time it was backed up. All database
changes prior to the SCN have been written to the file; changes after the
specified SCN have not been written to the file.

Ckp Time The checkpoint of the data file at the time it was backed up. All database
changes prior to the time have been written to the file; changes after the
specified time have not been written to the file.

#Pieces The number of backup pieces in the backup set.

#Copies The number of copies made of each backup piece in the set. The
number is 1 if no duplexing was performed. Otherwise, the value ranges
from 2 to 4.

Compressed YES if the backup was compressed by RMAN; NO if not compressed by
RMAN.

Tag The tag applied to the backup set. An asterisk (*) indicates that backup

pieces have different tags within the same backup set, which occurs
when a user changes the tag when using CATALOG or BACKUP
BACKUPSET. Tag names are not case sensitive and appear in all
uppercase.

Table 2-19 List of Archived Log Backups (LIST BACKUP ... BY FILE)

Column Indicates

Thrd The thread number of the redo log.

Seq The log sequence number of the archived log.

Low SCN The lowest SCN in the archived log.

Low Time The time when the database switched into the redo log having this
sequence number.

BS Key A unique key identifying this backup set.

If RMAN is connected to a recovery catalog, then BS Key is the primary
key of the backup set in the catalog. It corresponds to BS_KEY in the
RC_BACKUP_SET view. If RMAN is connected in NOCATALOG mode, then
BS Key displays the RECID from VSBACKUP SET.
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Table 2-19 (Cont.) List of Archived Log Backups (LIST BACKUP ... BY FILE)
|

Column

Indicates

S

#Pieces

#Copies

Compressed

Tag

The status of the backup: A (available), U (unavailable), or X (all backup
pieces in set expired). Refer to the CHANGE, CROSSCHECK, and
DELETE commands for an explanation of each status.

The number of backup pieces in the backup set.

The number of copies made of each backup piece in the set. The
number is 1 if no duplexing was performed. Otherwise, the value ranges
from 2 to 4.

YES if the backup was compressed by RMAN; NO if not compressed by
RMAN.

The tag applied to the backup set. Tag names are not case sensitive and
appear in all uppercase.

Table 2-20 List of Control File Backups (LIST BACKUP ... BY FILE)
|

Column

Indicates

CF Ckp SCN
Ckp Time
BS Key

#Pieces

#Copies

Compressed

Tag

Checkpoint SCN of the control file.
The log sequence number of the archived log.

A unique key identifying this backup set.

If RMAN is connected to a recovery catalog, then BS Key is the
primary key of the backup set in the catalog. It corresponds to
BS KEY inthe RC_BACKUP SET view. If RMAN is connected in
NOCATALOG mode, then BS Key displays the RECID from
V$BACKUP_SET.

The status of the backup: A (available), U (unavailable), or X (all
backup pieces in set expired). Refer to the CHANGE,
CROSSCHECK, and DELETE commands for an explanation of each
status.

The number of backup pieces in the backup set.

The number of copies made of each backup piece in the set. The
number is 1 if no duplexing was performed. Otherwise, the value
ranges from 2 to 4.

YES if the backup was compressed by RMAN; NO if not compressed
by RMAN.

The tag applied to the backup set. Tag names are not case
sensitive and appear in all uppercase.
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Table 2-21 List of Datafile Copies
___________________________________________________________________________________|
Column Indicates
Key The unique identifier for the data file copy. Use this value in a CHANGE
command to alter the status of the data file copy.
If RMAN is connected to a recovery catalog, then Key is the primary key
of the data file copy in the catalog. It corresponds to CDE_KEY in the
RC_DATAFILE COPY view. If RMAN is connected in NOCATALOG mode,
then Key displays the RECID from VSDATAFILE COPY.
Note: The values for KEY in the recovery catalog and the control file are
differen